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Appropriation Highlights
DEFENSE | NFORMATI ON SYSTEMS AGENCY
Fi scal Year (FY) 2005 Budget Esti mates
Operation and Mi ntenance, Defense-W de

Appropriati on Summmary:

(Dol l'ars in Thousands)

FY 2003 Price Pr ogr am FY 2004* Price Program FY 2005 FY 2006
Act ual Change Change Estimat e Change Change Esti mat e Estimat e
1, 008, 726 17,023 (30, 120) 995, 635 14, 868 80, 055 1,090, 558 963, 935

* FY 2004 excl udes Suppl emental funding of 228, 844
Budget Activity 4: Admnistration and Service-Wde Activities

Descri ption of Operations Fi nanced:

The Defense Information Systens Agency (DI SA) is a Conbat Support Agency responsible for
pl anni ng, engi neering, acquiring, fielding, and supporting gl obal command and control and
comuni cat i ons.

DI SA"s operations and mai ntenance, Defense-Wde (&M D-W appropriation finances civilian
sal aries, operating costs and technical contractor support, including Conbating Terrorism and
speci al operations efforts, for the foll ow ng eight business activities:
- White House and National Command

Informati on Systenms Security Program

I nformation Superiority Command and Contr ol

Conbat ant Commanders Support and Operati ons

Joi nt Test, Spectrum Managenent and Engi neeri ng

Conmbat Support/El ectroni c Comrerce

DOD | nformati on Services and

Agency Managenent

Narrative Expl anati on of Changes:

FY 2004 to FY 2005: An increase of $116.8 mllion will fund Information Assurance support
for Net Centric Enterprise Services, Technical |nplenentation Guides, Cross Domain System
Security applications, Sensor Gid Engineering, SATCOM Wrel ess Security, telecommunication

DI SA



Appropriation Highlights
DEFENSE | NFORMATI ON SYSTEMS AGENCY
Fi scal Year (FY) 2005 Budget Esti mates
Operation and Mi ntenance, Defense-W de

Narrative Explanation of Changes: (continued)

servi ces and Depl oyed Joint Task Force. 1In addition, this increase incorporates the
real i gnment of Information Assurance and eBusi ness RDT&E and procurenent funds to G&M to
refl ect changes in mssion and i nvestnent threshold (no net change in the prograns’ total
program funding). The decreases of $53.5 million in this budget request are primarily
attributable to the followng: EMSS — Enhanced Mobile Satellite System being converted to a
rei mbursabl e program reduction of operating costs for sustainment of Common Operati ng

Envi ronnent capabilities with mgration to NCES. Personnel conpensation grows by

$5.4 mllion, reflecting the 1.5%cost of |iving adjustnent.

DI SA



DEFENSE | NFORMATI ON SYSTEMS ACENCY

Operati on and Mai nt enance,

Def ense- W de

Fi scal Year (FY) 2005 Budget Estinates
SUMVARY OF | NCREASES AND DECREASES
($ in Thousands)

FY 2004 President's Budget Request

1.

Congr essi onal Adj ustnents
a) Distributed
b) Undistributed

c) Adjustnments to Meet Congressional |ntent

d) General Provisions
e) Congressional Earmarks

FY 2004 Appropriated Amount

2.

Emer gency Suppl enent a

FY 2004 Basel i ne Fundi ng

3.

Fact - of - Li fe Changes

Revi sed FY 2004 Esti mate

4.
5.

6.

Repr ogramm ngs (requiring 1415 Acti ons)
Less: Emergency Suppl enental Fundi ng
Normal i zed Current Estimate for FY 2004
Pri ce Change

Functional Transfers

a) Transfers In

b) Transfers Qut

Q her Transfers (Non-Functional Transfers)
a) Transfers In

b) Transfers Qut

Dl SA

BA 4
1,129,877
-134, 241
- 94, 105

-39, 498

- 638

995, 636
228, 844
1, 224, 480

1, 224, 480
- 228, 844
995, 636
14, 868

- 2,500

- 2,500
19, 908
19, 908



DEFENSE | NFORVATI ON SYSTEMS AGENCY
Operati on and Mi nt enance, Defense-W de
Fi scal Year (FY) 2005 Budget Estinates

SUMMARY OF | NCREASES AND DECREASES

($ in Thousands)

9. Program | ncreases
a) Annulization of New FY 2004 Program
b) One-Tine FY 2005 Costs
c) Program G owh in FY 2005
10. Program Decr eases:
a) One-Time FY 2005 Costs
b) Annulization of FY 2003 Program Decreases
c) Program Decreases in FY 2005
FY 2005 Budget Request

Dl SA

116, 226
116, 226
116, 226
- 53, 580

- 53, 580
1, 090, 558



DEFENSE | NFORVATI ON SYSTEMS AGENCY

Operation and Mai nt enance,
Fi scal Year (FY) 2005 President's Budget
Manpower Changes in Full-Time Equival ent Strength

Qperation and Mai ntenance (O%M

1

2.

3.

FY 2003 FTEs (Actual s)

Direct Hre

us

DHS (NCS) FTEs executed prior to transfer

DI SA NCS FTEs not used by DI SA
Over-execution of Direct Funded FTEs
FY 04 transfer from DI SA's R& Account
FY 04 increase in Reinbursable FTEs

FY 2004 FTEs

FY 2005 FTEs

DI SA

2528

- 34
57
-84
1
8

2476

2476

Def ense- W de

Forei gn Nati onal
I ndi rect
Hre

Di rect
Hre

0

O OO oo

5

O O OoOOoOOo

Tot al
2533
-34

57
-84

2481

2481



Resear ch, Devel opnent, Test and Evaluation (FDrect Hre

1

DEFENSE | NFORVATI ON SYSTEMS AGENCY

Operation and Mai nt enance,
Fi scal Year (FY) 2005 President's Budget
Manpower Changes in Full-Time Equival ent Strength

FY 2003 FTEs (Actuals)
Over - execution of FTEs
Transfer to DI SA's O&M Account
| ncrease of Rei nbursabl e FTEs

FY 2004 FTEs

FY 2005 FTEs

us

DI SA

507

-13
-1
17

510

510

Def ense- W de

Forei gn Nationa
I ndi rect
Hre

Di rect
Hre

0

0

0

0

Tot al
507
-13
-1
17
510

510



DEFENSE | NFORVATI ON SYSTEMS AGENCY

Operation and Mai nt enance,
Fi scal Year (FY) 2005 President's Budget
Manpower Changes in Full-Time Equival ent Strength

Def ense Worki ng Capital Fund ( DWCF)

1

2.

3.

FY 2003 FTEs (Actuals)

Computing Services Transformtion
FY 2004 FTEs

Computing Services Transformtion

FY 2005 FTEs

Direct Hre

us

DI SA

2763

-180

2583

- 258

2325

Def ense- W de

Forei gn Nationa
I ndi rect
Hre

Di rect
Hre

0

0

24

-14

10

0

10

Total
2787
-194
2593
- 258

2335



Sunmary FY 2003
O&M Tot al

Di rect

Rei mbur sabl e

RDT&E Tot al
Di rect
Rei mbur sabl e

DWCF Tot al
Di rect
Rei mbur sabl e

Total DI SA
Di rect
Rei mbur sabl e

DEFENSE | NFORVATI ON SYSTEMS AGENCY

Operation and Mai nt enance,

Def ense- W de

Fi scal Year (FY) 2005 President's Budget
Manpower Changes in Full-Time Equival ent Strength

Direct Hre

us

DI SA

2528
2496
32

507
480
27
2763
2763
5798

2976
2822

Forei gn Nati onal

Di rect I ndi r ect
Hre Hre
0 5
0 0
0 5
0 0
0 0
0 0
0 24
0 0
0 24
0 29
0 0
0 29

Tot al

2533
2496
37

507
480
27
2787
2787
5827

2976
2851



Sunmmary FY 2004
O&M Tot al

Di rect

Rei mbur sabl e

RDT&E Tot al
Di rect
Rei mbur sabl e

DWCF Tot al
Di rect
Rei mbur sabl e

Total DI SA
Di rect
Rei mbur sabl e

DEFENSE | NFORVATI ON SYSTEMS AGENCY

Operation and Mai nt enance,

Def ense- W de

Fi scal Year (FY) 2005 President's Budget
Manpower Changes in Full-Time Equival ent Strength

Direct Hre

us

DI SA

2476
2426
50

510
462
48
2583
2583
5569

2888
2681

Forei gn Nati onal

Di rect I ndi r ect
Hre Hre
0 5
0 0
0 5
0 0
0 0
0 0
0 10
0 0
0 10
0 15
0 0
0 15

Tot al

2481
2426
55

510
462
48
2593
2593
5584

2888
2696



Sunmary FY 2005
O&M Tot al

Di rect

Rei mbur sabl e

RDT&E Tot al
Di rect
Rei mbur sabl e

DWCF Tot al
Di rect
Rei mbur sabl e

Total DI SA
Di rect
Rei mbur sabl e

DEFENSE | NFORVATI ON SYSTEMS AGENCY

Operation and Mai nt enance,

Def ense- W de

Fi scal Year (FY) 2005 President's Budget
Manpower Changes in Full-Time Equival ent Strength

Direct Hre

us

DI SA

2476
2426
50

510
462
48
2325
2325
5311

2888
2423

Forei gn Nati onal

Di rect I ndi r ect
Hre Hre
0 5
0 0
0 5
0 0
0 0
0 0
0 10
0 0
0 10
0 15
0 0
0 15

Tot al

2481
2426
55

510
462
48
2335
2335
5326

2888
2438



DEFENSE | NFORVATI ON SYSTEMS ACGENCY
Operati on and Mai nt enance,
Fi scal Year (FY) 2005 Budget Estinates

Per sonnel Sumrary

Active Mlitary End Strength (E/S) (Total)
Oficer
Enl i sted

Reserve Drill Strength (E/S) (Total)
Oficer
Enl i sted

Reservists on Full Tine Active Duty (E/'S) (T«
Oficer
Enl i sted

Civilian End Strength (Total)
US Direct Hre
Foreign National Direct Hire
Total Direct Hre
Foreign National Indirect Hre
(Mlitary Technician Included Above (Menp)
(Rei nbursable G vilians |Included Above (Menp)
Additional Mlitary Technicians Assigned to |

Active MIlitary Average Strength (A/S) (Total
Oficer
Enl i sted

DI SA

1635
341
1294

0

2512
2507

2507

34

1635
341

Def ense- W de
Change
EY 2003 EY 2004 EY 2005 FEY 04/ FY05

1771 1771 0
460 460 0
1311 1311 0
0 0 0
0

0

0 0 0
0

0

2561 2561 0
2556 2556 0
0 0 0
2556 2556 0
5 5 0
0 0 0
55 55 0
0 0 0
1771 1771 0
460 460 0
1311 1311 0

1294



DEFENSE | NFORVATI ON SYSTEMS ACGENCY
Operati on and Mai nt enance, Defense-Wde
Fi scal Year (FY) 2005 Budget Estinates

Per sonnel Sumrary

Change
EY 2003 EY 2004 EY 2005 FEY 04/ FY05

Reserve Drill Strength (A/S) (Total) 0 0 0 0
Oficer 0
Enli sted 0
Reservists on Full Tinme Active Duty (A/S) (T« 0 0 0 0
Oficer 0
Enli sted 0
Cuvilian FTEs (Total) 2533 2481 2481 0
US Direct Hre 2528 2476 2476 0
Foreign National Direct Hire 0 0 0 0

Total Direct Hre 2528 2476 2476 0
Foreign National Indirect Hre 5 5 5 0
(Mlitary Technician Included Above (Menp) 0 0 0 0
(Rei nbursable G vilians |Included Above (Menp) 32 50 50 0
Qut year Sunmary:
Mlitary Endstrength 1635 1771 1771 0
Reserve Drill End Strength 0 0 0 0
Reservists on Full Tine Active Duty (E/ S) 0 0 0 0
Civilian FTEs 2533 2481 2481 0
(Mlitary Technician Included Above (Menp) 0 0 0 0
(Rei nbursable Civilians |Included Above (Menp) 32 50 50 0

DI SA



DEFENSE | NFORMATI ON SYSTEMS AGENCY
Def ense- W de

Operation and Mai nt enance,
(FY) 2005 Budget Esti nates
Adencv Summary

Fi scal

VI1. PRI CE AND PROGRAM CHANGES ($ in
Thousands)
Executive, General and Speci al
101 Schedul es
103 \WAge Board
106 Benefits to Forner Enployees
Vol untary Separation Incentive
107 Paynents
111 Disability Conpensation
Total G vilian Personnel
199 Conpensati on
308 Travel of Persons
399 Total Travel
Commruni cati ons Servi ces( DWCF)
671 Tier 2
Pent agon Reservati on Mai ntenance
672 Revol ving Fund
Def ense Fi nance and Accounti ng
673 Servi ces (DFAS)

Year
Activitvy G oup:

FY2003
Act ual

243, 083
288
1, 967

0

1, 607

246, 945

23, 609
23, 609

101, 278

4, 200

8,401

Dl SA

Change FY2003/ FY2004

Price Price Progran FY2004
Per cent G owt h Gowh Estimte
3.300% 8,022 8,512 259, 617
3. 472% 10 485 783
0. 000% 0 -1, 967 0
0 100 100

0. 000% 0 311 1, 918
8,032 7,441 262,418

1. 300% 307 5, 361 29, 277
1. 300% 307 5, 361 29, 277
0. 000% 0 - 38, 868 62,410
-14. 595% -613 5, 376 8, 963
14. 201% 1, 193 -1, 683 7,911



DEFENSE | NFORMATI ON SYSTEMS AGENCY
Def ense- W de

Operation and Mai nt enance,
(FY) 2005 Budget Esti nates
Adencv Summary

Fi scal Year

Activitvy G oup:

VI1. PRI CE AND PROGRAM CHANGES ($ in
Thousands)
Communcat i ons Servi ces (DWCF)
677 Tier 1
679 Cost Rei mbursabl e Purchases
699 Total Purchases
771 Commrerci al Transportation
799 Total Transportation
Rental Paynments to GSA Leases
912 (SLUC)
913 Purchased Uilities (non- DWCF)
Pur chased Communi cati ons (nhon-
914 DWCF)
915 Rents (non-GSA)
917 Postal Services (USPS)
920 Supplies & Materials (non- DWCF)
921 Printing & Reproduction
Equi prrent Qperati on & Mai ntenance
922 by Contract

FY2003
Act ual

4, 588
1, 502
119, 969
1,776
1,776
17, 436
2,479
41, 035
200

237

7,463
270

359, 543

Dl SA

Change FY2003/ FY2004

Price
Per cent

0. 000%
0. 000%

1.295%
1.295%
1. 698%
1.291%
1.299%
1.500%

0. 000%

1. 300%
1.481%

1. 300%

Price
G owt h

580

23
23

296

32

4,674

Pr ogr am
G owt h

140, 970
-1, 502
104, 293
1,122
1122
624

28
-21,371
619

227

508
176

- 46, 662

FY2004
Esti mat e

145, 558
0

224, 842
2,921
2921
18, 356
2,539
20, 197
822

464

8, 068
450

317, 555



DEFENSE | NFORVATI ON SYSTEMS AGENCY

Operation and Mai nt enance,

Fi scal Year

Activitvy G oup:

VI1. PRI CE AND PROGRAM CHANGES ($ in
Thousands)
Facility Operation & Mii ntenance
923 by Contract
925 Equi prent Pur chases (non- DWCF)
931 Contract Consultants
Managenent and Prof essi onal
932 Support Services
933 Studies, Anal yses and Eval uations
Engi neeri ng and Techni cal
934 Services
937 Local ly Purchased Fuel (non-DWCF)
O her Intra-governnent al
987 Purchases
989 (Ot her Contracts
998 (Ot her Costs
999 Total O her Purchases
9999 Total Activity G oup

Def ense- W de

(FY) 2005 Budget Esti nates

FY2003
Act ual

11, 912

46, 043
2,870

306

18, 854

9

21, 813
85, 634
329

616, 433
1, 008, 732

Dl SA

Aaency Summary

Change FY2003/ FY2004

Price Price Progran FY2004
Per cent G owt h Gowh Estimte
1.301% 155 -1, 250 10, 817
1.301% 599 -20, 672 25, 970
1.289% 37 -1, 357 1, 550
1.307% 4 -131 179
0 0 0

1.299% 245 -12, 789 6, 310
11.111% 1 -10 0
1.302% 284 -11, 003 11, 094
1. 300% 1, 113 -34,981 51, 766
1.216% 4 - 293 40
0 8,081 -148, 337 476, 177

17, 023 -30, 120 995, 635



DEFENSE | NFORMATI ON SYSTEMS AGENCY
Operation and Mai nt enance,

Fi scal

VI1. PRI CE AND PROGRAM CHANGES ($ in
Thousands)
Executive, General and Speci al
101 Schedul es
103 \WAge Board
106 Benefits to Forner Enployees
Vol untary Separation Incentive
107 Paynents
111 Disability Conpensation
Total G vilian Personnel
199 Conpensati on
308 Travel of Persons
399 Total Travel
Commruni cati ons Servi ces( DWCF)
671 Tier 2
Pent agon Reservati on Mai ntenance
672 Revol ving Fund
Def ense Fi nance and Accounti ng
673 Servi ces (DFAS)

Year
Activitvy G oup:

FY2004

Def ense- W de

Price

Esti mate Percent

259, 617
783
0

100

1,918

262, 418

29,277
29, 277

62,410

8, 963

7,911

Dl SA

27.

. 100%
. 043%

. 000%

. 000%

. 301%
. 301%

. 000%

000%

. 298%

(FY) 2005 Budget Esti nates
Aaency Sunmary

Change FY2004/ FY2005

Price
G ow h

5, 452
16

5, 468

381
381

2,420

340

Pr ogr amr
G owt h

2, 655
19

114

2,788

-513
-513

-42, 807

-4,832

803

FY2005
Esti mat e

267,724
818
0

100

2,032

270,674

29, 145
29, 145

19, 603

6, 551

9, 054



DEFENSE | NFORVATI ON SYSTEMS AGENCY

Operation and Mai nt enance,
(FY) 2005 Budget Esti nates
Adencv Summary

Fi scal Year

Activitvy G oup:

VI1. PRI CE AND PROGRAM CHANGES ($ in
Thousands)
Communcat i ons Servi ces (DWCF)
677 Tier 1
679 Cost Rei mbursabl e Purchases
699 Total Purchases
771 Commrerci al Transportation
799 Total Transportation
Rental Paynments to GSA Leases
912 (SLUC)
913 Purchased Uilities (non- DWCF)
Pur chased Communi cati ons (nhon-
914 DWCF)
915 Rents (non-GSA)
917 Postal Services (USPS)
920 Supplies & Materials (non- DWCF)
921 Printing & Reproduction
Equi prrent Qperati on & Mai ntenance
922 by Contract

FY2004

Price

Esti mate Percent

145, 558
0

224, 842
2,921
2,921
18, 356
2,539
20, 197
822

464

8, 068
450

317, 555

Dl SA

0. 000%

1.301%

1.301%

1.498%

1. 300%

1.302%

1.338%

0. 000%

1.301%
1.333%

1. 300%

Def ense- W de

Change FY2004/ FY2005

Price
G ow h

0
2,760
38

38
275
33
263

11

105

4,128

Pr ogr amr
G owt h

9, 368

- 37, 468
- 370

- 370
748

364

39, 716

16

512

39, 095

FY2005
Esti mat e

154, 926
0

190, 134
2,589
2589
19, 379
2,936
60, 176
849

471

8, 685
458

360, 778



DEFENSE | NFORMATI ON SYSTEMS AGENCY
Operation and Mai nt enance,

Fi scal Year

Activitvy G oup:

VI1. PRI CE AND PROGRAM CHANGES ($ in
Thousands)
Facility Operation & Mii ntenance
923 by Contract
925 Equi prent Pur chases (non- DWCF)
931 Contract Consultants
Managenent and Prof essi onal
932 Support Services
933 Studies, Anal yses and Eval uations
Engi neeri ng and Techni cal
934 Services
937 Local ly Purchased Fuel (non-DWCF)
O her Intra-governnent al
987 Purchases
989 (Ot her Contracts
998 (Ot her Costs
999 Total O her Purchases
9999 Total Activity G oup

FY2004

Def ense- W de

Price

Esti mate Percent

10, 817

25,970
1, 550

179

6, 310

0

11, 094
51, 766
40
476,177
995, 635

Dl SA

=Y

. 304%

. 302%
. 290%

L 117%

. 300%

. 298%

1.300%

. 500%

(FY) 2005 Budget Esti nates
Aaency Sunmary

Change FY2004/ FY2005

Price
G ow h

141

338
20

82

144
673

6, 222
14, 868

Pr ogr amr
G owt h

977

11, 275
-76

1, 039
0

627

21, 318
0

115, 617
80, 055

FY2005
Esti mat e

11, 935

37,583
1, 494

178

7,431

0

11, 865
73, 757
41

598, 016

1, 090, 558



DEFENSE | NFORVATI ON SYSTEMS AGENCY
Qper ati on and Mai nt enance, Defense-W de
Fi scal Year (FY) 2005 Budget Esti mates
Budget Activity 4: Administration and Service-Wde Activities

(Dol lars in Thousands)
Appropriation Summary: FY 2003 Price Program FY 2004 Price Program FY 2005
Operation and Mai ntenance, Defense-W de Act ual * Change Change Esti mate* Change Change Esti mat e

1,008,726 17,023 (30,120) 995,635 14,868 80,055 1,090,558
*FY 2003 | NCLUDES suppl enental funds ($187,805) and FY 2004 EXCLUDES suppl enmental funds ($228, 844).

Summary Description of Operations Financed:

The Defense Information Systens Agency (DI SA) is a Conbat Support Agency responsible for planning, engineering,
acquiring, fielding, and supporting gl obal command and control and comruni cati ons.

DI SA' s operations and nmi ntenance, Defense-Wde (O& D-W appropriation finances civilian salaries, operating
costs and technical contractor support, including Conmbating Terrorism and special operations efforts, for the
foll owi ng ei ght business activities:
- \Wite House and National Conmand

Informati on Systens Security Program

I nformation Superiority Command and Contro

Combat ant Commanders Support and Operations

Joint Test, Spectrum Managenent and Engi neering

Conmbat Support/El ectroni ¢ Conmerce

DOD | nformation Services and

Agency Managenent

The FY 2003 Actual dollar anpunt includes expenditures fromthe DERF Transfer Fund and Suppl enental funding for
A obal WAr on Terrorism (GAOT)/ Operation Iraqi Freedom (O F).

The FY 2004 Energency Suppl enental Appropriation Act (P.L. 108-106) finances the foll ow ng:

Nati onal Security Council Data Replication - $1.3 mllion: Replication of National Security Council files of
critical decision-making information

Regi onal Network Operations Security Centers (RNOSC) Augnentees - $2.2 million
I ncreased operations in the Central Area of Responsibility (AOR) requires additional staffing in the DI SA-
CENTCOM DI SA- CONUS RNOSC and Central Area RNOSC to ensure critical conmunications support functions are
sust ai ned.

Commercial SATCOM - $48.0 nillion: Leased SATCOM assets provide direct, critical conmmunications |inks for
CENTCOM SOCOM and warfighters operating in the Central Area ACR

Net wor k Servi ces Tel econmuni cati ons Har dwar e/ Sof t war e/ Services - $106.7 mllion

DI SA



DEFENSE | NFORVATI ON SYSTEMS AGENCY
Qper ati on and Mai nt enance, Defense-W de
Fi scal Year (FY) 2005 Budget Esti mates
Budget Activity 4: Administration and Service-Wde Activities

Rei mbur sement of the Conmuni cati ons Def ense Working Capital Fund (DWCF) for increased tel econmunications
capabilities supporting Enduring Freedom and Iraqgi Freedom

Content Staging/Information Dissem nati on Managenent (CS/ 1 DM Hardware/ Software -
$2.8 million: Hardware, software, software licenses, installation, integration, training, and onsite technica
support for CS/|1DM depl oynent and sustainnent in the USCENTCOM AOR

Def ense Col | aboration Tool Suite (DCTS) on-site technical support - $2.9 nmillion
Support DCTS in the AOR including on-site technical support, software maintenance and on-call technical experts;
provi de quick reaction fielding for Coalition Provisional Authority in support of inter-agency senior |eader
col | aboration requirenments; sustain DCTS Phase 1 capability already fielded; field and sustain DCTS Phase Il at
RNOSC SWA and GNOSC sites (total of 50 clients); field and sustain DCTS Phase 111, which adds capability in
theater and supporting activities; and provide on-site operational support deployed to OCONUS

G obal Command and Control System (GCCS) - $10.8 nillion: Support to USCENTCOM s Operations by accelerating
the fielding of selected intellegience applications.

I nformati on Assurance Vulnerability Managenent (I AVM Insider Threat - $10.0 nillion
Software licenses to detect vul nerable conputers on the SIPRNET and NI PRNET and to inplenent autonated patching
software on SI PRNET and NI PRNET at all DoD | ocations. The shared risk environment of these networks makes it
necessary to secure all DoD networks in order to protect those supporting OF and the G\OT.

Public Key Infrastructure (PKI)- $5.0 million: Increase the usability of the PKI through an automatic key
recovery capability, and through new mai nstreamtechnology to provide a user oriented nmeans for near real-tinme
certificate revocation status.

Coalition Network Security - $8.0 mllion: Information assurance devices for the GRIFFIN coalition network
to sustain and expand support of O F.
G obal Net 1A Ops - $11.5 million: Intrusion Detection Coalition Networks; operations and nai ntenance

support for 64 signature-based IDSs and 35 platfornms for anonmaly based IDSs in the Coalition Wde Area Network
environnment. Policy Mnitoring on SIPRNET; analytical support for the DOD Conputer Energency Response Teamto
nmoni tor and respond to Conputer Network Defense events identified by the Network Intrusion Detection system
pertaining to SIPRNET Guard activity. This includes real-tinme policy monitoring on a port to port and IPto IP
basis, and nmonitoring of the SIPRNET Guards. |A Certification and Accreditation Support; on-site SIPRNET
compliance visits and general certification and accreditation services for the CENTCOM AOR, to include pay and
travel costs incurred by teans traveling to various CENTCOM | ocations. | A Expanded DI SN Support; analysts at the
G obal Network Operations Security Center (GNOSC) and engineers in GES to coincide with expansion of sensors on
the DISN in the CENTCOM AOR. Engi neers provide support for configuring/optimzing the circuits, trunks, |inks,
and nodes that conprise the DISN. GNOSC support is needed for increased oversight responsibility and to provide
a direct interface with the RNGCSC

I raqg Communi cati ons Backbone-Phase |V Requirenents - $19.4 nillion: Ensure that distribution of DI SN
services in Ilrag are sized to provide the required quality of service for voice, data, video-tel econferencing,
and network managenent to respond to CITF-7 and Coalition Provisional Authority requirenents. The DCTS, Content
Stagi ng, and GCCS/ |3 tasks included in Phase |V are key enablers for coll aboration between US and Coalition
Forces and rapid distribution of critical intelligence information
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APPROPRI ATI ON HI GHLI GHTS

Lessons | earned from Operation Iraqgi Freedonmt state that while Conmand and Control systens provided
“unprecedent ed situational awareness,” they also stress that comruni cations bandw dth requires “continuing
focus.” These lessons formthe basis of DISA's future inprovenent efforts when coupled with the DOD Chi ef
Information Officer’s vision for expanding the dobal Information Gid (G and transform ng the DOD

i nformation environnment from broadcast and point-to-point communications to a Net-Centric environnent for

i nproved situational awareness, inproved information sharing and coll aboration, and inproved joint
interoperability. DISA has the responsibility to inplenent this expansion and transformation, and requires the
appropriate resources and support to carry out this responsibility.

Increases in this budget activity are aligned with these transformational objectives and can be attributed to
the constant demand for nore standardi zed secure applications and capabilities. This O&M budget also reflects
the migration of efforts fromthe acquisition and devel opnent stages to the operations and sustai nnent stages.
In addition, the budget incorporates the realignnent of Information Assurance and eBusi ness RDT&E and
procurenent funds to O&M to reflect changes in mssion and investnment threshold (no net change in the prograns’
total program funding).

The decreases in this budget request are primarily attributable to the follow ng: EMSS — Enhanced Mbil e

Satellite System has been converted to a reinbursable program reduction of operating costs for sustai nnent of
Common Operating Environment capabilities with nmigration to NCES

I. Narrative Description

DOD nust have joint and interoperabl e conmunications that can function effectively before, through and after a
crisis, and across the entire spectrum of possible force requirenents. These communi cations nmust al so neet the
need for DOD to work closely and effectively with coalition partners fromany other nation. Mreover, DOD nust
have joint conmand and control systens, with related joint concepts of operations and training, that push the
necessary inproved force integration downward into the tactical arena (concepts |ike the joint deployable
conmand and control node to support standing Joint Task Forces) and laterally to both coalition partners and

ot her governnent organi zations. Above all, to neet DOD's forenpst responsibility of honeland defense, these
comuni cations and command and control systens nust tie seam essly and effectively with other United States
Governnent systems (federal, state, and local) at several security levels. To achieve these goals, DI SA

! “Summary of Lessons Learned” Prepared Testinony by Secretary of Defense Donald H Rumsfeld and General Tommy R
Franks to the Senate Arned Services Comrittee, July 9, 2003

DI SA
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l. Narrative Description: (continued)

aggressively inplenents and supports joint warfighting, DOD-w de enterprise capabilities for conmand and
control, conmunications, and conputing to support intelligence, surveillance and reconnai ssance m ssions, reach-
back to mlitary bases and systens, and defensive infornation operations.

The G G provides the framework that defines how DOD will build and inprove tonorrow s command, control

comuni cations, conputing, intelligence, surveillance, and reconnai ssance capabilities. DI SA provides as its
core warfighting mission: global, secure, interoperable comrunications for DOD;, joint command and contro
capabilities; information operations for protecting DOD networks, conputing and i nformation assets; assured
conmbat support conputing; and joint interoperability support activities including testing, electromagnetic (EM
spect rum managenment and deconfliction, and standards. These capabilities are highly integral to the gains in
preci sion, speed, flexibility, and tactical surprise inherent to the QDR operational goals. DI SA |everages
information technology to insure U S. forces have access to information, geographic areas, and space.

DI SA has other responsibilities that are critical to the security of the nation, the revitalization of the DOD
busi ness establishment, and the advancenment of DOD research and devel opnent; comunications “hot |ines”
connecting the Wiite House and DOD officials to their counterparts in other nations; technical and operationa
facilitation of eBusiness within the Departnent; and executive agency for the exchange of scientific and
techni cal information and research.

To execute DI SA's nission, the budget has been divided into eight business activities that are conprised of
thirty-four sub-activities. The following is a sunmary; the individual sections include detailed descriptions:

Whi t e House and National Conmand is conprised of four sub-activities: Wite House Communi cati ons Agency
(WHCA), White House Situation Support Staff (WHSSS), Secure Video Tel econferencing System (SVTS), and

M ni rum Essenti al Energency Comruni cations Network (MEECN). All of these sub-activities support the
“Conmander in Chief” comrunications requirenents in both fixed and depl oyed situations.

The Information Systens Security Programis conprised of nine sub-activities reflective of the Defense In
Depth (DI D) categories that provide clarity of mssion and comon requirenents for |Information Assurance:
Def ensi ve I nformation Operations, Supporting Infrastructures, Defend the Networks and Infrastructure,

Def end the Conputing Environment, Application of | A for the Tactical Environnent, Defend the Encl ave
Boundary/ Ext ernal Connections, System Security Methodol ogy, Training, and O her Managenent and Operati ons.
I nformation Superiority Command and Control contains the key conmunications infrastructure for Command and
Control (C2), including changes that m ght have a significant inpact on DoD s networks, e.g. IPv6 Internet
Protocol reviews, as well as core C2 capabilities. The eight sub-activities are: the Defense Information
System Network (DI SN) (to include the G obal Information Gid-Bandw dth Expansion (G G BE, Satellite
Comuni cations (SATCOM and d obal Broadcast System(GBS)), the G obal Command and Control System Joint
(GCCS-J), the Defense Message System (DMS), Content Staging/Information Di ssem nation Managenent (CS/ | DM,
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Narrative Description: (continued)

t he Pentagon Reservation M ntenance Revol ving Fund (PRVRF), the Advanced |Information Technol ogy Services
Joint Program Ofice (AITS-JPO, the National MIlitary Conmand System (NMCS), and the Tel eport program
Combat ant Commander s Support and Operations provides transformation efforts and continuous operations,
mai nt enance, coordination for all C2 systems, and conmuni cations for the Conbatant Commanders, Chairnman
Joint Chiefs of Staff, Joint Staff (JS), Unified Conmanders, and National MIlitary Command Center (NMCC).
Thi s business activity is conprised of six sub-activities: Conmand and Control Transformation (C2T);
Command, Control, Comrunications, Conputers, and intelligence for the Warrior (C4I FTW/M ssion Support;
three Field Conmmands and seven Field O fices; Defense Collaboration Tools Suite (DCTS); Net-Centric
Enterprise Services (NCES), and the Joint Staff Support Center (JSSC)

Joi nt Test, Spectrum Managenent and Engi neering provides the foundation infrastructure to allow for
interoperability of command and control systens, spectrum managenent, and general engineering and
technical expertise to sustain and inprove C2 and conmuni cations technol ogy. This business activity is
conprised of four sub-activities: Commpbn Operating Environnment (COE), the Chief Technology Ofice (CTO,
Def ense Spectrum Office (DSO, and Joint Spectrum Center (JSC)

Combat Support/El ectroni ¢ Comrerce mai ntains and supports fiel ded conmbat support capabilities at the
Combat ant Commands and supporting Conponent Headquarters, maintains test facility to support DI SA s
transformational efforts, and inplenents DISA's initiatives in support of DOD and government-w de
eBusiness activities. There are three sub-activities: the G obal Conbat Support System (GCSS), the DI SA
Continuity of Operations and Test Facility (DCTF), and El ectronic Conmmerce (EC)

DOD I nformation Services provides oversight, policy, and customer service for DI SA informtion systens in
order to respond quickly and effectively to changes in technol ogy, environnent, and requirenments.

Agency Managenent deals with planning (both strategic and operational), overseeing, controlling, and
directing activities essential to the operation of DI SA

The core of DISA's mission renains the same — to support the warfighter first and forenost to be the preferred
provi der of global Net-Centric products, services, and sol utions.

Force Structure Summary:

Mai nt ai ni ng the appropriate allocation of DI SA's personnel and dollars to keep pace with the dynam c changes in
DOD' s mission, priorities and strategy is a challenge. To enphasize the significance of workforce planning,

DI SA has integrated workforce planning with strategic planning in the agency’s 500-Day Plan. The DI SA corporate
strategy includes recruiting and retaining the right mx of skills to provide innovative Net-Centric products,
services, and solutions. W rkforce planning is directly inline with the DI SA vision to ensure a team of
skilled professionals is available to neet DISA's m ssion requirenents. To ensure DI SA's corporate strategy is

DI SA
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Il. Force Structure Sunmary: (continued)

i npl enent ed, DI SA established a Human Resources Steering Council (HRSC), made up of senior agency managenent.
The HRSC provides crucial guidance and direction on workforce planning, and reviews existing gaps in DI SA s
human capital to determ ne what hunan resource strategies and initiatives need to be inplenented to address
those gaps. DI SA has denpnstrated its resolve to inplenent its workforce plan by fundi ng several key
initiatives, including a robust intern program DI SA periodically reviews the costs and assi gnnent of personne
resources to ensure the accurate allocation of costs to programs and the efficient use of resources. Based on
the results of these reviews, DISArealigns civilian pay and related costs, as well as full tine equivalent
staff years, across prograns to nmeet requirenments and enmergent needs nore accurately. These reviews allow quick
reactions to changes in the external environnent.

I'll. Financial Summary ($ in Thousands):

FY 2003 FY 2004 FY 2004 FY 2004 FY 2005
Presi dent' s Appropri ated Revi sed

A. Subactivity G oup: Act ual s Budget Anmount Estimate Estinmte
1. White House/ NCA 120, 183 109, 536 109,492 106, 749 106, 759
2. Information Systems Security Program 181, 719 165, 061 144,904 140, 507 181, 039
3. Information Superiority C2 354, 394 522,412 436,589 426,476 462, 931
4. Conbatant Conmmmnders Support and Operations 174, 986 174, 315 150, 523 168,513 179, 042
5. Joint Test, Spectrum Mgnt, and Engi neering 50, 375 41, 909 40, 424 40, 629 37, 844
6. Conbat Support and El ectronic Conmerce 40, 499 37, 322 35, 978 37, 237 44,971
7. DOD Information Services 58, 652 52,567 50, 988 51, 355 53, 006
8. Agency Managenent 27,920 26, 755 26, 738 24,169 24,966
Tot al : 1,008,728 1,129,877 995,636 995,635 1,090, 558
(totals do not add due to roundi ng) 1,008,732 1,129,876 995,635 995,635 1,090,558

Suppl enmental included in Total: 187, 805
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Change Change
FY 2004/ FY 2004 FY 2004/ FY 2005
B. Reconci liati on Sunmmary:
1. Baseline Funding 1,129, 877 995, 636
a) Congressional Adjustnents (Distributed) -94, 105 -
b) Congressional Adjustments (Undistributed) -
c) Congressional Adjustnents (General Provision) -39, 498 -
d) Congressional Earnmark -638 -
2. Appropri ated Anpunt 995, 636 -
3. Approved Transfers - 17, 408
4. Price Change - 14, 868
5. Program Changes - 62, 646
6. Current Estimtes 995, 636 1, 090, 558
C. Reconciliation of Increases and Decreases: (Dol lars in Thousands)
Total s
FY 2004 President’s Budget 1,129, 877
1. Congressi onal adjustnents -134, 241
a. Distributed Adjustnents
1) Excessive Growth - 35, 000
2) ONW OSW ODS CONCPS -57, 105
3) Internal Protocol v6 - 2,000
b. Undistributed Adjustnents -
c. Ceneral Provisions
1) Sec. 8094 Prorate Prof Svcs -5,820
2) Sec. 8101 Cost Growth | -28,720
3) Sec. 8126 Prorate Mgmt Efficiencies -4,958
d. Earmarks
1) Sec. 8044 Prorate Indian Lands -638
FY 2004 Appropriated Anmpount 995, 636
2. Energency Suppl enent al 228, 844
a. Emergency Suppl enental Funding Carryover -
b. FY 2004 Energency Suppl emental App. Act
(P.L.108-106)
1) I SSP-multiple taskings 34, 464
2) Info Superiority C2-multiple taskings 183, 585
3) Nat Security Council Data Replication 1, 280
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Reconciliation of |Increases and Decreases: (conti nued)

4) DCTS — On-site Tech Support; S/W Mint.
5) RNGOSC Augnent ees

6)

I rag Comm Backbone- Phase |V Requirenent.

3. Fact-of-Life Changes

Basel i ne Fundi ng

4. Reprogrammings (requiring 1415 Actions)
Revi sed FY 2004 Estinmte

5.

Less:

Emer gency Suppl enental Fundi ng

Normal i zed Current Estimate for FY 2004
Price Change

Functional Transfers

a. Transfers In

b. Transfers Qut — Internet Protocol v6

6
7

O her

Transfers (non-Functional Transfers)

a. Transfers In

1)
2)

EBusi ness — Transfer of PROC to inplenent eCGov initiatives.
| SSP — Transfer of PROC to keep up with the increase in DOD-w de
I nformati on Assurance requirenents

b. Transfers Qut-

Program | ncr eases

a. Annualization of New FY 2004 Program
b. One-Time FY 2005 Costs

c. Program Growth in FY 2005

1)

2)

3)

4)
5)
6)

C4l FTW — RNOSC- CONUS wor kl oad continues to grow in

support to the Conmbatant Command Field O fices.

DCTS — Increase needed to operate and maintain an increased

number of Defense Collaboration Tool Suite sites supporting

the warfighter.

NCES - Funding for sustainment of Net Centric Enterprise Services
core enterprise services inplenmented in FY 2004.

DI SANet — Funding required to inprove network infrastructure.

DCTF — I ncreased operating costs.

| SSP — Conput er Network Defense: inplenent standardi zed i nformation
assurance vulnerability and renmedi ati on tools, N PRNet and SI PRNet
gateway/Dem |litarized Zone (DMZ) protection, and ports and protocols
regi stration support across the entire DOD enterprise.

DI SA

Activities

(Dol lars in Thousands)

Total s

4,930
2,235
2, 350

1, 224, 480

1, 224, 480
- 228, 844
995, 636
14, 868
-2,500

-2,500
19, 908

4,588
15, 320

116, 226

1, 244

4,963
4,476

843
2,529

9, 100
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B. Reconciliation of Increases and Decreases: (continued) (Dol lars in Thousands)

Total s
7) 1SSP — Increased support for NCES, Technical |nplenentation Guides,
Cross Domain System Security applications, Sensor Gid Engineering,

SATCOM W r el ess Security, and Depl oyed Joint Task Force. 13,997
8) ISSP — Escalation in rent and facilities nmintenance costs. 758
9) ISSP — Increased costs for deployed technical expertise. 775
10) I1SSP - Increase for DOD wi de | A workshops and training. 1,078

11) DI SN — Sustai nment of telecomrunications services. doba
infrastructure necessary to support expanded
t el econmuni cati on requirenents. Those connectivity
requi renents may be satisfied by terrestrial, satellite

or a combi nation of both. 42,812

12) DMs — Connectivity to |l egacy users via the National Gateway
and expenses associated with product sustainnent. 6, 330

13) GCCS-J - Increase in nmintenance activities in support of

Bl ock 1V and Bl ock V. 12,051

14) DISN — Internal realignment of funding for DI SN operationa
requirenents 13, 385
15) DSO' JSC — Contract support for increased operational requirements 1,884
10. Progr am Decr eases - 53, 580

a. One-Time FY 2005 Costs -

b. Program Decreases in FY 2005 -
1) C4I FTW — Program decrease funds a portion of the energent
Fact-of-life requirenents for world-w de DI SA operati ons;

speci al i zed professional support. -1,399
2) C4I FTW — Decreased | evel of effort in support of the Network
Common Operational Picture (NETCOP). -1,872
3) EMSS — Enhance Mobile Satellite System converted a custoner
Rei mbur sabl e program  Fundi ng del et ed. - 33,995
4) DISN — One time start-up costs for SWA circuits in FY 2004. -3,434
5) DI SN — Reduced d obal Broadcast System (GBS) tail circuits; no -
renewal of GBS funded commercial transponders in the European Cnd. -6, 161
6) Joint Test and Eng. — Reduced sustai nnent of COE capabilities
with migration to NCES. -5, 306
7) WHCA — Program decrease to Presidential Conm equi pnent upgrade. -1,413
FY 2005 Budget Request 1, 090, 558
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IV. Performance Criteria and Eval uati on Sumary:

The Activity group exhibits that follow this section provide details of the wi de range of actions and
initiatives that DI SA undertakes to performits conplex m ssion and how DI SA neasures its success. The
performance nmeasures shown in the exhibits are largely those associated with appropriated funding. However,

DI SA's strategic goals are supported by a nunber of other measures in its programs funded by the Defense Wrking
Capital Fund (DWCF), which is 68.9% of the DI SA's total FY 2005 budget.

In addition to the sel ected nmeasures provided here, DI SA is devel opi ng additional measures and initiatives to
support new strategies for our Bal anced Scorecard (BSC). DISA s initial FY 2004 BSC describes in detail our
approach to the mission, our alignment with the DOD Ri sk Managenent Framework and ASD(NI 1) goals. It also
defines the corporate |evel goals, strategies, initiatives, and neasures that will enable us to achieve our

m ssion and vision. The FY 2004 BSC is being revanped to reflect goals and strategies that represent our recent
internal transformation and evolution of DOD's Net-Centric transformation goals. W anticipate the fina

FY 2004 BSC to be published by the spring of FY 2004. The BSC is an evol ving process, which provides the
framework to organi ze and communi cate our strategy; refining the strategy allows us to position resources for
optimumutilization and nission effectiveness. These neasures will allow us to focus resources on activities
that will result in optimmresource allocation and m ssion effectiveness. DISAwll subnit the first sem-
annual performance report for FY 2004 to the Director, Program Analysis and Evaluation in the spring of FY 2004.

DI SA's Conmponent Acquisition Executive (CAE) is responsible for ensuring that the Agency’s acquisition process
and procedures are effective and efficient and the results of the acquisition process are directly linked to
agreed upon paraneters. The CAE establishes guidelines and policy for life cycle managenent activities, ensures
periodic reviews cover nmmjor decision points for the purpose of program project initiation, continuation

term nation and/or the advancenent to the next phase. At the Conponent |evel, the CAE serves as the m | estone
deci sion authority and approves all required governance docunents such as acqui sition program program basel i nes,
acquisition strategies, test and eval uation nmaster plans, test strategy support plans and associ ated changes, as
appropri ate.

At the beginning of the fiscal year, performance neasures, and goals are briefed in annual program plan reviews.
St at us updat es on adherence with cost, schedule, and key performance paraneters and thresholds are briefed in
quarterly interimprogress reports. The CAE ensures all nilestone netrics are prepared, presented, and approved
prior to noving to the next appropriate phase. The CAE also has authority over DI SA prograns that require
oversight and the ASD (NIl) as the m | estone decision authority. Interimprogress reviews and periodic reviews
are conducted to ensure adherence with perfornance neasures and goal s.

DI SA
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V. Key Exanples of Performance Goal s and Measures:

In this section we present exanples that highlight the connection of the Activity groups to DISA's strategic
goal s, the DOD risk nmanagenent framework, and the President’s Managenent Agenda (PMA). Each of the follow ng
performance neasures, then, is linked to an activity group, a DI SA strategic goal, the risk managenent
framework, the PMA (as applicable), and related programactivity, both appropriated and DWCF.

Exanpl e Measures:

Strategic Goal 1: Preferred provider of Net-Centric products, services and solutions required for effective
joint, combined and critical DOD business operations. d obal Command and Control System (GCCS) - Undertake
devel opnent, integration, testing, and fielding of FY 2004 capabilities that inplenent Joint Staff validated,
approved, and prioritized functional requirenents contained in the GCCS Phase |V Requirenments ldentification
Docunent and translated into technical solutions with cost/schedul e/ perfornmance paraneters identified in an
approved Bl ock | nplenentation Plan

Activity Group: Information Superiority C2 - GCCS —40% of the Appropriated Budget

Ri sk Managenent Area: Operationa

G obal Conbat Support System (GCSS) - Undertake devel opnent, integration, testing and fielding of FY 2004
capabilities with an approved capability increment plan that includes cost/schedul e/ perfornmance paraneters.
GCSS will inplenent Joint Staff validated, approved, and prioritized functional requirenments as defined through
Combat ant Command/ Joi nt Task Force Operational Requirements Docunent. New capabilities include collaborative
pl anni ng tool s, decision support tools, and integration of additional data sources.

Activity Group: Conbat Support/Electronic Comrerce -GCSS — 4% of the Appropriated Budget
Ri sk Managenent Area: Operationa

Def ense I nformation System Network (DI SN)- |nprove tineliness of service delivery. Provisioning tinme for CONUS
S| PRNet activation

T-1 — T-3 FY 2004 Target: 147 days

Sub T-1 FY 2004 Target: 183 days

Activity Group: Information Superiority C2 — 40% of the Appropriated Budget

Ri sk Managenent Area: Future Chall enges

Joint Interoperability Test Command (JI TC)- Conduct interoperability testing and certification to ensure the
effectiveness and interoperability of new systens with current and future joint systens and networks. JITC will
i ssue 170 certifications by the end of FY 2004.

Activity Group: Joint Test, Spectrum Mgt and Eng - 6% of Appropriated Budget

Ri sk Managenent Area: Future Chall enges

DI SA
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VI . Per sonnel Sunmmary:
(Actual s) Change
FY 2003 FY 2004 FY 2005 FY 04/ FY 05
Mlitary End Strength Total 1,635 1,771 1,771
O ficer 341 460 460
Enli sted 1,294 1,311 1,311
Civilian End Strength Tot al 2,512 2,561 2,561
USDH 2,473 2,501 2,501
FNDH 0 0 0
FNI H 5 5 5
Rei mbur sabl e 34 55 55
MIlitary Wirkyears Tot al 1,635 1,771 1,771
O ficer 341 460 460
Enli sted 1,294 1,311 1,311
Civilian Wrkyears Tot al 2,533 2,481 2,481
USDH 2,496 2,426 2,426
FNDH 0 0 0
FNI H 5 5 5
Rei mbur sabl e 32 50 50
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Change FY2003/ FY2004 Change FY2004/ FY2005
VI. PRI CE AND PROGRAM CHANGES ($ in FY2003 Price Program FY2004 Price Program FY2005
Thousands) Actual Growh Growth Estimate Growth Gowh Estimte
101 Executive, Ceneral and Special Schedul es 243,083 8,022 8,512 259,617 5,452 2,655 267,724
103 \WAage Board 288 10 485 783 16 19 818
106 Benefits to Former Enmpl oyees 1, 967 0 (1,967) 0 0 0 0
107 Voluntary Separation Incentive Paynents 0 0 100 100 0 0 100
111 Disability Conmpensation 1, 607 0 311 1,918 0 114 2,032
199 Total Civilian Personnel Conpensation 246,945 8,032 7,441 262,418 5,468 2,788 270,674
308 Travel of Persons 23, 609 307 5,361 29, 277 381 (513) 29, 145
399 Total Travel 23,609 307 5,361 29,277 381 (513) 29, 145
671 Communi cations Services(DWCF) Tier 2 101, 278 0 (38,868) 62, 410 0 (42, 807) 19, 603
Pent agon Reservati on Mai ntenance Revol vi ng
672 Fund 4,200 (613) 5,376 8,963 2,420 (4,832) 6, 551
Def ense Fi nance and Accounting Services
673 (DFAS) 8,401 1,193 (1, 683) 7,911 340 803 9, 054
677  Communi cations Services (DWCF) Tier 1 4,588 0 140,970 145,558 0 9, 368 154, 926
679 Cost Rei nmbursabl e Purchases 1,502 0 (1,502) 0 0 0 0
699 Total Purchases 119, 969 580 104, 293 224,842 2,760 (37, 468) 190, 134
771  Conmercial Transportation 1,776 23 1,122 2,921 38 (370) 2,589
799 Total Transportation 1,776 23 1,122 2,921 38 (370) 2,589
912 Rental Paynents to GSA Leases (SLUC) 17, 436 296 624 18, 356 275 748 19, 379
913 Purchased Utilities (non- DWCF) 2,479 32 28 2,539 33 364 2,936
914  Purchased Conmuni cati ons (non- DWCF) 41, 035 533 (21, 371) 20, 197 263 39,716 60, 176
915 Rents (non-GSA) 200 3 619 822 11 16 849
917 Postal Services (USPS) 237 0 227 464 0 7 471
920 Supplies and Materials (non-DWCF) 7,463 97 508 8, 068 105 512 8, 685
921 Printing and Reproduction 270 4 176 450 6 2 458
922 Equi pnent Operation and Maint. by Contract 359,543 4,674 (46,662) 317,555 4,128 39, 095 360, 778
Facility Operation and M ntenance by
923 Contract 11,912 155 (1, 250) 10, 817 141 977 11,935
925 Equi pment Purchases (non- DWCF) 46, 043 599 (20, 684) 25, 958 337 11, 288 37,583
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Change FY2003/ FY2004 Change FY2004/ FY2005

VI. PRI CE AND PROGRAM CHANGES ($ in FY2003 Price Program FY2004 Price Program FY2005

Thousands) Actual Growth Gowmh Estinmate G owth G owh Estimate
931 Contract Consultants 2,870 37 (1, 357) 1, 550 20 (76) 1, 494

Managenment and Prof essi onal Support
932 Services 306 4 (131) 179 2 (3) 178
934 Engi neering and Techni cal Services 18, 854 245 (12, 789) 6, 310 82 1, 039 7,431
937 Locally Purchased Fuel (non-DWCF) 9 1 (10) 0 0 0 0
987 O her Intra-governnmental Purchases 21, 813 284 (11, 003) 11, 094 144 627 11, 865
989 O her Contracts 85,634 1,113 (34,981) 51, 766 673 21, 318 73, 757
998 Ot her Costs 329 4 (281) 52 1 (12) 41
999 Total O her Purchases 616,433 8,081 (148,337) 476,177 6,221 115,618 598, 016
9999 Total Activity G oup 1, 008, 732 17,023 (30,120) 995,635 14,868 80,055 1, 090, 558
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I. Descri ption of Operations Financed:

Under Title 10, United States Code (USC), only the President as the Conmmander in Chief can direct and authorize
the enmpl oynment of US Armed Forces in conbat. Critical to positive control over US Arnmed Forces is reliable,
robust, and redundant information systems. As a result, Departnment of Defense Directive 5105.19 tasked the

Def ense Information Systens Agency (DI SA) to be “responsible for planning, devel oping, and supporting conmand,
control, and communi cations (C3) that serve the needs of the President and the Secretary of Defense under al
conditions of peace and war”. The Wite House and National Command activity group consists of four sub-
activities: Wite House Comruni cati ons Agency (WHCA), White House Situation Support Staff (WHSSS), Secure Video
Tel econf erenci ng System (SVTS), and M ni num Essenti al Energency Conmuni cati ons Network (MEECN). All of these
sub-activities support the “Conmmander in Chief” comrunications requirenents.

The White House Conmuni cations Agency (WHCA) is a joint service mlitary agency under the operational control of
the Wiite House Mlitary Ofice (WHMO) and adninistrative control of the DISA. The mission of WHCA is to
provi de tel ecomuni cati ons and other related support to the President of the United States in his role as
Conmander in Chief, Chief Executive Oficer of the United States, and Head of State; and other elements rel ated
to the President, to include the Vice President, the First Lady, the First Fanily, the United States Secret
Service (USSS), the Wiite House Staff, the Wiite House Press O fice, the National Security Council (NSC), WHMO
and others as directed. WHCA provides a wi de variety of services; however, the core of the Agency's mission is
to provide instantaneous secure and non-secure voice and record conmuni cati ons support to the President anytine,
anywhere. Other voice, video, and data comuni cati ons services are provided as necessary to allow for staff
support and protection of the President. |In addition, WHCA provides the President and Vice President
audi ovi sual and phot ographi c services on a reinbursable basis, including but not linmted: video tape recording;
phot ographi c | aboratory and graphics support; and general purpose automated data processing support for the NSC
and the White House. This support is provided in Washington DC and at trip sites worl dw de.

The White House Situation Support Staff (WHSSS) provides classified communications, conputer, and intelligence
systens for the President, the Vice President, the National Security Advisor, the Wiite House Situation Room
the NSC staff, and other Wite House offices.

The Secure Video Tel econferencing System (SVTS) provides secure video to the President, Vice President, Nationa
Security Advisor, and the heads of other Federal Departnents and Agencies as directed by the NSC, both in fixed
and nobil e nmodes.

The M ni num Essential Energency Comunications Network (MEECN) is a highly survivable communi cati ons network
capable of transmitting Single Integrated Operational Plan (SIOP) nessages and crisis conferencing fromthe
President, Vice President, Secretary of Defense, and the Chairman of the Joint Chiefs of Staff to the Combatant

Commands and to depl oyed US nuclear forces. It includes the emergency action nessage di ssem nation systens and
those systens used for tactical warning and attack assessnent, senior |eadership conferencing, force report
back, re-targeting, force managenent and requests for perm ssion to use nucl ear weapons. |n any energency,
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I. Description of Operations Financed: (Continued)

these conmuni cations paths are used (either exclusively or in conjunction with other |ess survivable circuits)
to ensure positive control of the nuclear forces, and to ensure senior |eadership direction is provided to other
forces.

1. Force Structure Summary:

In conpliance to Title 10, US Code, the President, as Commander in Chief, requires assured comruni cations
connectivity to the Secretary of Defense, the Joint Chiefs of Staff, and the Conbatant Commanders. It is WHCA s
m ssion to ensure this assured conmmunications is the same worldwide as it is in the National Capital Region
(NCR). Additionally, WHCA's conmunications services for the US Commander in Chief and other designated US

| eadership all ow the exchange of secure, critical, tinmely, and accurate information between US civilian and
mlitary | eadership and US alli es.

WHCA utilizes information technology capabilities to provide comruni cati ons support, using two major information
technol ogy projects — fixed infrastructure in the NCR, providing services to the Wite House and key executive
of fices of the President, and Depl oyabl e Conmuni cati ons Systens worl dwi de. WHCA's fixed infrastructure in the
NCR provi des for tel ephone conmuni cations (to include paging), audiovisual, photographic and graphic

comuni cations support. The systenms used to provide these services are a conbi nation of commercial purchased,
commerci al | eased, and Government owned systens.

Travel support varies depending prinarily on the type of trip. Trip types (in increasing conplexity) are:
In-town Event, Continental United States (CONUS) In/Qut, CONUS Overnight, Overseas Continental United States
(OCONUS) In/Qut, and OCONUS Overnight. The support provided at each trip site can be grouped into five basic
areas: Tel ephone Support, Radi o Support, O fice Automati on, Record Conmunications Capability, and Audio Visua
Support. The equi pnment needed for this support varies fromtrip to trip. The primary focus of depl oyable
systems is to provide voice, video, and data comunications worl dwi de while ensuring the services provided are
transparent when conpared to the quality and reliability provided in the NCR

Based on a review of the quality of services provided the President and other Wite House custonmers, WHCA has

enbarked on an unprecedented effort to nodernize these capabilities — the Presidential Conmunications Upgrade

(PCU), also known as the “Pioneer Project”. This visionary plan takes a systenmatic approach across the entire
comuni cations spectrum addressing both current system chall enges and the Ofice of the Secretary of Defense

architectural guidance.

WHCA's efforts to nodernize the Fixed Infrastructure cover into four categories — Transport, Information
Services, Applications, and Operations. The Transport initiative provides a high speed converged network that
can supply requested bandwi dth dynam cally and on demand to all users for voice, video and data. |Information
Services include the comruni cati ons equi pment and instruments used by WHCA custoners. Applications are the
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. Force Structure Sunmmary: (continued)

systems and software that provide security and efficiency. Operations provide network application nonitoring,
informati on assurance and intrusion detection and other operational services. The nodernization of Depl oyable
System t echnol ogy was divided into four categories — Transport, Information Services, Mbile Comrmunication
Services, and Technical Services. The primary focus of deployable systens is to provide voice, video and data
comuni cations worl dwi de while ensuring the services provided are transparent when conpared to the quality and
reliability provided in the NCR

FY 2005 funding will provide for the continued mai ntenance and upgrade of the infrastructure needed to support
Presidential fixed nmission and travel requirenments. The Agency’s comunication infrastructure has been expanded
to 64 permanent points of presence and 10 tenporary points of presence. The WHCA budget al so funds nission
support functions such as civilian pay, Defense Finance and Accounting Services, utilities, |eased office space,
and facility maintenance to provide Presidential quality support to internal and external custoners. In

addi tion, FY 2004 was a canpai gn year that significantly increased the operational tenpo of WHCA both in the
nunber of trips supported as well as the ampunt of conmunications support required, to well over 700. WHCA al so
expects this increased OPTEMPO to continue through the beginning of FY 2005, as the post-canpaign trips are
schedul ed.

In FY 2004 WHSSS received funding in the Iraq Freedom Suppl emental for costs associated with installing and

mai ntai ning the NSC data replication capability. In FY 2005 WHSSS funding is required for continued operation
and mai nt enance of conputer, communications, and intelligence systens as well as mai ntenance and upgrade to NSC
classified systens. Funding is also required for: replacenent of telephones; technical services to support
networ k operations; travel costs of technical staff on Presidential trips (pre-advance, advance, and trip);
technical training for assigned staff and Situation Room officers; and expandi ng capabilities in response to
worl d events.

FY 2005 funding for the SVIS will provide for engineering, system maintenance, and technol ogy refreshnent to
sustain a state of the art information processing (IP) architecture for everyday operations and to support
continuity of governnent plans. In addition, FY 2005 funding will support the engi neering necessary to field
col | aborative processing tools. The primary enphasis during this period will be to increase the diversity and
survivability of the network, and to increase the flexibility and ease of use by authorized users from any

| ocati on.

The MEECN program concentrates on comruni cati on plans and procedures, nucl ear conmmand,

control, and communications analysis and reports, operational assessments, and senior |eadership comunication
system engi neering and architectures. Efforts being funded include: nmintenance and revision of DOD
conmuni cati ons plans and vulnerability assessnments; update and validation of communication plans, procedures,
operation orders, training, equipnent, and end-to end system configurations; and, devel opnent of architectures
and mgration plans in support of the d@obal Information Giid.
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I1l. Financial Summary ($ in Thousands):

FY 2003 FY 2004 FY 2004 FY 2004 FY 2005
Presi dent' s Appropri ated Revi sed

A. Subactivity G oup: Actual s Budget Anmount Esti mat e Esti mate
1. VHCA 72,088 91, 372 91,337 88,048 87,108
2. WHSSS 5, 707 4,384 4,384 4,296 4,532
3.  SVIS 13, 818 10, 788 10,788 10,381 10,933
4. MEECN 3,914 2,992 2,983 4,024 4,186
NCS (transferred to DHS) 24, 656 0 0 0 0
Tot al : 120, 183 109, 536 109, 492 106, 749 106, 759

Suppl emrental included in Total: 23,997
Change Change

FY 2004/ FY 2004 FY 2004/ FY 2005

B. Reconciliation Sunmary:
1. Baseline Funding 109, 536 106, 749

a) Congressional Adjustments (Distributed) - -

b) Congressional Adjustments (Undistributed) -

c) Congressional Adjustnments (General Provision) -44 -

d) Congressional Earnark -
2. Appropriated Anpunt 109, 492
3. Approved Transfers -2,743 -
4. Price Change - 1,423
5.  Program Changes - -1, 413
6. Current Estimate 106, 749 106, 759
C. Reconciliation of Increases and Decreases: (Dol lars in Thousands)
Total s
FY 2004 President’s Budget
109, 536

1. Congressional adjustnents
a. Distributed Adjustnents -44
b. Undistributed Adjustnents -
c. General Provision

1) Sec. 8094 Prorate Prof Svcs -35
2) Sec. 8101 Cost Gowh IT -
3) Sec. 8126 Prorate Mynt Efficiencies -9

d. Ear mar ks
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C. Reconciliation of Increases and Decreases:

FY 2004 Appropriated Anpunt
2. Energency Suppl enent al
a. Emergency Suppl enental Funding Carryover
b. FY 2004 Energency Suppl enental App. Act (P.L.108-106)
1) Nat Security Council Data Replication
3. Fact-of-Life Changes
a. Transfers In
b. Transfers Qut (internal)
1) Civilian Pay alignnent to actual manpower distribution
Basel i ne Fundi ng
4. Reprogramm ngs (requiring 1415 Actions)
Revi sed FY 2004 Estimate
5. Less: Energency Suppl enmental Fundi ng
Normal i zed Current Estimate for FY 2004
Price Change
Functional Transfers
O her Transfers (non-Functional Transfers)
Program | ncr eases
a. Annualization of New FY 2004 Program
b. One-Time FY 2005 Costs
c. Program Growth in FY 2005
10. Program Decreases
a. One-Tine FY 2005 Costs
b. Program Decreases in FY 2005

©O© 00 ~NO®

1) WHCA — Program decrease to Presidential Comm equi pment upgrade.

FY 2005 Budget Request
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(Dol lars in Thousands)

Total s
109, 492

1, 280

1, 280
-2,743
-2,743
108, 029

-1, 280
106, 749
1,423

-1,413

-1, 413
106, 759



DEFENSE | NFORVATI ON SYSTEMS AGENCY
Operation and Mai ntenance, Defense-W de
Fi scal Year (FY) 2005 Budget Esti nates
Activity 4: Adm nistration and Service-Wde Activities
Activity: \White House and National Command

V. Performance Criteria and Eval uati on Sunmary:

VWi te House Conmuni cati ons Agency (\WHCA)

Strategic Goals Supported: DISA's Strategic Plan, Goal 1: Provide flexible, reliable information
infrastructure required by the war fighter and others to achieve the highest levels of effectiveness in joint
and conbi ned operations.

Exi sting Baseline: Unreliable comunications capability provided to the President, as the Comuander-i n- Chi ef,
as well as other custoners; outdated equi pnment and technol ogy.

Pl anned Performance | nprovenment Results: In process of providing 99.99% gl obal availability and reliability of
t el econmuni cati ons and information services to the President and conplete custonmer satisfaction with the
equi pnment and technol ogi es used to provide the services. Provide services with |ess nanpower and tine.

Actual Performance | nprovenent Results: WHCA will rate actual perfornmance by the inproved ability to neet and
mai ntain the performance goal of 99.99% reliable conmunications via state of the art equi pnent and “today’s”
t echnol ogy.

Pl anned Performance Metric: Provide 100% gl obal availability and reliability of tel ecomunications and
i nformati on services.

Actual Performance Metric: PCU began in the later part of FY 2003, with the expectation of significant

i nprovenents to begin with the inplenentation of updated equi pment and technology in FY 2004 and FY 2005. The
PCU project’s nodernization efforts will be conpleted in FY 2009. Technol ogy refresh and upgrades will be built
into POM and budget exhibits, to ensure that WHCA neets the performance criteria of providing communication via
state of the art equipnent and current technol ogy.

VWi te House Situation Support Staff (WHSSS)

WHSSS nonitors its performance to ensure that it maintains the classified network availability at 99.99%
availability, that critical outages are corrected to full service within 4 hours, and that 65% of the trouble
calls are resolved on the first contact with the balance within 48 hours. WHSSS s earned val ue nanagenent

syst em gui del i nes and best business practices ensure that WHSSS's system neet or exceed DOD Directive 5000.2-R
The processes include integration of program scope, schedule and cost objectives, establishment of a baseline
pl an for acconplishment of program objectives, and past performance neasurenents to ensure that the White House
systens incorporate the latest in conpliance and efficiencies. WHSSS conducts quarterly IPRs with the
contractors and their technical staff as well as IPRs with DI SA senior |eadership to ensure that maxi num
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IV. Performance Criteria and Eval uati on Summary: (Conti nued)

oversight, quick resolution of identified deficiencies, and earned val ue provides the senior Wite House staff
wi th unsurpassed service.

Secure Video Tel econferencing System (SVTS)

SVTS provi des essential video tel econmunications availability of greater than 99.95 percent to senior decision-
mekers. SVTS' s earned val ue nmanagenent system gui delines and incorporated best business practices ensure SVTS
program pl anni ng and control as defined in Departnent of Defense Directive 5000.2-R  The processes include

i ntegration of program scope, schedule, and cost objectives, establishnment of a baseline plan for acconplishment
of program objectives, and use of earned val ue techni ques for performance neasurenent during the execution of
SVTS efforts. During quarterly Program Managenent Revi ews, earned value netrics (to include cost and schedul e
perfornmance i ndexes) provide a sound basis for problemidentification to assist in corrective actions, risk
mtigation and managenent re-planning as required.

M ni nrum Essenti al Energency Comruni cati ons Networ k ( MEECN)

The earned val ue managenent system gui deli nes and incorporated best business practices ensure MEECN program

pl anni ng and control. The processes include integration of program scope, schedule, and cost objectives,
establishment of a baseline plan for acconplishnment of program objectives, and use of earned val ue techni ques
for performance nmeasurenent during the execution of MEECN efforts. During quarterly Program Managenent Revi ews,
earned value netrics (to include cost and schedul e performance i ndexes) provide a sound basis for problem
identification to assist in corrective actions, risk mtigation, and managenent re-planning as required. For
exanpl e, DI SA devel ops energency action procedures for the Chairnman, JCS. The coordinated on-tinme delivery of
these products to the Joint Staff for subsequent delivery to the warfighting conmand centers and platforns is a
key neasure of DI SA's performance; there is no tinme for product slippage. The inplenentation of these
procedures is evaluated for the Joint Staff by DI SA as part of our schedul ed operational assessnents. The
conmbi ned engi neering expertise utilized to develop these procedures, and to assess and eval uate the procedures
in an operational environnent, provides our Joint Staff custonmer with tools for neasuring the warfighters
profi ci ency.
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V. Per sonnel Summary:

Mlitary End Strength Tot al
O ficer
Enl i sted

Civilian End Strength Tot al
USDH
FNDH
FNI H
Rei mbur sabl e

Mlitary Workyears Tot al
Oficer
Enli sted

Civilian Wrkyears Tota
USDH
FNDH
FNI H
Rei mbur sabl e

Activity:

VWhi te House and Nati onal

(Actual)
FY 2003

922
78
844

149
145

A O O

922
78
844

85
81

o

DI SA

FY 2004

899
75
824

40
31

© O O

899
75
824

39
31

o O O

Conmand

FY 2005

899
75
824

40
31

© O O

899
75
824

39
31

0 O O

Change

FY 04/ FY 05

o O

o O O O O o

o O
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Change FY2003/ FY2004 Change FY2004/ FY2005

FY2003 Price Program FY2004 Price Program FY2005
VI. PRI CE AND PROGRAM CHANGES ($ in Thousands) Actual G owth Gowth Estimate Gowth Gowh Estimte

101 Executive, Ceneral and Special Schedul es 6, 301 208 (2,308) 4,201 88 43 4,332
106 Benefits to Forner Enployees 10 0 (10) 0 0 0 0
199 Total Civilian Personnel Conpensation 6,311 208 (2,318) 4,201 88 43 4,332
308 Travel of Persons 13,517 176 5,817 19, 510 254 (1,532) 18, 232
399 Total Travel 13, 517 176 5,817 19, 510 254 (1,532) 18, 232
671 Communi cations Services(DWCF) Tier 2 0 0 52 52 0 (17) 35
673 Defense Finance and Accounting Services (DFAS) 0 0 31 31 1 (12) 20
699 Total Purchases 0 0 83 83 1 (29) 55
771 Commercial Transportation 1,504 20 1,003 2,527 33 (228) 2,332
799 Total Transportation 1,504 20 1,003 2,527 33 (228) 2,332
912 Rental Paynents to GSA Leases (SLUC) 679 12 (119) 572 9 3 584
913 Purchased Uilities (non-DWCF) 1, 266 16 (18) 1, 264 16 511 1,791
914 Purchased Communi cati ons (non- DWCF) 19, 508 254 (3,602) 16, 160 210 1,776 18, 146
915 Rents (non-GSA) 86 1 2 89 1 1 91
917 Postal Services (USPS) 0 0 0 0 0 0 0
920 Supplies and Materials (non-DWCF) 2,660 35 710 3,405 44 28 3,477
922 Equi pnent Operation and Mi ntenance by Contract 34, 687 451 1,871 37,009 481 (1,597) 35, 893
923 Facility Operation and M ntenance by Contract 1,063 14 (59) 1,018 13 9 1, 040
925 Equi pnent Purchases (non- DWCF) 16, 569 215 (5, 853) 10, 931 142 (1, 043) 10, 030
987 Other Intra-governnmental Purchases 8,342 108 (3,969) 4,481 58 196 4,735
989 Ot her Contracts 13,990 182 (8,673) 5,499 71 451 6,021
999 Total O her Purchases 98,850 1,288 (19, 710) 80,428 1, 047 333 81, 808
9999 Total Activity G oup 120,182 1,692 (15,125) 106,749 1,423 (1,413) 106, 759
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l. Description of Operations Financed:

The Information Systens Security Program (I SSP), colloquially referred to as Information Assurance (1A), is
organi zed into the followi ng nine Defense In Depth (DI D) categories to provide clarity of m ssion and

requi renents: Defensive Information Operations, Supporting Infrastructures, Defend the Networks and
Infrastructure, Defend the Conputing Environnent, Application of I A for the Tactical Environnent, Defend the
Encl ave Boundary / External Connections, System Security Methodol ogy, Training, and Ot her Managenent and
Operations. The |ISSP provides solutions to a simlar set of critical requirenments year-to-year. The neans of
provi ding these solutions are rapidly evolving. Near and far termgrowth is primarily due to increases in the
number of users operating on the DI SA managed systens and the resultant energing requirenents as sites secure
their infrastructure, nunber of diverse enclaves, and enclave protection devices.

Def ensive I nformation Operations: To conbat the present and energing threats to our @ obal Information Gid
(d G fromhackers, virus witers, terrorists, criminal groups, foreign intelligence services, and other
threats, DI SA enploys Defensive Information Operations as part of its overall Information Assurance Defense-in-
Depth strategy and synchroni zes Agency gl obal net-centric solutions. It is the conbat support armto the

war fi ghters, Services and Agencies that protects, nonitors, analyzes, and reports vulnerabilities, potenti al
threats, and intrusions affecting the GG

As the capstone technical organization over a conprehensive structure supporting the DoD, the

DoD Conput er Enmergency Response Teans (CERTs) are a fundanmental part of the support to the Joint Task Force
(JTF) for Conputer Network Operations (CNO, the Conbatant Conmanders and other DoD el ements. The DoD CERT

maei ntains a 24-hour operation and is the technical synthesis and fusion center for reports fromthe Service and
Agency CERTs as well as the DI SA supported Regi onal CERTs (RCERTs) and is responsible for the strategic analysis
as a part of the DoD Attack Sensing and Warning actions. It also provides counternmeasures and reaction
capabilities to its custoners and serves key roles in the adm nistration of the DoD's | A Vulnerability
Management program Anti-virus program and virus managenment processes.

An integral part of the CERT support to DoD are the RCERTs which provide a conprehensive picture of the health
and status of network assets, along with near real-tinme data on anonalies and intrusions to DoD networKks.
RCERTs support ni ne Conbatant Comranders DI SA conputing services, and other DoD agencies in handling and
reporting incidents to develop limted theater-wide | A reports, and to support near real-tinme nonitoring of a
crisis surge in operational requirenents. The CERTs use the Joint CERT Database (JCD) to collect process and
report the nost significant threats to the G G devel op, dissem nate, and inplenent counterneasures to these
threats in a tinmely manner; coordinate the response actions taken by the Regional and Service Incident Response
Teans; and assess the network intrusion incidents reported for their inpact on current and future nissions.

Conbat ant Commander | A Representatives provide direct support to the seven Continental United States (CONUS)
Conbat ant Commanders. Their role is key to supporting | A coordination, planning, and operations during security
Dl SA
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l. Description of Operations Financed: (continued)

readi ness reviews, tool deploynents, |A exercises, and contingency operations. They al so support security
resolution to assist with certification and accreditation

The Enterprise Sensor Grid Engineering efforts assess advanced |Intrusion Detection Systems (IDS) technologies to
determine their ability to detect new or advanced attacks agai nst various hosts by providing equi pnent,

i ntegration, deploynment, and nonitoring of the npst critical security tools, techniques and procedures used to
enhance system protection and detection

The Software Engineering Institute (SEI) CERT and Coordi nation Center provides a 24x7 expert from Carnegi e-

Mel lon University to work with the DoD and commercial conmunities during conputer energencies to detect and
resol ve conputer security incidents, and to take steps necessary to prevent future incidents from conprom sing
the security of DOD conponents and allies.

Vul nerability Management (VM involves detecting, identifying, reporting, and resolving security

vul nerabilities. The process uses the VMS, which provides the warfighter with the ability to assess the posture
of the command’s information systems and infrastructure to energi ng and known vul nerabilities froma single web
interface, and to provide a systemadninistrator with a set of tools to evaluate, iterate, and provide
conmpliance/status information to both energi ng and known vul nerabilities. VM facilitates the di ssem nation of
vul nerability notices as well as reporting and tracki ng acknow edgenent, conpliance, and/or waiver status.
Security Technical |nplenentation Guides (STIGs) docunent results of security assessnents and deternine their
vul nerability to attacks and field the required security solutions. Audit Server Fielding/lntegration supports
the purchase and depl oynent on nid-tier systens and is used to performaudit data reduction and anomaly
detection enabling the detection of unauthorized activity at the host |evel and generally adding protection

t hrough deterrence. The JTF-CND and Engi neering Support involves the DoD CERT working directly with the JTF to
devel op effective courses of action when DoD assets are threatened. Efforts utilize Project Centaur, which
provi des the DoD CERT anal ysts and incident handlers with the ability to performdata m ning, pattern discovery,
and data visualization in order to identify attack trends, attack scope, attack nmethods, and to determ ne the

I evel of NI PRNet intrusions.

JTF- CND Operations involves the operation of the Joint Web Risk Analysis Cell (JWRAC), An organization
responsi bl e for periodically reviewing the content of DoD web sites to ensure that unclassified but sensitive
cruci al operational and technical data that is not available to our adversaries on the Internet.

DoD Intranet Demilitarized Zones (DMZs) are conputers or small sub networks that sit between a trusted interna
network, such as the NI PRNet, and an untrusted external network, such as the public Internet, which allow
outsiders to get non-sensitive shared data while restricting their access to sensitive internal data.
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l. Description of Operations Financed: (continued)

The Information Superiority Situational Awareness (|ISSA) efforts collect, aggregate, analyze, correlate and
share network, system information assurance and information dissenination managenent, application status, and
any other relevant anonml ous event data locally, regionally, and globally to give the warfighter information on
the potential inpact to critical warfighting processes whenever the availability, integrity, or confidentiality
of any of the conponents of the communications and conputing infrastructure are affected.

Supporting Infrastructures: This category provides the critical foundation upon which I A mechanisnms are used in
the network, enclave, and conputing environnments for securely managing security enabled services. DI SA s
efforts provide security services for: networks identification of friend or foe, nuclear conmand and contro
systens, end-user workstations, web servers, applications, files, and single-use infrastructure machines (e.g.

hi gher -1 evel servers and directory servers). The services apply to both classified and uncl assified encl aves,
enabl e rapid detection of and reaction to intrusions, and enabl e operational situation awareness and response in
support of DoD mi ssions.

Public Key Infrastructure (PKI) provides a single integrated service issuing and managi ng certificates and
revocation lists, supporting digital signature capabilities and encryption services. PKI offers such services
as hardware signing of certificates, the use of cryptographic boards, Key Escrow Key Recovery processes and
procedures, and automatic creation of a nine-digit Electronic Data |nterchange Personnel Identifier (ED PlI) for
each potential PKI certificate holder to allow connecting to the Defense Manpower Data Center (DMDC) Defense
Enrollment Eligibility Reporting System (DEERS) database, and the establishnent of the DEERS/ Real -ti ne Autonmated
Personnel Ildentification System (RAPIDS) which allows the capability of issuing PKI certificates on smart cards
that also serve as identification and buil ding access cards.

The d obal Directory Services (GDS) respond to requirenents identified in the DoD PKI Roadmap, which enabl es the
G G by providing a commpn, secure, and interoperable directory service infrastructure (i.e. a virtual directory
service for the DoD). It supports a broad range of comrercially based, security-enabled applications and

provi des secure interoperability within DoD, while extending these capabilities to Coalition, Federal, and
comerci al partners.

Def end the Networks and Infrastructure: This category provides authentication, data integrity, confidentiality,
and availability of network services as required by the Defense Information Systems Network (DI SN) M ssion Need
Statenent. It involves inplenmenting safeguards that reduce security risks and support information transfer at
all classification |evels.

DI SN Transport/Data Network Encryption provi des engi neering support for fielding the encryption devices on DI SA
managed networks for the protection of classified user traffic worldw de and the OCONUS uncl assified transport
infrastructure to mtigate sone of the vulnerabilities and denial of service threats. Current and future
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l. Description of Operations Financed: (continued)

architecture plans indicate that encryptor use will continue to entail deploynent of a nmixture of bulk (point to
poi nt) encryption devices, and end-to-end network encryption devices to support sone of the required traffic.

The DI SN I nfrastructure Hardeni ng program provi des equi pnent and security engineering for sone of the primary
DI SN Services and transport services. It includes crypto-nodernization perform ng technology assessnents,

requi renent analysis, prototype and pil ot devel opnent, engineering support to the Network Operations Centers,
and determ ning the security of future architecture including Satellite Conmunications (SATCOM and wireless.

The DI SN Security Accreditation Wrking Goup (DSAWS and Defense and Intelligence Conmunity Accreditation
Support Team (DI CAST) support the DI SN Desi gnated Approving Authorities (DAA) by evaluating risks to the

net wor ks, devel oping security related policy, and nmeki ng reconmendati ons on the inplenentation and operation of
technol ogy on the DI SN.

The dobal Information Gid (GG Internet Approval Process (A AP) ensures that a single conprehensive
Connection Approval Process (CAP) is followed throughout the design, inplenmentation and mai ntenance of systens
operating on the G G  This ensures that all custonmers have verified their security posture by submtting
accreditation docunentation and are follow ng sound network security procedures.

The | A Cryptographic Requirenents efforts provide cryptographic product assessnments; identify current and future
crypto requirenents, represent DI SA in DoD Crypto Moderni zation Work Group; devel op DI SN crypto noderni zation

pl ans, and nmintain and i nprove a database for tracking crypto devices, descriptions, capabilities, and

i npl enent ati on issues.

DI SN SATCOM Security supplies equi prent and engi neering support to assess, enhance, develop, and integrate
security for network nmanagenent and delivery at teleport sites.

The | A Engi neering Support for DI SN Services and Network Operations Centers (NOC) support security reviews at
the NOCs by providing security readiness reviews and devel opi ng and i nplenenting an | A engi neering renmediation
pl an.

Donmai n Name System (DNS) Security hardens the Berkley Internet Nane Domain (BIND) server software and integrates
the DSN Security Extension (DNSSE) cryptographic public/private key capability into the BIND software resulting
in engineering solutions to secure many DoD servers and infrastructures and protect against Denial of Service
(DoS) attacks.

The Vol P Security efforts provide security-engineering services such as testing and evaluation to validate DI SA
and DoD security requirenents associated with the inplenmentation of phone service over data networks within
DI SA, the Services, and other DoD organi zati ons.
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l. Description of Operations Financed: (continued)

Mul ti-Point Detection (MPD) ensures advances in technol ogy do not overcome current security solutions by
exploring the DoD, acadenia and industry neasures for the detection, mitigation, and protection of network,
applications and optical layers of the network. This work fosters DoD involvenent in the requirenents process
as conmuni cati on network technol ogi es are desi gned and devel oped resulting in the devel opnent of Conmercial Of
The Shelf (COTS) solutions that neet DoD requirenents and allows vendors to market security sol utions that
industry will eventually require or demand. An added benefit is that these products and devices will possess
the ability to allow a broad spectrum of users to easily acconplish sophisticated nmethods/neans of accessing,
conmuni cati ng, overloading, and otherwi se interfacing to (or conversely, interfering with) various conputer

net wor ks.

Def end the Conputing Environment: Wthin this category, DISA's nmain objective is to authenticate access, assure
the availability, integrity, non-repudiation of data and information shared across the DoD, while protecting al
systens from unauthorized access. DI SA has the responsibility of deploying global operational systens that
provi de Joint Task Force Commanders critical information needed to execute their warfighting mssion. DISAis
responsi bl e for conducting security assessnents of all these systens to determine their vulnerability to
attacks, docunenting vulnerabilities, and developing and fielding security solutions in their global systens

rel eases.

Software Anal ysis supplies an integrity analysis of COTS and GOTS software products including executive
software, operating systemelenents, and shareware/freeware. This includes those that are currently being used
and any prior to deploynent by supported custoners.

Security Reviews provide essential support to the Conmbatant Comranders by providing teams of functional experts
for conprehensive assessnments of their enclave vulnerabilities. At the conclusion of these reviews, resolution
pl ans are developed to mitigate vulnerabilities. 1In the course of the reviews, Dl SA provides guidance to
conponents in securing their operating systens to prevent denial of service, unauthorized access, and

unaut horized alteration of host applications and databases residing on these hosts.

DoD Antivirus Enterprise License provides the COTS antivirus software license and technical support for all DoD
and the Coast Guard, including hone usage by enpl oyees, to ensure that DoD systens have a robust capability to
resi st unaut horized usage.

Application of I A for the Tactical Environment: This category builds-in full-dinmension protection to provide
the ability for the warfighter to send and receive logistical and intelligence voice and data information in a
secure and undet ectabl e manner thus enabling “network-centric warfare” where tactical, |ogistics, and
intelligence information becones as nuch a weapon for the war fighter as firepower.
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l. Description of Operations Financed: (continued)

I A for the Depl oyed JTF extends DI SN access to nobil e/ depl oyed tactical users and mninizes the | A support that

has to be deployed in a contingency by pre-positioning tools at Standardi zed Tactical Entry Point (STEP) sites.

Benefits include inproved perinmeter security of tactical data networks, off-loading | A operational and

| ogi stical burden from depl oyed JTF, and enabling agile, "snap-together" interoperability of JTF conponents. It
all ows the establishnent of an outer security perinmeter at the interface between the DI SN and tactical networks,
using I A tools managed and nmonitored renotely by dedicated analysis teanms in the DI SA t heat er RCERT.

The Conbat ant Commander | A Reviews provide a structured approach to conprehensively assess | A capabilities and
to nmeasure progress in mtigating vulnerabilities and support the Conbatant Commander by providing a snapshot of
its | A posture and net hodol ogy, allow ng the devel opnent of |ogical resource allocation decisions. The process,
tailored to the Conbatant Commanders needs, is conprehensive, integrated and col |l aborative and has been a
significant factor in facilitating the operationalization of IA and enables | A readiness reporting.

Combat ant Command Conponent and Depl oyed JTF Support coordi nates and standardi zes defensive information

operati ons processes and procedures between the Conbatant Conmmands and their conponents by eval uating the
security architecture and operations of the conponent’s hosts and enclaves and providing the use of a “strike
teani of systenfsecurity analysts working in coordination with Conmbatant Conmander personnel to resolve critica
vul nerabilities and issues.

Col |l ocated with the Conbatant Conmander C41 Conmuni cation Coordination Centers, the Conbatant Conmmand Net wor k
Operation and Security Capabilities (CNOSC) provides direct support to the warfighter by inproving the
tinmeliness of reporting, responses to network attacks and failures, inproving the conpl eteness of network and
i nformati on assurance situational awareness which results in an increased | evel of theater network situationa
awar eness.

Defend the Enclave Boundary / External Connection: The goal in this category is to partition DoD networks into
enclaves to allow effective controls on the anbunt and types of system access allow ng the enclave boundary to
be a critical point of defense. DI SA supports the fielding of standard technical solutions for enclave defense
(e.g., firewalls, virtual private networks, and guards), validates the established enclave boundaries, and
creates new encl ave boundaries as required to support the Defense-in-Depth strategy.

Peri nmet er Defense Engi neering devel ops and nmaintains a state of the art, secure network architecture that
protect the perimeter of DI SA networks from outside threats, provides guidance and technical assistance to DoD
for the managenent of ports and protocols, including a web-based registration capability, exam nation of network
connections to ensure that users with simlar requirenents or nenbers of the same functional enclave are grouped
toget her, and uses Virtual Private Network (VPN) technology to establish enclaves in non-contiguous |ocations.
Ports and Protocols Registration and Managenent is a process used by DoD to manage a common firewall policy.
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l. Description of Operations Financed: (continued)

The objective is to reduce vulnerabilities and provide a secure GG by providing a list of “safe” protocols and
ports that nust always be allowed through a DoD firewall and a list of protocols that nmust never be all owed.

NI PRNet / I nt ernet Gateway Security ensures that the security of new and existing connections to the SIPRNet and
NI PRNet adhere to specific protocols.

Firewall s i nvol ve engineering analysis to ensure that COTS equi pnment neets or exceeds requirenments necessary to
protect the enclave boundary.

Mul ti-Security Level (MSL)/ Secret And Bel ow Interoperability (SABI) Engi neering provides equi pmrent and secure
interoperability solutions between networks of differing classifications (e.g., N PRNet, SIPRNet, and coalition
networ ks) in support of DoD operational and strategic mssions. By devel oping, evaluating, testing and

depl oyi ng sel ected systens at operational sites, MSL/SABI Engi neering enables secure transfer of data between
networ ks of different security levels without conmpromising the security of the networks.

SI PRNet / Nl PRNet CAP is used to verify that DoD users have conpleted the required accreditati on process, which
net work connection belongs to a valid user, and provides a central repository for network informati on needed in
the event that DoD is disconnected fromthe Internet.

System Security Methodol ogy: System Security Methodol ogy ensures that certified and accredited i nformation
systens are fielded to the Conmbatant Commanders/ Services and Agencies by performng certification activities for
DI SA applications and other DoD and North Atlantic Treaty Organi zation (NATO information systens.

SI PRNet / CAP Oversight is the process of ensuring other than SIPRNet information systens remain in conformance
with established security procedures for continued secure operation of the DI SN, and includes ensuring
conpliance with the security policies, assessing inpacts of integrated, interdependent, and interconnected DoD
| ocal subscriber environnents’ security posture and topol ogy, executing technical test procedures and automated
systens tools, reviewi ng security relevant docunentation, and preparing technical white papers discussing the
results of the security assessnent and anal ysi s.

Certification and Accreditation (C&A\) involves perfornmng periodic or event-related risk assessnents during a
systeni s operational life to ensure adequate protection for information that is processed, stored, or
transmitted. Certification is a conprehensive evaluation of the technical and non-technical security features
of an Information Technology (I T) system and ot her safeguards, that establishes how a particul ar design and
system i npl ementation nmeets security policy. Accreditation is the formal declaration by a Designated Approving
Authority (DAA) that an IT systemis approved to operate in a particular security node, using a prescribed set
of safeguards at an acceptable level of risk. DI SA provides C&A technical assistance and support to the
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l. Description of Operations Financed: (continued)

Conmbat ant Commander s/ Servi ces/ Agenci es and assi sts Program Managers in certifying and accrediting standard
systens. This assistance and support adheres to the C&A requirenents established by the DoD I nformation
Technol ogy Security Certification and Accreditation Process (DI TSCAP). During this process, DI SA nonitors and
manages the results of Security Readi ness Reviews (SRR) conducted at the organizations/sites to ensure that the
vul nerabilities noted during these reviews are being addressed and resolved. The data fromthese reviews and
followon resolution efforts serve as a conponent in ascertaining the overall security posture of the

organi zation/site and the effectiveness of their security program

The DoD | A Support Environnment (l1ASE) provides a web-based portal for the I A conmunity to access information
related to the DI TSCAP and other | A related activities and information.

Trai ning and Awar eness: Provides | A Education, Training and Awareness (ETA) designed to pronmpte | A awareness,
and standardi ze and enhance the knowl edge and skills of DoD information system owners, nanagers, technicians,
and users, as well as support outreach to DoD civilians and the private sector.

I A Personal Certification Support provides quality | A security training to security professionals, system
admini strators (SA), network adm nistrators, and systemusers and to track SA certifications through level | and
level 111.

| A ETA Product Devel opnent results in the standardizati on and enhancenent of the I A know edge and skills of

i nformati on systens owners, nanhagers, technicians, and users across the DoD through the devel opnent of CD- ROVs,
vi deos, CBT and WBT products related to the continued energence of new threats, concepts and security

requi renents.

I A ETA Product Di ssemnation enables the production, duplication and distribution of I A education, training and
awar eness WBT, CBT and video products in support of the DoD-wi de | A Personnel Certification and DoD I A ETA
Qutreach prograns. |Included in this function is the nmintenance of a database for collecting netrics on

organi zati ons using the products, quantities distributed, custoner feedback, and cost for nonthly storage.

Trai ning Dissenination provides for the planning, devel opnent, and delivery of | A classroomtraining to
Combat ant Commanders, Services, and Agencies in support of the DoD | A Personnel Certification Program This
task includes nmaintaining the currency of the courseware and technol ogy refreshnent, both software and hardware,
of two nobile classroomtraining suites.

O her Managenent and Operations: Oher Managenent and QOperations are those information services, facilities
support, contracts and fees, enterprise licensing, and other mission resources necessary to support all other
Def ense-i n-Depth categori es.
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l. Description of Operations Financed: (continued)

Program Manager Support for the A Community provides unified, fully integrated systens security sol utions
support to the I A program It includes the | Assure contract which provides a vehicle for DoD, federal services
and agencies to obtain | A services support for policy devel opnent, architecture and engineering,

product s/ product application evaluation, certification and accreditation, education, training and awareness.

Al lied/ Coalition Interoperability and Security provides US coordination, representation, technical analyses, and
reporting for Allied and Coalition Interoperability for NATO, Combi ned Conmuni cati ons-El ectronics Board (CCEB),
Defense I T Security Wirking Goup (DI TSW5), C3 Senior National Representatives |A activities, Miltinational
Interoperability Council (MC) IA activities, and Allied C&A activities.

The DoD Netscape Enterprise License furnishes nultiyear options of a DoD-wi de license, covering in excess of

2 mllion users, for Netscape client and Netscape server software to enhance the security and standardization
capabilities across the DoD worl dwi de networks. Expanded use of the Netscape Certificate Managenent System
(CM5) and Netscape Directory Server, will allow DoD PKI to address increnental security requirements as part of
Hormel and Defense initiatives.

Operations include day-to-day expenses (travel, training, nmaintenance and supplies), facilities maintenance and

operation, Inter-Personal Agreenments (IPA) funding to provide direct support to the I A program by industry
experts, and the | A Wrkshop.

Il. Force Structure Sunmary:

During FY 2005, Defensive Information Operations funds will be used to:
Operate and maintain critical staffing levels of the DoD CERT, RCERTs, GNOSC, RNOSCs CNOSC
Mai ntain a DoD Agency CERT collocated at the CONUS RCERT to support Defense Agencies
Support the CND Service Provider Assessment process for DoD CERTs
Sustain Incident Analysis Systemto RCERTs in support of Continuity of Operation (COOP) requirenents
Conduct linmited COOP Exercises between RCERTs
Procure, field, and operate linmted host and network-based intrusion detection and vul nerability managenent
syst ens
Sustain the Vulnerability Conpliance Tracking Systemto various Conbatant Conmmander/ Servi ce/ Agency | ocations

Sustai n support to Combatant Commanders with on-site | A representatives at the Conbatant Conmander
Headquarters and Conponents | ocations
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Force Structure Sunmary: (continued)

Devel op and deploy a Demilitarized Zone (DMZ) to protect DoD and DECCs from Internet “denial of service”

at t acks

Purchase and depl oy sensor grid anal yst workstations

Upgrade and enhance sonme of the processing and data storage capabilities and architecture of Project Centaur
and devel op a Project Centaur COOP plan

Procure a Scanning Software Enterprise License for all of DoD to safeguard the Services and their Warfighters
Devel op a JCD/ Joi nt Threat |ncident Database (JTID) COOP pl an

Devel op and maintain STIGs for the UNI X and W ndows/ NT environnents, Logical Partitions (LPARs), distributed
dat abases, web servers, NI PRNet, and networks

During FY 2005, Supporting Infrastructures funds will be used to:

Sustai n and operate the DoD PK

Integrate bionetrics into DoD PKI Certificate updates and nmmi ntenance

I rpl ement DoD PKI COTS technol ogy upgrades

Support DoD PKI for tactical, allied, and federal interoperability

Ensure that DoD, industry, and DoD s coalition partners integrate the nmultiple directory systens into the GDS
as an interoperable directory infrastructure that can be accessed

Devel op, field, and maintain PKI capability to provide secure user encrypted sessions

Mai ntai n GDS

During FY 2005, Defend the Network and Infrastructure funds will be used to:

Conti nue hardening of the warfighting DI SN infrastructure including fielding of cryptography, fielding of
protections at network operating and switching centers, and by conducting ongoing reviews of security

Support secure inplenmentation of DI SN “core extension”
I mpl ement/verify that the DNS security plan DoD-wide to the third | evel DNS server

Provi de standardized nulti-layer Internet gateway defense solutions to be inplenmented at all DI SN connecti ons
to Internet Service Providers

Performa pilot of Synchronous Optical Network (SONET) commrercial encryptors in support of the G G Bandwi dth
Expansi on (BE) project and high bandwi dth encryption requirenents

Performa pilot of the Sinple Network Managenment Protocol (SNWMP) inplenentation for DI SN ATM

Conti nue supporting the DSAWG and DI CAST

Mai ntain the G AP

Ensure that the MPD | essons-1learned are applied to existing and new systens
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Il. Force Structure Summary: (conti nued)

During FY 2005, Defend the Conputing Environnent funds will be used to:
- Performsecurity inspections, certifications and validations on DoDs nost critical systenms and encl aves

Devel op, mmintain, and dissem nate security tools that assess applications and configurations of Net-Centric
pl at f or ns

Provide the DoD Enterprise AntiVirus |license
Mai ntain the security architecture for GCCS and GCSS
Devel op and mai ntain security guides for application devel opnent, nobile code, COE, and GCCS

Durlng FY 2005, Application of I A for the Tactical Environnment funds will be used to:
Continue to provide security vulnerability resolution support for Conbatant Conmanders and DI SA
Procure and support | A Tools at STEP sites and maintain staffing CONUS RCERT to provide deployed forces with
i mproved defenses and cyber attack awareness

Sust ai n support to Conbatant Commanders by conducting | A reviews on classified and uncl assified enclaves at
t he Conbatant Conmander Headquarters and Conponents | ocations

Ensure certified and accredited information systens are fielded to the warfighter
Continue installations and support of STEP sites

During FY 2005, Defend the Enclave Boundary funds will be used to:
- Sustain installation/upgrade of firewalls and gateway defenses to defend enclave boundaries, strengthening
DoD agai nst Distributed Denial of Service and other cyber attacks
Depl oy both on-site and virtual teans to assess technical and operationa
Provi de conpliance validation testing for the SIPRNet
Provi de MSL products and services supporting Conmbatant Comranders, Services and Agenci es
Support Conbat ant Comranders coalition interoperability requirenments
Mai ntain the Ports and Protocols Registration process

Protect the integrity of DoD unclassified and secret networks by continuing to provide engi neering support to
the security evaluation of the MSL connections and coalition connections

During FY 2005, System Security Methodology funds will be used to

Conduct security assessnents and inspections of DoD IT systenms to determne vulnerability to attacks and
docunent, develop, and field security solutions.

Conduct security assessnent of COE operating systens to identify vulnerabilities before integrating with COE
Protect the integrity of DoD unclassified and secret networks by processi ng new backbone custonmer access
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Force Structure Sunmary: (continued)

circuits via Sl PRNet/N PRNet CAP
Protect the integrity of DoD unclassified and secret networks by conducting Sl PRNet
conpl i ance i nspections throughout DoD

Protect the integrity of DoD unclassified and secret networks by inplenmenting new SI PRNet CAP for high-risk
connecti ons

Mai ntain the DoD | ASE

During FY 2005, Training and Awareness funds will be used to:

Devel op and disseminate | A distributive CBT and WBT products and traditional classroomtraining and awareness
cour sewar e supporting DoD-w de system adm ni strator/user certification

Provi de courseware evaluations, certification standards and criteria, certification performnce-based and
traditional tests, and databases to support inplenmentation of the DoD | A personnel certification program
Provide traditional classroomlA training of DoD | A courses for | A professionals, managers and users via
mobil e training teans

Devel op and di sseni nate awar eness products for managers, | A professionals and users regarding IA rel ated
threats, issues and energi ng devel opnents

Dur|ng FY 2005, O her Managenent and Operations funds will be used to:

Continue to provide the DoD Enterprise Netscape |license
Support the annual | A Workshop

Support the | Assure contract

Enabl e FFRDC support to the | A program

Provide | A representation to NATO
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I1l. Financial Summary ($ in Thousands)

A. Subactivity G oup:
I nformati on Systens Security Program

Suppl erent al i ncluded in Total

B. Reconciliation Sunmary:
1. Baseline Funding

a) Congressional

b) Congressional

c) Congressional

d) Congressional Earmark

Appropri ated Amount

Approved Transfers

Pri ce Change

Pr ogr am Changes

Current Estimate

o R0N

C. Reconci |l i ati on of

I ncreases and Decr eases:

FY 2004 President’s Budget
1. Congressional adjustnents
a. Distributed Adjustnents
1) Excessive Gowh
2) Internal Protocol v6
b. Undistributed Adjustnents
c. General Provisions
1) Sec. 8094 Prorate Prof Svcs
C. Reconci li ati on of

I ncreases and Decreases:

2) Sec.

3) Sec.

d. Earnmarks
FY 2004 Appropriated Anmount

8101 Cost Growth IT
8126 Prorate Mgnt Efficiencies

Informati on Systens Security Program (1 SSP)

Adj ustnents (Distributed)
Adj ust ments (Undi stri but ed)
Adj ust nents (Ceneral

FY 2003 FY 2004 FY 2004 FY 2004 FY 2005
Presi dent' s Appropri ated Revi sed
Act ual s Budget Anount Esti mate Esti mate
181, 719 165, 061 144,904 140,507 181, 039
35, 436
Change Change

FY 2004/ FY 2004 FY 2004/ FY 2005

165, 061 140, 507
-9, 000 -
Provi si on) -11, 157 -
144, 904 -

-4, 397 12, 820

- 2,004

- 25,708

140, 507 181, 039

(conti nued)

DI SA

(Dol lars in Thousands)

Total s
165, 061
- 20, 157

-7,000
-2,000

-2,776

(Dol lars in Thousands)

Tot al s
-7,508
-873

144,904
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C. Reconciliation of |Increases and Decreases: (continued (Dol lars in Thousands)
Total s
2. Energency Suppl enent al 34, 464

a. Emergency Suppl enental Funding Carryover -
b. FY 2004 Energency Suppl enental App. Act (P.L.108-106)

1) 1A Vulnerability Mgmt — Insider Threat 10, 000
2) Public Key Infrastructure (PKI) 5, 000
3) Coalition Network Security 8, 000
4) G obal Net | A Operations 11, 464
3. Fact-of-Life Changes -4, 397

a. Functional Transfers
1) Transfers In -
2) Transfers Qut

a) Civilian Pay alignnment to actual manpower distribution -4, 397
Basel i ne Fundi ng 174,971
4. Reprogramm ngs (requiring 1415 Actions) -
Revi sed FY 2004 Estimate 174,971
5. Less: Energency Suppl enmental Funding - 34, 464
Normal i zed Current Estimate for FY 2004 140, 507
6. Price Change 2,004

7. Functional Transfers -
a. Transfers In
b. Transfers Qut — Internet Protocol v6 -2,500
8. Other Transfers (non-Functional Transfers) 15, 320
a. Transfers In
1) I SSP — Transfer of PROC to keep up with the increase in DOD

wi de I nformation Assurance requirenments. 15, 320
b. Transfers Qut -
9. Program | ncreases 25,708

a. Annualization of New FY 004 Program -
b. One-Time FY 2005 Costs -
c. Program Growth in FY 2005 25,708

1) I SSP — Conmputer Network Defense: inplenment standardized information

assurance vulnerability and renmedi ati on tools, N PRNet and SI PRNet

gateway/Dem |litarized Zone (DMZ) protection, and ports and protocols

regi stration support across the entire DOD enterprise. 9, 100

DI SA
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C. Reconciliation of Increases and Decreases: (continued) (Dol lars in Thousands)
Total s

2) ISSP — Increased OSD Transformational Initiatives support for
Net Centric Enterprise Services, Technical |nplenentation Guides,
Cross Dommin System Security applications, Sensor Grid Engi neering,

SATCOM W rel ess Security and Depl oyed Joint Task Force Support. 13,997
3) ISSP — Escalation in rent and facilities maintenance costs. 758
4) 1SSP — Increased support for depl oyed personnel and specialized

techni cal expertise. 775
5) Programincrease for DOD wi de | A workshops and training. 1,078

10. Program Decreases
a. One-Tine FY 2005 Costs -
b. Program Decreases in FY 2005 -
FY 2005 Budget Request 181, 039

V. Performance Criteria and Eval uati on Sunmary:

The Chief Information Assurance Executive (ClIAE) is devel oping a conprehensive performnce managenent system
integrating strategic planning objectives with day-to-day managenent processes using a cascadi ng system of
|l i nked perfornmance neasures. At the current tine ClIAE is defining nmeasures for each of the listed objectives

bel ow. Together, each set of neasures in a category will serve to show the effectiveness of efforts within that
cat egory.
1. Protect Information

Mai ntain directory of DoD personnel identification information
Enable A Gto provide identity based services to DOD system
Est abli sh and maintain I A network policy

Assess vulnerabilities

Val i date policy conpliance

Devel op and inpl enment secure architecture

Establi sh robust | A boundaries

Devel op and i npl enent secure network conponents

Protect applications from unauthorized access

Protect boundary from unauthorized access

Det ect unaut hori zed access or misuse

Det ect unaut hori zed access by intruders and nalicious code

DI SA
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Performance Criteria and Eval uati on Summary: (continued)

Termi nate attacks pronptly

Assess dammge

Report status to CND service providers

Redesi gn applications based on threat

Reconfigure protections and policies dynanically based on threat
Def end Systens and Networks

Certify CND service providers

Establ i sh standard configurations

Provi de situational awareness

Detect attacks across the A G

Identify incidents

Assess incidents

Correlate incidents for analysis

Cenerate alerts and reports

Support collaboration on I A incidents across DoD
Recommend resol utions

Devel op and field resol utions

Verify and report conpliance

Provi de Situational Awareness/|A Command and Control
I nprove | A at COCOVs

Del i ver cross-domai n sol utions

Enable I A for coalitions

Provi de depl oyed forces secure entry to the DI SN
Support situational awareness of AOR

I nprove and Integrate | A Transformation Processes
Pl an effectively

Execute efficiently

Devel op | A policy position

Di sseminate I A information within DOD

Foster enpl oyee devel opnent

DI SA
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Activity: Information Systenms Security Program (| SSP)
V. Performance Criteria and Eval uati on Summary: (continued)
5. Create an | A- Empower ed Wor kf orce

Teach I A classes to the joint
Provide I A training products
Devel op and naintain an I A curriculumfor | A professional program

V. Personnel Summary:
(Act ual s) Change
FY 2003 FY 2004 FY 2005 FY 04/ FY 05
Mlitary End Strength Total 75 95 95 0
O ficer 35 48 48 0
Enli st ed 40 47 47 0
Cvilian End Strength Tot al 216 234 234 0
USDH 216 234 234 0
FNDH 0 0 0 0
FNI H 0 0 0 0
Rei mbur sabl e 0 0 0 0
Mlitary Wrkyears Tot al 75 95 95 0
O ficer 35 48 48 0
Enli st ed 40 47 47 0
Civilian Workyears Tot al 225 227 227 0
USDH 225 227 227 0
FNDH 0 0 0 0
FNI H 0 0 0 0
Rei mbur sabl e 0 0 0 0
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Change FY2003/ FY2004 Change FY2004/ FY2005
FY2003 Price Program FY2004 Price Program FY2005

VI . PRI CE AND PROGRAM CHANGES ($ in Thousands) Act ual Grow h Gowth Estimate GGowh G owh Estinmate
101 Executive, General and Special Schedul es 13,951 460 7,202 21,613 454 218 22,285
106 Benefits to Forner Enpl oyees 92 0 (92) 0 0 0 0
107 Voluntary Separation Incentive Paynents 0 0 100 100 0 0 100
199 Total Civilian Personnel Conpensation 14, 043 460 7,210 21,713 454 218 22, 385
308 Travel of Persons 1, 566 20 (483) 1,103 14 557 1,674
399 Total Travel 1, 566 20 (483) 1,103 14 557 1,674
671 Communi cations Services(DWCF) Tier 2 700 0 (700) 0 0 0 0
677 Communi cations Services (DWCF) Tier 1 504 0 (504) 0 0 0 0
699 Total Purchases 1, 204 0 (1,204) 0 0 0 0
771 Commercial Transportation 19 0 (19) 0 0 0 0
799 Total Transportation 19 0 (19) 0 0 0 0
912 Rental Payments to GSA Leases (SLUC) 16 0 3,063 3,079 46 443 3,568
914 Purchased Comuni cati ons (non- DWCF) 120 2 (122) 0 0 0 0
920 Supplies and Materials (non-DWCF) 389 5 27 421 5 43 469
922 Equi pnrent Operation and Mi ntenance by Contract 145,477 1,891 (44,124) 103,244 1,342 28,485 133,071
923 Facility Operation and Mai ntenance by Contract 3,290 43 (1,087) 2,246 29 315 2,590
925 Equi pnent Purchases (non- DWCF) 2,540 33 (2, 139) 434 6 7,432 7,872
931 Contract Consultants 2,183 28 (690) 1,521 20 (76) 1, 465
934 Engi neering and Techni cal Services 5,933 77 (1, 204) 4, 806 62 (61) 4, 807
987 Ot her Intra-governnental Purchases 1,939 25 (302) 1,662 22 163 1, 847
989 Ot her Contracts 3,000 39 (2,761) 278 4 1,009 1, 291
999 Total O her Purchases 164,887 2,143 (49,339) 117,691 1,536 37,753 156,980
9999 Total Activity G oup 181,719 2,623 (43,835) 140,507 2,004 38,528 181, 039
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l. Description of Operations Financed:

The Information Superiority C2 activity group is conprised of eight sub-activities: the Defense Information
System Network (DISN), to include the G obal Information Gid Bandwi dth Expansion (G G BE) program the
Satellite Comuni cations (SATCOM program and the G obal Broadcast System (GBS); the d obal Command and Contro
System Joint (GCCS-J); the Defense Message System (DMS); Content Staging/lnformation Di ssen nation Managenent
(CS/IDM; the Pentagon Reservation Miintenance Revol ving Fund (PRVRF); the Advanced | nformation Technol ogy
Services Joint Program O fice (AITS-JPO); the National MIlitary Command System (NMCS); and the Tel eport program
whi ch enconpasses operations and mai ntenance resources for the closely related DoD Tel eport and the DoD

St andar di zed Tactical Entry Point (STEP) systens.

Def ense I nformation System Network (DI SN) seanl essly spans strategic, space, and tactical donmins to provide the
i nteroperabl e tel ecommuni cati ons connectivity and val ued added services required to plan, inplenent, and support
any civilian/mlitary operational nission. DI SN provides governnent-controlled global, interoperable and secure
voi ce, data, inmagery, video teleconferencing and dedi cated point-to-point transni ssion services, and enabl es
sean ess information transfer processes. DISA's primary DI SN efforts are contained within four major thrust
areas: G obal Services, Terrestrial Telecomunications Services, Satellite Tel ecommunications (SATCOM Services
and User Services. dobal Services include efforts related to network architecture and desi gn, technol ogy
enhancenments and insertion to existing DI SN services, and nodeling and sinulation activities related to design
performance and operations. Terrestrial Telecommunications Services include Continental United States (CONUS)
Paci fic and European |ong-haul services; Internet Protocol router (Non-secure Internet Protocol Router Network
(NI PRNet )/ Secret Internet Protocol Router Network (SIPRNet)) and Asynchronous Transfer Mdde (ATM services;
switched circuit services, such as the Defense Switched Network (DSN), Defense Red Switch Network (DRSN), and
Enhanced Pentagon Capability (EPC); and video tel econferencing services. User Services include network
managenent, provisioning (i.e. providing new circuits and bandwi dth to the DI SN backbone), and DI SN services
supporting custoner transitions to the DISN. Sonme of the transition support is provided under the DI SN

Techni cal Support efforts. Additionally, DI SA is assessing the efforts necessary to transition DoD to I|nternet
Prot ocol version 6 (I1Pv6), as the agency will need to justify and acquire |IPv6 address space and | ead the joint
devel opnment of a DoD | Pv6 Addressing Plan. The work involves general engineering and analysis of the |Pv6
protocol in order to establish a standards base that is acceptable to the operations of the DoD. Technica

i ssues that nust be evaluated include: information assurance assessnents, analysis and upgrade of the Domain
Nane Service infrastructure, and network and application transition nmechani sms. DI SA nmust coordi nate engi neering
and testing and elicit and derive DoD | Pv6 engi neering requirenents and promul gate those requirenments to

i ndustry. Also, the agency will collect, analyze, and provide |Pv6 knowl edge to the Services and Agenci es.

G obal Information Grid- Bandw dth Expansion (G GBE) is a transformational initiative to provide the robust
network foundation to enable worl dw de network-centric operations by increasing core and access bandw dth

DI SA
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I. Description of Operations Financed: (continued)

capabilities and establishing diverse physical routing at critical government installations. G GBE, the DoD s
W de-area Network (WAN) and Metropolitan-area Network (MAN) enabl er of network-centric warfare, is the

foundation for transformation of the transport layer of the GG Specifically, it will connect approximtely
100 key intelligence, command, and operational |ocations with high bandwi dth capability over physically diverse
routes, with the vast majority of these | ocations being connected through a state-of-the art optical nesh
network design. Renpbving current bandwidth [imtations provides the catalyst for self-synchronization, shared
situational awareness, sustainability, and speed of command and action, allow ng those closest to the reality of
combat full access to a rich and enabling set of information assets.

Satellite Comunications (SATCOV) Services include the Defense Satellite Comunicati ons System (DSCS); W deband
Gapfiller efforts; Iridiumservices under the Enhanced Mbile Satellite Services (EMSS) unbrella; wireless
services; G obal Broadcast Service (GBS); and C4l Requirements and Assessnments. The SATCOM program provi des
comuni cations transport support extending and seam essly connecting terrestrial capability to provide GG
services to strategic and tactical domamins. Miintaining this capability requires the execution of a number of
sub-functions from concept definition, system engineering, through testing, fielding and operational nmanagenent.
Supporting this construct is a constant reengi neering process that effectively incorporates new technol ogi es and
nodi fies existing systemcapabilities to match devel opi ng concepts of use to expected utilization requirenents
for both fixed and tactical satellite comrunications users. SATCOM operations, system engineering support for
both military and comrercial satellite w deband systens, and architecture engineering for future SATCOM syst ens
forman essential portion of this activity. The operation, engineering, and sustainment of the DSCS require

adj ustmrent as the d obal Network Operations Management concept is brought into use. Conmercial satellite
comuni cati ons managenment enhancenents capability requires engineering assessnment and a plan for inprovenent to
adequat el y manage this expensive surge capability. As ISN transfornms to neet future Warfighter needs, new

net wor k-centric focused SATCOM capabilities, must be integrated into the G G These capabilities include

I nternet Protocol-based (IP) satellite comunications and other emerging technologies that will provide greater
bandwi dth to the custoner. This will enable the warfighters, national users, and defense intelligence custoners
to agilely respond to current and future requirenents through SATCOM operati ons, provisioning, engineering, and
architecture capabilities.

The driving forces behind the transformati on of DI SN and SATCOM Servi ces are the Conmuni cati ons Managenent Pl an
(CMP) and the Transformational Comunications Architecture (TCA). The CMP will facilitate DI SN transport

pl anni ng and progranmm ng processes. As a mininum the CMP will address G G tradeoffs on backward conpatibility
versus advanced capability and the inplenmentation of communication protocols, network interfaces, and the
overarching security architecture for reachback of tactical users into the GG The TCA will put in place an
architecture for the next generation of Mlitary SATCOM (M LSATCOM systems and control the architecture through
strong systens nmnagenent processes. Critical functions outlined in CICSI 6250.01A require continuous DSCS |
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I. Description of Operations Financed: (continued)

operation, nmmintenance of SATCOM dat abase outlining user requirenents, participation in the Joint SATCOM Panel
and Requirenent Analysis.

G obal Broadcast Service (GBS) is a worldwi de, high capacity, one-way broadcast of video, inmgery, and data
products required to support joint mlitary forces throughout the globe. DI SA responsibilities to GBS are

GBS/ DI SN/ Content Stagi ng i ntegration engineering, and DISN to GBS uplink tail circuit costs. Integration

engi neering provides input into GBS architecture devel opnent and changes, including technology transfer from

rel ated systens and assessnent of new technol ogi es; provides integration planning and GBS failure recovery

anal ysis on current networks and followon Mlitary Satellite Conmunications (M LSATCOM systens; provides test
and eval uation planning and analysis and end to end quality of service analysis for the GBS across DI SN and
future networks; provides a scalable traffic nmanagenent solution for GBS that accommpdates future DI SN expansi on
and the addition of new broadband M LSATCOM capacity while providing GBS and DISN with netrics for circuit
utilization; and provides end-to-end traffic shaping and prioritization analysis supporting the GBS and Content
staging prograns with insight into transm ssion of information products across the DI SN and GBS to depl oyed
forces based on operational priority of warfighter data; provides a GBS/ DI SN Content Staging Interface Contro
Docunent (1CD) framework devel opment for the current and future GBS architectures; and provides DI SN GBS/ Cont ent
Stagi ng integration support for G G Enterprise Services

I nternational Cooperative Adm nistrative Support Service (I CASS): This activity funds | CASS costs. ICASS is a
cost-sharing systemfor the adnministrative support that the U S. State Departnent provides to Federa
Departnents and Agencies, to include the DOD

A obal Conmand and Control SystemJoint (GCCS-J)is the premier systemto plan, execute, and perform day-to-day
managenent of all joint mlitary operations and an essential conmponent for successfully acconplishing DOD
Transformati on objectives. Funding is required to keep up with new Information Technol ogy (I T) concepts,
injecting new technol ogies, fielding of relevant products and participating as a nmenber to identify

revol utionary technol ogi cal breakthroughs. The GCCS-J suite of m ssion applications/systens provides critica
joint warfighting C2 capabilities by presenting an integrated, near real-time picture of the battl espace for

pl anni ng and execution of joint nmilitary and nmultinational operations. It also incorporates the core planning
and assessnent tools required by conbatant conmanders and their subordinate joint task force commanders, and
nmeets the Service readiness reporting requirenents to the Joint community. GCCS-J will evolve fromits current
state to a single Joint C2 architecture and capabilities-based system The nore net-centric, web-based, open
systens standards approach, using the Gobal Information Gid (GG infrastructure will provide shared access to
Servi ce/ Agency/t heat er - produced data services.

GCCS-J is used by all nine conbatant commanders to 635 sites around the world. This effort provides 24 x 7
gl obal hel p desk support, via the Joint Operations Support Center (JOSC) and the National MIlitary Conmand
Dl SA
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I. Description of Operations Financed: (continued)

Center. The JOSCis the primary entry point for resolving all operational GCCS-J hardware, software and network
i ssues.

Def ense Message System (DMS) is the Warfighter’s Message System providing secure, accountable, and reliable
messagi ng and directory service currently supporting 1,052 conm ssioned sites worldwi de. The Ofice of

Assi stant Secretary of Defense (NII), directed transition fromlegacy systens to one seam ess, end-to-end gl oba
el ectroni c organi zati onal nessagi ng service within DoD. The DMS Program was established to neet Joint

Requi rements Oversight Council (JROC) validated nessaging requirenments for an integrated, witer-to-reader
capabl e organi zati onal nmessaging service that is accessible fromworld-wi de DoD | ocations, tactically depl oyed
users, and other designated Federal Governnment users, with interfaces to Allied users and Defense contractors.
The primary focus of DMS is to provide a disciplined interoperabl e organizational nessagi ng environnent that

| everages comercial products to the maximum It is a Conmercial -Off-The-Shelf (COTS) based application that
conplies with internationally devel oped nessage, directory and nmanagenent standards and recomendati ons, and
provi des nulti-nedia nmessagi ng and directory services capable of taking advantage of the flexible and expandabl e
underlying Gobal Information Gid (GG network and security services. DMS is based on conmercial products
that incorporate state-of-the-art nessaging, directory, security, and system nmanagenent technol ogies to provide

aut omat ed access controls for conpartments, code words and caveats. It provides the full range of nessaging
services to neet organi zational and individual nessagi ng needs throughout the DoD. NSA class 4 Public Key
Infrastructure (PKI) certificates are used for authentication and access control. DMs will reliably handle

information of all classification |evels (Unclassified to Top Secret), conpartnents, and special handling
i nstructions.

Pent agon Reservati on Mintenance Revol ving Fund (PRVRF): DISA's PRVRF, as well as appropriate GSA rent costs,
are included in this activity group

Content Staging/Informati on Di ssem nati on Managenent (CS/IDM is a key enabler for achieving Information
Superiority. The lessons |earned in Desert Storm and Bosnia, and nore recently, Operation Enduring Freedom and
Operation Iraqi Freedom provided a conpelling justification for the information nmanagenent capabilities that
CS/ I DM provides. To this end, CS/IDMis an increnentally devel oped and fielded set of capabilities, with
associ at ed managenent services, that directs end-to-end information flows throughout the info-structure in

accordance with conmand policy. It supports information flow across echelons, fromnational centers to tactica
warfighters and coalitions, by inmproving: awareness of information hol dings; access to the information
retrieval of information via smart pull; and managenent of information products via various comuni cations

paths. CS/I1DM al so provides support capabilities for operation and adm nistration of its services. CS/|IDM
capabilities are provided by a conbination of COTS and GOTS software products.
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I. Description of Operations Financed: (continued)

Advanced | nformati on Technol ogy Services Joint Program Office (AITS-JPO: The nission of AITS-JPOis to
expedite the transition of new information technology into those operational information systens that support

t he Conbatant Conmands and our nation's warfighters. The AITS-JPOis a joint Defense Advanced Research Project
Agency (DARPA) and DI SA office. The primary nmechanismfor the transition of the technology is the Advanced
Concept Technol ogy Denonstrati on (ACTD). ACTD-rel ated work makes up the bulk of the AITS-JPO efforts. ACTDs are
designed to exploit mature and maturing technologies to solve inmportant nilitary problens. They are “pre-
acquisition” activities, and are designed to provide the warfighting comunity with prototype capabilities and
support themin the evaluation and nmaturation of the capabilities. [If an ACID is successful and proves its
mlitary utility, the capability may then transition to a full-blown acquisition program Acquisition prograns
resulting fromAITS-JPO ACTDs nay be put under DI SA, or they may be given to a Mlitary Service, DOD Agency, or
Conbat ant Command.

In addition, the AITS-JPO a) engineers and reinforces conponents for |eave-behind and transition into the

G obal Information Gid (GG, b) augnments transitioning products with inproved security, scalability, and G G
and DOD Common Operating Environment (COE) conpliance; and c) provides advanced, hardened capabilities--Leading
Edge Services (LES)--to select operational beta test sites. LES are a network infrastructure and val ue added
services that include information processing, storage and retrieval; conmunications (voice, data, video,

mul timedia); security technology and application in command and control, intelligence, and conbat support for
the worl dwi de DoD communities; and information sharing between the US and its coalition partners. The LES
provi de the network and conputing infrastructure that supports ACTD denonstrations and eval uations. ACTD
capabilities will be built upon and contribute to Network Centric Enterprises Services (NCES) as it evol ves

National Mlitary Command System (NMCS) provides Senior Leaders, National Mlitary Command Centers (NMCC),
Executive Travel fleet, Ofice of the Secretary of Defense (OSD), CJCS, and the President of the United States
support to maintain C2 capabilities, ensure continuous availability of energency nessagi ng, and maintain
situational and operational awareness. The program provi des concept devel opnment, requirenents definition and
calibration, technical specifications, proofs-of-concept, testing, rapid prototyping, technology insertions,
systens engi neering and integration and technical assessnents. Additionally, support provides infornmed,

deci si on-maeki ng | i nkage between DOD Executive Leaders and the Conbatant Conmanders of the Unified and Specified
Conmmands.

Tel eport: This program supports operations and mai ntenance functions for the closely related DoD Tel eport and
the DoD Standardi zed Tactical Entry Point (STEP) systens. The Teleport Systemis a phased, multi-generation
approach to begin neeting current and projected warfighter comunications reachback requirenents for a variety
of scenarios, fromsnall-scale conflicts to a major theater of war. It is a key conponent of the DI SN that
supports warfighters with extended nulti-band comunication capability and a seanl ess access to terrestri al
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I. Description of Operations Financed: (continued)

components of the DI SN worl dwi de operations. The STEP program enconpasses a gl obal upgrade of fifteen DSCS
sites with standardi zed equi pment suites and pre-provisioned DI SN services that are extended to the

tactical /depl oyed user. The DOD Tel eport System builds on X-band, baseband and DI SN servi ces provided by the
St andardi zed Tactical Entry Point (STEP) program at selected STEP sites. Presently, STEP provides the gateway

for X-band traffic only with a requisite, limted suite of baseband equi pnent at each of fifteen STEP sites.

Tel eport will greatly expand throughput and enhance warfighter interoperability through access to and between
existing and energing mlitary and commercial satellite comunications systens.

1. Force Structure Summary:

Def ense Information System Network (DISN): In FY 2005, the DI SN Operation and Mai ntenance funds will be
provi di ng sustainnment efforts in a nunber of areas. O significance is the funding of the tel econmunications
support to the Warfighter in South West Asia (SWA). This includes support to troops in lraq as well as troops
in nearby countries. Wthin CONUS, the DISN wi |l provide HEMP protected Secure Voice to senior Covernnent
officials in the National Capital Region (NCR). Wth regard to direct support to all DI SN custonmers worl dw de,
the DISN wi |l be enhancing the provisioning tools in order to be nore responsive to custonmer requests. One
enhancenment will be an on-line tracking tool that will enable the custonmer to be aware of where the order is
within the inplenentation process. Oher nmodifications to the CLASSIFIED provisioning tool the Wirld Wde On-
Line Systemwi |l be put into place.

Ot her DI SN O&M activities include Tier One support which is the cost of nmilitary capabilities

uni que to the DI SN such as tactical extension, enhanced physical and personnel security, diverse routes and
medi a, and nulti-Ilevel precedence and preenption. These capabilities are not provided in comrercial offerings.
Tier One is calculated as a portion of overall DISN rate-based services costs via an engi neering estinmte of
core infrastructure/services required to produce nilitary readiness attributes of the enterprise services
provided by the DISN. Tier One costs were initially recovered via a nonthly recurring surcharge to the
Servi ces/ Agenci es at conponent level. For FY 2004 and FY 2005, Tier One is directly appropriated to DI SA.

G obal Information Grid- Bandw dth Expansion (G GBE): The G G BE program was resourced primarily with
procurenent funding in FY 2003 and FY 2004 in the total of $866M M ninmal anmpbunt of O&M supported the operation
of the Program Office (services) and sonme initial circuit |leases to get the Progranis testing started.

Currently funding for FY 2005 is not in the budget for the Program Future O&M costs for the G G BE transport

|l ayer will be covered by DWCF.
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Il. Force Structure Summary: (conti nued)

d obal Conmand and Control SystemJoint (GCCS-J): FY 2005 funding supports sustainnment of GCCS-J depl oyed Bl ock
IV and Bl ock V. The FY 2005 fundi ng al so provides correction of deficiencies and problemreports fromthe
field, and maintains the security posture of the GCCS-J systemas new threats and vulnerabilities are
identified. As an exanple, GCCS-J gets feeds fromvarious data sources, such as Predator Unmanned Aeri al
Vehicles (UAVs), that are used by the systemis targeting applications. Problenms with such software nust be
reported and corrected as rapidly as possible or actual warfighting is inpacted.

Def ense Message System Wth the approval of Mlestone Il for the GENSER community and subsequent closure of
AUTODI N, the DMS program has begun transition from acquisition/devel opnent to sustainment. Funding will provide
support for future functionality and program activities associated with sustaining existing product

capabilities.

Pent agon Reservati on Mintenance Revol ving Fund: DI SA's PRVRF, as well as appropriate GSA rent costs, are
included in this activity group. This activity also funds the International Cooperative Adm nistrative Support
Service (I CASS) costs. ICASS is a cost-sharing systemfor the adm nistrative support that the U S. State
Department provides to Federal Departments and Agencies, to include the DOD

Advanced I nformation Technol ogy Services Joint Program Office: AITS-JPO work represented supports R&D
transition efforts. ACTDs enphasi ze technol ogy assessnent and integration rather than technol ogy devel opnent.
The goal of AITS-JPO ACTDs is to provide a prototype capability to the warfighter and to assist with the
evaluation of this capability. O&M funds for this sub-activity pay for operating expenses for the Dl SA
personnel supporting RDT&E Al TS-JPO work, including travel, training, office equipnent, small/credit card
purchases, |ab conmuni cations, and sal ari es.

National MIlitary Command System Efforts being funded include: maintenance and revision of command center’s

Il ong range planning and technol ogy insertions; preplanned product inprovenents (PPl) to upgrade the antiquated
circuit switch SVIS technology to video over |IP; provide HEMP hardeni ng anal ysis for G ound-Base M dcourse

Def ense (GVD) communi cations network; and, devel opnment of architectures and migration plans in support of the

G obal Information Grid.

Tel eport: DI SA Tel eport O&M resources include funding for Program Managenent (including salaries of PMstaff,
equi pnment, and travel) and terrestrial connectivity for the Tel eport systemthroughout devel opment and
continuing through full operation. This program also includes the DI SN connectivity costs for the STEP system
It does not include the Services’ DI SN usage costs or the commercial transponder costs. DI SA STEP O&M resources
include funding for DISN tail circuits, PMO travel, system engineering, testing, certification, and utilization
of bandwi dth managenent centers (BMCs).

DI SA
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Il. Force Structure Summary: (conti nued)

DI SN d obal War on Terrorism in addition to the activities and funds requested by this OP5, Supplenmental funds
are also required in FY 2005 to pay for increased tel ecommunications usage fromthe O fice of the Secretary of
Def ense (OSD), Joint Staff (JS), Conmbatant Commanders and Mlitary Services (MLDEPs), and ot her government
Agencies to support the Continuity of Operations/Continuity of Governnment, Operation Enduring Freedom and
Operation Iraqi Freedom Requirenents include tel ecomunications hardware/software, circuitry, equipnent,
personnel support, and operations and nmai ntenance.

I1l. Financial Summary ($ in Thousands):

FY 2003 FY 2004 FY 2004 FY 2004 FY 2005
Presi dent's Appropri ated Revi sed
A. Subactivity G oup: Act ual s Budget Anpunt Estimate Estimte
1. DISN - G G BE/ SATCOM GBS/ | CASS 228, 880 382, 101 307,081 296, 099 312,913
2. CGCCs-J 64, 813 79, 265 71,722 69, 386 82, 441
3. DMs 10, 563 23, 848 22,006 21,104 27,434
4. PRMRF 5,293 12, 969 12,969 12,969 14,770
5. IDM 11, 598 2,706 1, 686 8, 889 5,551
6. AITS-JPO 10, 609 3,465 3,247 5,234 5,698
7. NMCS 1,760 2,476 2,469 2,832 2,819
8. Tel eport 20, 878 15, 582 15,409 15, 299 11, 305
Tot al : 354, 394 522, 412 436,589 426, 476 462, 931
Suppl enental included in Total: 108, 935
Change Change
FY 2004/ FY 2004 FY 2004/ FY 2005
B . Reconciliation Summary:
1. Basel i ne Funding 522,412 426, 476
a) Congressional Adjustnents (Distributed) -77, 605 -
b) Congressional Adjustnments (Undistributed) - -
c) Congressional Adjustnents (CGeneral Provision) -8, 218 -
d) Congressional Earmark - -
2. Appropriated Anpunt 436, 589 -
3. Approved Transfers -10,113 -
4. Price Change - 5,814
5. Program Changes - 30, 641
6. Current Estimate 426, 476 462, 931
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C. Reconciliation of |ncreases and Decreases:

FY 2004 President’s Budget
1. Congressional adjustnents
a. Distributed Adjustnents
1) Excessive Gowth
2) ONW OSW ODS CONOPS
b. Undistributed Adjustnents
c. General Provisions
1) Sec. 8094 Prorate Prof Svcs
2) Sec. 8101 Cost Gowh IT
3) Sec. 8126 Prorate Mgnt Efficiencies
d. Earnmarks
FY 2004 Appropriated Anmount
2. Enmergency Suppl enent al
a. Emergency Suppl emental Funding Carryover
b. FY 2004 Energency Suppl enmental App. Act(P.L.108-106)
1) Information Di ssem nati on Managenent
2) dobal Command and Control Fielding efforts in support of the war against terrorism
3) Tel ecom Hardwar e/ Software, Circuitry, Equipnent,
4) Conmuni cati on backbone
5) Conmercial SATCOM
3. Fact-of-Life Changes
a. Functional Transfers (internal)
1) Transfers In
2) Transfers Qut
a) Civilian Pay alignment to actual manpower distribution

4. Reprogramm ngs (requiring 1415 Actions)
Revi sed FY 2004 Estimate

5. Less: Energency Suppl enental Funding
Normal i zed Current Estimate for FY 2004

6. Price Change

7. Functional Transfers

8. Other Transfers (non-Functional Transfers)

DI SA

Dollars in
Thousands)
Total s
522,412
- 85, 823

- 20, 500
-57,105

-1,556
- 3,530
-3,132

436, 589
183, 585

3,120
10, 800
106, 700
14, 965
48, 000

-10, 113

-10, 113

610, 061

- 183, 585
426, 476

5,814

74,231
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C. Reconciliation of Increases and Decreases: (continued) Dollars in
Thousands)
Total s

9. Program I ncreases
a. Annualization of New FY 2004 Program
b. One-Time FY 2005 Costs
c. Program Gowth in FY 2005
1) DI SN — Sustai nment of tel ecomuni cations services. dobal infrastructure
necessary to support expanded tel econmunication requirements. Those
connectivity requirenents nay be satisfied by terrestrial, satellite

or a conbination of both. 42,812
2) DM5 — Connectivity to |l egacy users via the National Gateway

and expenses associated with product sustainnent. 6, 330
3) GCCS-J - Increase in nmintenance activities in support of

Bl ock 1V and keep up the conmencenent of GCCS-J Bl ock V. 12, 006
4) DISN — Internal realignment of funding for DI SN operationa

requirenents 13,083

10. Program Decreases
a. One-Time FY 2005 Costs

b. Program Decreases in FY 2005 - 43,590
1) EMSS — Enhance Mobile Satellite System converted to a custoner
rei mhursabl e program Fundi ng del et ed. - 33,995
2) DISN — One tinme start-up costs for SWA circuits in FY 2004. -3,434
3) DI SN — Reduced d obal Broadcast System (GBS) tail circuits; no
renewal of GBS funded commrercial transponders in the European Cnd. -6, 161
FY 2005 Budget Request 462, 931
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V. Performance Criteria and Eval uati on Summary:

SATCOM servi ce performance neasures will continue to be in concert with the current version of the DI SN-Long
Haul Measurenment Plan. During FY04, efforts were nmade to identify and create a baseline for potential netrics
to inprove effectiveness and accountability. The areas identified were contracting and funding for conmerci al
SATCOM As we continue to evaluate the data, the goal is to establish nmetrics to ensure performances are within
the custoners' expectations. Also, followon efforts in FYO5 will exanine the degree of network-centric
capability of the DI SN SATCOM systens and nmeke engi neering recommendati ons for inprovements.

Joint Staff (JS) validates, approves, prioritizes, and docunents requirenents in the Bl ock-specific GCCS

Requi renments Identification Document (RID). DISA then develops a Single Acquisition Managenent Pl an ( SAMP)which
contains the functional, technical, and infrastructure IT solutions to be incorporated into GCCS-J during that

bl ock and defines the cost/schedul e/ performance baselines for satisfying the requirements. SAMPs are devel oped
by the GCCS-J PM in coordination with the GCCS-J stakehol der community Integrating |Integrated Product Team
(I'N'PT), with final approval by the Programis M| estone Decision Authority, ASD(NIl). Once the SAMP is approved,
the GCCS-J PMuses it as the basis for program managenent and reporting during Block. This evolutionary

devel opnent paradi gm al |l ows devel opnent, integration, and fielding activities to quickly and flexibly respond to
changi ng warfighter needs and technol ogi cal opportunities present in the DOD IT environnent. This evolutionary
process has resulted in GCCS tools being nore responsive to the warfighters’ imediate requirenents than a

traditional acquisition process would allow. In FYO5, the JS will replace the RID with the Joint Conmmand and
Control (JC2) Operational Requirenments Docunent (ORD). The new JC2 ORD will define the operational requirenments
and how GCCS-J will evolve fromits current state to a single Joint C2 architecture and capabilities-based

i npl enentation conprised of nission capability packages and d obal Information Gid (GG infrastructure
provi di ng shared access to Service/ Agency/theater-produced data services.

The DI SN-Long Haul Measurenment Plan Version 1.98 was drafted to specifically address the need for perfornmance
metrics. The Plan outlines the scope and intent of how DI SA intends to conply with the Information Technol ogy
Managenent Reform Act (1 TMRA) and the Government Performance and Results Act (GPRA). Initially, the plan
identifies the inplenentation of four basic categories of metrics: cost, schedule, performance and vari ance.

- Cost neasures include period accruals by organi zation, network, and type of service as well as anal ytica

mul ti-period trend assessnent and forecasting. These cost neasures are anal ogous to the financial reporting
found in all large governnent procurenents and commercial prograns. In the DI SN inplenmentation, cost neasures
must be devel oped to cross boundaries of previously stove-piped" services and new service inplenentations.
Enphasi s on anal ytical assessnent and forecasting differentiate these netrics fromtraditional historic data
accrual. This forecasting tool becomes part of the Project Managenent Office tool set for nmission risk
managenent .

Schedul e neasures include cal endar m | estone schedul es under formal configuration nanagenent, nilestone
achi evenent status reporting, and nil estone achi evenent assessnent and forecasting.
Dl SA
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IV. Performance Criteria and Eval uation Summary: (continued)

- These neasures conbine with cost neasures to create historic and expected earned val ue quantification

- Performance neasures include network technical performance report accrual, multi-network event conpari son
network event repeatability assessnent and forecasting, and custoner satisfaction neasures. Conbined with cost
and schedul e neasures, performance neasures allow PMO assessnent and projection of mssion achievement. DI SN
techni cal performance nmeasures are to be machi ne-generated and stored in a central data repository as part of
the DISN transition inplementation, while custoner satisfaction nmeasures are less finite and nore subjective in
their capture.

- Variation neasures of actual DI SN performance against plan allow identification and assessnent of cost,
schedul e and perfornmance variances by the program manager. Using neasurenents accrued for technical purposes
during the normal delivery of DI SN services, variance forecasts based on nmultiple paraneters, |eading indicators
and trend eval uations provide data to ascertain the quality of service provided to the warfighter. Custoner
satisfaction trend neasures are required to assure satisfaction with our efforts.

- Enterprise-level cost, schedule, perfornmance and variance neasures are conpiled to predict success in
attaining DI SN operating objectives. The nature of this conpiled data pernitsobjective assessnents and
predictions of the quality and reliability of our network support to the custoners.

The DMS Program performance neasurenent activities support the delivery of products and services which are
designed to neet validated requirements of the DMS Multi-Command Required Operational Capability (MROC), Change
2, 30 October 1997 (reviewed/revalidated, August 2001). Specific DVMS activities/m|estones, which have been
measured at the Strategic/Agency Level include:

Conpl etion of inplenmentation of the DMS infrastructure at Service/ Agency (S/A) Local Control Centers/Area

Control Centers and DI SA Regi onal Nodes

Devel opment of DMS product releases (i.e., DVMS Release 2.2 and Release 3.0) and delivery of these to the

Gover nment

Conmpl eti on of Governnment operational testing of DMS product rel eases

Conpl eti on of deploynent of the product releases to S/ As

In addition, DMS utilizes Operational Level Performance Measures that support acconplishnment of the higher-1eve
Strategic/ Agency Level goals. These neasurenents consist of: Governnment DMS Operational Testing; DMS
Operational Performance; DMS Hardware Mi ntenance Metrics; and Post |Inplenentation Reviews/User Feedback. O her
per f or mance- based nmeasures are conprised of DMS Perfornmance-based Acqui sition Managenent Measures (DMS
Operational Effectiveness/Return on Investnment [RO]); DM5 Infrastructure |nplenmentation; AUTODIN to DMS
Transition Metrics; and Public Key Infrastructure (PKI) Certificate Transition

Content Staging/Information Di ssem nation Managenent (CS/IDM: Performance nmetrics have begun with severa
performance eval uati ons conducted at CENTCOM These eval uati ons consi st of before and after measures of such

DI SA
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IV. Performance Criteria and Eval uati on Sunmary: (continued):

vari abl es as bandwi dth utilization, accuracy of information delivery and elapsed tine for delivery. Additiona
operational netrics are also in place that provide a qualitative assessnent of how easy IDMis to operate.
Finally, on-site contractor augnentation is being used to continuously gather a wi de array of user inputs
regarding how well IDMis perfornming in neeting its functional requirements. To accurately neasure custoner
satisfaction with IDM a User Feedback capability on the SIPRNet | DM Wb site has been established. This can be
used both to neasure acceptance and satisfaction with IDM but also serve as a conduit for suggestions and new
requirenents. Regularly scheduled followon visits to sites are also a part of our deploynent methodol ogy.

Schedul e, performance, and custoner satisfaction neasures will be conpiled both as a realtine baroneter as to
how well IDMis doing in satisfying the needs of present custonmers, but also to predict success in neeting
future | DM objectives. The nature of this conpiled data will permt objective assessnents and predictions as to

the quality and reliability of |IDM support to its custoners.

Advanced | nformati on Technol ogy Services Joint Program Office: The bul k of Advanced | nformation Technol ogy
Services — Joint Program Office efforts are structured as Advanced Concept Technol ogy and Denpnstrations
(ACTDs). An ACTD proposal is devel oped through a collaborative effort between the JPO and one of the Conbatant
Commands. That proposal is then formalized, and undergoes a vetting process involving |eadership in DI SA OSD,
the Joint Staff, and the Conbatant Commands. The ACID is then proposed to senior |eadership within the OSD R&D
ACTD comunity (known as the “Breakfast Club”) where it is subjected to additional scrutiny. Those approved by
the Breakfast Club becone fornal ACTDs. The next step for an ACTD is to develop an Inplenentation Directive and
a Managenent Pl an. These gui dance docunents involve a three-star conmtnent between OSD, DI SA, and the
Conmbat ant Command. These |ay out the basic objectives, schedule, and funding, for the ACTD. The detailed

obj ectives, against which the Operational Sponsor (one of the Conbatant Conmands) will assess military utility,
and the detail ed mechanisnms by which military utility will be assessed and results neasured are devel oped and
docunented during the first year of the ACID. Each ACTD has its own schedul e and detail ed objectives. ACTDs
are usual ly devel oped using a spiral nethodology, with increnental denonstrations, limted utility assessments
of the denopbnstrated capabilities, and refinenent of future capabilities based on the feedback. Additionally,
the AITS-JPO has inplenented an internal Earned Val ue Managenent System where program nmanagers exercise

oversi ght of contractor performance relative to established project nilestones and to provi de managers
notification of the status of projects in terns of schedule and cost.

DI SA



V. Per sonnel Sunmmary:

MIlitary End Strength Total
Oficer
Enli st ed

Civilian End Strength Tota
USDH
FNDH
FNIH
Rei mbur sabl e

MIlitary Wrkyears Tot al
Oficer
Enli st ed

Civilian Wrkyears Tota
USDH
FNDH
FNIH
Rei mbur sabl e

DEFENSE | NFORMATI ON SYSTEMS AGENCY

Operation and Mai nt enance,
(FY) 2005 Budget
Activity 4: Adm nistration and Service-Wde Activities

Fi scal Year

Activity:

Def ense- W de

Esti mat es

| nformati on Superiority C2

(Act ual s)
FY 2003

268
73
195

698
698

268
73
195

717
717

DI SA

FY 2004

275
103
172

691
691

275
103
172

670
670

FY 2005

275
103
172

691
691

275
103
172

670
670

Change

FY 04/ FY 05

O O O o o o

o

o

O O O o o
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(Actual s)
FY 2003 FY 2004 FY 2005
MIlitary End Strength Total 268 275 275
O ficer 73 103 103
Enlisted 195 172 172
Civilian End Strength Tot al 698 691 691
USDH 698 691 691
FNDH 0 0 0
FNIH 0 0 0
Rei mbur sabl e 0 0 0
MIlitary Wrkyears Tot al 268 275 275
O ficer 73 103 103
Enlisted 195 172 172
Civilian Wrkyears Tot al 717 670 670
USDH 717 670 670
FNDH 0 0 0
FNI H 0 0 0
Rei mbur sabl e 0 0 0

DI SA

Change

FY 04/ FY 05

O O O o o

o O

O O O o o



101

103
106
199
308
399
671
672
673
677
679
699
771
799
912
913
914
915
920
922
923
925
931
934
937
987
989
999
9999
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Year

Esti mat es

Activity 4: Adm nistration and Service-Wde Activities

Activity:
VI. PRI CE AND PROGRAM CHANGES ($ in Thousands)

Executive, General and Special Schedul es

Wage Board

Benefits to Former Enpl oyees

Total Civilian Personnel Conpensation
Travel of Persons

Total Travel

Conmmruni cati ons Services(DWCF) Tier 2

Pent agon Reservati on Mi ntenance Revol ving Fund

Def ense Finance and Accounting Services
Communi cations Services (DWCF) Tier 1
Cost Rei mbur sabl e Purchases

Total Purchases

Commerci al Transportation

Total Transportation

Rental Payments to GSA Leases (SLUC)
Purchased Utilities (non-DWCF)

Pur chased Communi cati ons (non- DWCF)
Rent s (non- GSA)

Suppl ies and Materials (non-DWCF)

Equi p Operation and Mint by Contract
Facility Ops and Miintenance by Contract
Equi pnent Purchases (non- DWCF)
Contract Consultants

Engi neeri ng and Technical Services
Local Iy Purchased Fuel (non-DWCF)

Ot her Intra-governmental Purchases

O her Contracts

Total Ot her Purchases

Total Activity G oup

| nformati on Superiority C2
Change FY2003/ FY2004

FY2003
Act ual

82,975

7

883

83, 865
2,500
2,500
98, 317
4,200

2

3,573

0

106, 092
18

18

81

235
18,191
1

758

91, 367
182

9, 322
472
7,250

3

3,561
30, 496
161, 919
354, 394

Price
Growt h

2,738

0
0
2,738

236

10
1,188

121
94
46

396

2,103
4,261

DI SA

Program
Growt h

(8,578)

(7)
(883)
(9, 468)
31

31

(38, 746)
5,376
(2)

141, 981
0

108, 609
(18)
(18)
7,591
134

(18, 418)
50

(428)
7,980
(184)
(4,299)
(478)
(6, 723)
(3)
(3,476)
(13, 078)
(31, 332)
67, 822

FY2004
Esti nmat e

77,135

0

0
77,135
2,563
2,563
59, 571
8, 963

0

145, 554
0

214, 088
0

0

7,673
372

9

51

340
100, 535
0

5, 144

0

621

0

131

17, 814
132, 690
426, 476

Change FY2004/ FY2005

Price
Growt h

1,620

0

0
1,620
33

33

0
2,420

Program
Growt h

4,925

0

0

4,925
63

63

(42, 426)
(4,832)
0

9,372

0

(37, 886)
0

0

516

14
38,016
7

106

3, 007

0

4,268

0

(238)

0

(3)

17, 846
63, 540
30, 642

FY2005
Esti mat e

83, 680

0

0

83, 680
2,659
2,659
17,145
6, 551

0

154, 926
0
178,622
0

0

8,304
391

38, 025
59

450
104, 849
0

9,479

0

391

0

130

35, 892
197,970
462,931
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l. Description of Operations Financed:

The Conbatant Conmanders Support and Operations Activity consists of six sub-activities: Command and Contro
Transformation (C2T); Conmmand, Control, Comrunications, Conputers, and intelligence for the Warrior

(C4AI FTW/ M ssion Support; three Field Conmands and seven Field O fices; Defense Collaboration Tools Suite
(DCTS); Net-Centric Enterprise Services (NCES); and the Joint Staff Support Center (JSSC)

Command and Control Transformation (C2T) enables the transition and integration into the

G obal Information Grid net-centric enterprise architecture by influencing on-going devel opnent to ensure that
delivered capabilities function in the overarching net-centric architecture. C2T provides for the depl oynent
and sustai nment of information systens mission capabilities. These capabilities will support d obal Information
Gid requirenents of the Conbatant Commanders and the Joint Task Forces (JTF). Funding supports C2T by

provi ding a know edgeabl e, responsive workforce with flexible enterprise, network, nmainfranme and client-server
environnments to support DISA's transformation in net-centricity, Command and Control (C2), Conbat Support and
several Comrunities of Interest (CO). Resources support workforce capabilities to performsecurity, stress,
and integration of DoD software systens; and, to verify conpliance of C2 systenms and prototypes with DoD/ DI SA
standards and architectures.

CAl FTW M ssion Support: This sub-activity includes DI SA-wide initiatives related to Application Services
Managenent (ASM; financial managenent; personnel nmnagenent; acquisition, logistics, and facilities support;
and technical integration and interoperability engineering services.

ASM provi des engi neering and integration support, hardware, and software for enterprise nmanagenent

nmoderni zation. ASMis the process of perform ng end-to-end managenment of distributed, heterogeneous systens,
providing a total picture of an enterprise. It provides the Conmbatant Comands with centralized adninistration
of networks; a proactive environnment for identifying and resolving problenms with applications, equipnrent, and
dat abases; configuration management of hardware and software resources; and nonitoring and managenent of
critical C2 applications.

Chi ef Financial Executive/Conptroller (CFE/ DC) provides support in financial services, financial automation
econoni ¢ anal yses, cost estimating, and program and organi zati onal assessments. Focus is placed on neeting
Budget and Perfornance Integration goals of the President's Managenent Agenda (PMA). Additionally, to conply
with legislative mandates, CFE/DC activities enconpass inplenentation of the Chief Financial Oficer (CFO Act
and the Governnent Performance and Results Act (GPRA). Manpower, Personnel, and Security (MPS) activities
include civilian and military personnel admnistration, human resource devel opnent, organi zation and nanpower
adm ni stration, payroll and travel adm nistration, transportation and mail managenent, and visual information
servi ces.

DI SA
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I. Description of Operations Financed: (continued)

The Acquisition, Logistics, and Facilities (ACQ Directorate provides acquisition solutions, strategy and

pl anni ng, policy, and services; promotes full and open conpetition, and socio-econom c prograns; directs Agency
acqui sition business devel opnent activities; inplements automated acquisition tools, processes, and performance
metrics; adnministers DISA's real estate and facilities; and provides DI SA headquarters contracting support with
a variety of acquisition solutions for information technology (IT) services and equi pnent.

Techni cal Integration and Interoperability: DI SA technical integration and interoperability engineering

servi ces address two mssion areas: (1) integration and (2) interoperability required for effective unilateral
joint, conbined, and coalition operations. Technical Integration Services (TIS) supports the DOD communi cations
pl anni ng and investnment strategy by performng a broad spectrum of technical activities, to include application
assessnments; contingency planning; network capacity planning and diagnostics; systemarchitecture eval uation
techni cal and operational assessnents of energing technol ogies; and systens-level nodeling and sinmulation. TIS
provi des application solutions for integrated networks by devel opi ng across-theater Information a—awareness for
Conbat ant Command networ ks and for the Defense Information Systens Network (DI SN); (2) problemsolving and
troubl eshooting; (3) providing conputational support for architectural design; and (4) quantitatively assessing
proposed network engi neering changes. TIS s objectives are to: (1) inprove the performance, survivability and
reliability of DI SA networks and applications, while mnimzing costs; (2) integrate networks, conputing
systens, security and applications for better end-to-end perfornmance; (3) nmaxinze the operational visibility
and manageability of DI SA systens; (4) inprove the performance and reliability of existing and planned
warfighter systens that are supported by the DISN, (5) support DI SA integration through devel opnent of cross-
cutting architectures; (6) support the integration of new DI SA capabilities through the devel opnent of
architectures for new applications; and (7) be the Command, Control, Comrunications, and Conputer nodel er of
choi ce to DOD

Interoperability is the core of jointness. Enpowering interoperability throughout the Departnent of Defense
requires the devel opnment and enforcenment of key end-to-end life-cycle capabilities and enablers, which include
policies, energing technol ogies, warfighter interoperability standards, architectures, systens information
exchange, interoperability requirements assessnents and certification, and integration of joint and coalition
requi renents.

Field Commands and Field Ofices: DISA's three Field Commands and seven Field O fices are forward depl oyed and
co-located with the Conbatant Commands (USJFCOM USTRANSCOM, USSOUTHCOM USSOCOM, USCENTCOM USNORTHCOM
STRATCOM USEUCOV, USPACOM, CONUS). DI SA Field Commands and Offices provide a range of on-site support to
conbat ant commanders, to include tel ecommunications, command and control, and combat support to address
operational issues. DI SA has nade an i nvestnment of personnel and funds in Field Commands and Offices to ensure
the Agency is producing products and services needed for command and control forces to
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I. Description of Operations Financed: (continued)

di ssenm nate infornmati on and operate in a highly secure and interoperable environnment. DI SA also provides

advi ce, strategic and tactical planning support, guidance, and technical assistance in the planning, nanaging,
and i npl ementation of the DI SA's assigned portion of the Gobal Information Grid. The Field Ofices serve as a
|'i ai son between DI SA and the Conbat ant Comrander s/ Conponent Commanders on DI SA support issues and policies.
They ensure that issues identified by Commanders are resolved in a tinme-sensitive manner and function as the
focal point within DI SA for theater-unique requirenents. They nmaintain a proactive role with other Field

O fice/ Commands and Conbat ant Commander representatives, managing requirenments fromidentification to delivery
of DI SA services. 1In addition, DISA' s Continental U S. Regional Operations Support Center (CONUS RNOSC)
exercises centralized nanagenent of CONUS network operations and are responsible for the real-tinme operationa
direction, nmonitoring and control of the DI SN networks wi thin CONUS

Def ense Col | aboration Tools Suite (DCTS) gives Conmbatant Commands, Services, and Defense Agencies interoperable
col | aboration capability including voice and video conferencing, docunent and application sharing, instant
messagi ng, and whiteboard capability in support of planning and executing conbat operations. The ability to use
these tools to pull information and coll aborate across all domains fulfills the transformation goal that
effective operations will depend on the ability of DOD to share information and coll aborate externally and
internally. The enterprise collaboration managenent function supports oversight, collaboration liaisons to

ot her agencies, provides the DoD repository of approved coll aboration products, and prepares collaboration
pol i cy gui dance.

Net-Centric Enterprise Services (NCES) is a key DOD Gl G supporting infrastructure. It provides a comopn set of

i nteroperable information capabilities which will (1) support posting of data to shared spaces; (2) provide
users with the capability to pull whatever data they need, whenever they need it, fromwherever they are; and
(3) provide information assurance measures. NCES increases warfighter flexibility, inproves the quality and
tineliness of Department decision cycles, and enhances busi ness operations. Stove-piped departnent and/or
service-specific enterprise level |egacy prograns will be replaced by the consolidated infrastructure built upon
NCES capabilities. The end result will be the enterprise level integration of IT systens, in both the

war fi ghti ng and busi ness domains, in an interoperable, net-centric operating environnent.

NCES supports the Departnment’s transformation goals to achieve rapid decision superiority, streanline business
processes, conduct effective and discrimnate information operations, and provide a joint force operationa

pi cture. NCES transforns | egacy planning and execution capabilities into protected, web-based, real-tine

col I aborative business processes, including Joint and Coalition information exchanges across organi zationa
boundaries. It supports real-tinme battle managenent and operations by providing a user-defined operational view
of the battle nanagenent and operations by providing a user-defined operational view of the battle space via a
web browser. NCES neets the military requirenent to provide dramatically inproved situational awareness, robust
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I. Description of Operations Financed: (continued)

al erting, shortened decision cycles, and shared understanding. NCES capabilities, deployed on Defense networks,
provi de a consolidated, services-based IT infrastructure which reduces overall costs to deploy and naintain IT
systens supporting day-to-day business and warfighter operations. The NCES services-based architecture
elinmnates costly | egacy interfaces between disjointed, disparate, and stove-piped systens by providing a
conprehensi ve set of core enterprise services.

The Joint Staff Support Center (JSSC) conducts 24x7 watch/nonitor operations in the National MIlitary Conmand
Center (NMCC) for Comruni cations, Command, Control and Conputer systens, strategic threat operational warning,
and National Mlitary Joint Intelligence Center (NMJIIC) d obal Command and Control System operations. JSSC
provides the Joint Staff with software-applications support relating to operational capabilities in conventiona
and nucl ear planning and operations. JSSC also provides studio and renpte video and audi o recordings,

el ectroni c graphics, post production editing for training, informational, gun canera and battle damage
assessnment assistance, guidance for video tel econferencing networks and operations, and operation of the NMCC
secure cable television system

Il. Force Structure Summary:

C2 Transfornmation efforts includes joint application testing and infrastructure services that provide command
and control (global Conmand and Control SysteniJoint Command and Control), conbat support (d obal Conbat Support
System Net Centric Enterprise Services/Common Operating Environnment), infornation managenent (Information

Di ssem nati on Managenent, eBusiness)and security (C2 CGuard) capabilities for DOD. C2T funds provi de operation
and mai ntenance of testing facilities, IT equipnment maintenance and refresh, software licensing, and test
contractor support.

CAl FTW M ssi on Support includes DI SA-wide initiatives related to Application Services Managenent (ASM ;

fi nanci al nanagenent; personnel managenent; acquisition, logistics, and facilities support; and technica
integration and interoperability engineering services. The Chief Financial Executive/ Conptroller funds wll
provi de for salaries, operating expenses, and contracts related to accounting and financial support and PVA
initiatives. Funds pay for: (1) Defense Finance and Accounting Service (DFAS) services; (2) costs associated
wi th accounts payabl e support (which includes receiving, processing and filing DI SA vendor and intra-government
i nvoices/bills); (3) enhancenents to the DI SA Financial Managenent System database in support of agency
operations; (4) continuing inplenmentation of the Chief Financial Oficer Act to include preparation of annual
agency-w de financial statements; and (5) inplenentation of netrics associated with the agency's Performance
Contract and the Governnment Perfornmance Results Act. GPRA includes the creation of Activity Based Costing
nodel s for perfornmance budgeti ng.
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Il. Force Structure Summary: (conti nued)

The ACQ Directorate funding provides for salaries, operating expenses, and contracts in support of: acquisition
managenent for DI SA; operation of the DI SA headquarters conmpound; operation of National Capital Region (NCR)

|l eased facilities; rent associated with General Services Adninistration (GSA) |eases; |ogistics services

i ncl udi ng supply, transportation, and warehousing; and |ogistical support and oversight for worldw de property
accountability. In addition, funds will support ongoing Acquisition Planning Execution (APEX)

engi neering and Enterprise Business Mdernization (EBM activities. APEX is a web-based acquisition system
which allows customers of DISA' s large technical services contracts to prepare, route, monitor, and award task
order acquisition packages in a conpletely paperless fashion. APEX will be integrated with the Standard
Procurenment System and other acquisition and financial systens as they emerge fromthe EBM effort. EBM provides
ACQ managenent with metrics and services to assist in accelerating inplenentation of new processes and aut omat ed
applications throughout the directorate.

The Manpower, Personnel and Security (MPS) funds will provide for salaries, operating expenses, and contracts
for DI SA personnel supporting Strategi c Management of Human Capital and manpower staffing standards studies.

The out put of these functional elenents are Agency-w de personnel systens, visual information systens, and ulti-
medi a graphics connectivity, printing and reproduction as well as mail and travel support in the Nationa

Capital Region, and progranms to support the Human Resource activities that deliver DI SA products and services.
In addition, a strategic training effort will provide for conprehensive intern and student progranms; and

trai ning, education, and devel opnent specifically ained at giving the DISA-wide civilian and nmilitary conmunity
new skills required for a JV2020 workforce. Products/deliverables include centrally funded Agency training
prograns, an intern and co-op program and the Executive Leadership Devel opnent Program

Interoperability is achieved through the devel opment, adoption, specification, and enforcement of standards for
i nformati on technol ogy and tel econmuni cations. |Information technol ogy standards include standards for DOD Core
Enterprise Services, Conmunities of interest, and Information Transfer in support of the Combatant
Commander s/ Servi ces/ Agencies to ensure tinely informati on exchange and di sseni nati on.

Funds for the Field Ofices are used largely for personnel costs and other operating costs to DI SA on-site

|'i ai son/support/service to the Conbatant Comranders. Travel costs extend this contact down to the warfighter
when providi ng engi neering/technical assistance, contingency and exercise support, and perfornmance eval uati ons.
Funds for the Field Cormmands are the sanme as the Field Ofices plus providing in-theater 24X7 Net Ops nmanhagenent
and protection through the Central Regional Network Operations and Security Centers (RNOSC). Fundi ng supports
software applications relating to operational capabilities in conventional and nucl ear planning and operations.
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Il. Force Structure Summary: (conti nued)

DCTS funding supports installation, integration, and training for nore than 150 DCTS sites. The sustai nnent
efforts also provide a 24X7 hel p desk, software distribution services, hardware and software naintenance,
enterprise coll aboration services, deployable technical and systens adninistration support, and enterprise
software licenses. DCTS is evolving with increased Conbatant Conmand and Service requirenents and the FY 2004
budget supports the critical devel opnent essential to be responsive to the warfighter. DISAwll be able to add
needed sea-based capability and provide enterprise collaboration servers to support warfighters tenporarily

di spl aced fromtheir home base. The FY 2005 and outyear efforts focus on interoperability, network

optim zation, technol ogy insertion, and devel opnent and migration to enterprise collaboration services and
suites of standard approved tools that are acquired and operated by the respective Services, agencies, and
depart ments.

The NCES program has new start authority. The NCES is awaiting the selection of an alternative (fromthe

Anal ysis of Alternatives) at Ml estone A/IB in 2Q FY 2004. Operations financed through this funding beginning in
FY 2005 provides for |life-cycle support of NCES capabilities including operational support to custoners and
program managenent. Fielding for NCES Increnent 1 is scheduled for 2Q FY 2006. In FY 2004, NCES will begin the
transition of COE capabilities to a joint, net-centric environnment as part of NCES Increment 1. Beginning in FY
2007 and continuing through FY 2009, COE efforts will be limted to providing transition support to the 125
Prograns of Record which are the COE's custoner base. NCES will request realignment of Civilian and Mlitary
Payroll from COE to NCES. The Joint Staff Support Center (JSSC) provides continuous operations, naintenance,
coordination for all C2 systems, and conmunications, which support the Conbatant Conmanders, Chairnman, Joint
Chiefs of Staff, Joint Staff (JS), Unified Commanders, and National MIlitary Command Center (NMCC).

The JSSC fundi ng provi des personnel costs for the comuni cations watch teans within the National Mlitary

Conmmand Center, and the operation and mai ntenance of the Visual Recording Facility (VRF) for use by the
Chai rman, Joint Staff and other senior governnment officials.
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I'1l. Financial Summary ($ in Thousands):

A Subactivity G oup:

CAl FTW/ M ssi on Support

Field Commands/ Offices

JSSC

C2 Transformation

Def ense Col | aboration Tool Suite
Network Centric Enterprise Services

ok wNE

Tot al :

Suppl enmental included in Total
* includes FY 2003 ADNET Count erdrug
funds received in execution year only

B . Reconciliation Summary:
1. Baseline Funding

a) Congressional Adjustnents (Distributed)
b) Congressional Adjustnents (Undistributed)

c) Congressional Adjustments (Genera
d) Congressional Earnark
Appropriated Anmpunt

Approved Transfers

Pri ce Change

Program Changes

Current Estimte

IR e

DI SA

FY 2003 FY 2004 FY 2004 FY 2004 FY 2005
Presi dent's Appropriated Revised
Actual s Budget Anpunt Esti mat e Estimate
138, 301 123, 786 113, 140 122,563 119, 451
30, 416 27,530 22,096 28, 707 30, 579
3, 007 2,832 2, 757 2,757 2,912
384 3,332 1, 317 3,529 5,559
2,878 16, 835 11, 213 10, 957 16, 065
0 0 0 0 4,476
174, 986 174, 315 150, 523 168,513 179, 042
15, 525
Change Change
FY 2004/ FY 2004 FY 2004/ FY 2005
174, 315 168, 513
-6, 500 -
Provi si on) - 16, 654 -
-638 -
150, 523 -
17,990 -
- 3,117
- 7,412
168, 513 179, 042
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Reconciliation of |ncreases and Decreases:
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(Doll ars in Thousands)

FY 2004 President’s Budget
Congr essi onal adjustnments

1.

a.

b.
c.

d.

Di stributed Adjustnents

1) Excessive G owh

Gener al
1) Sec.
2) Sec.
3) Sec.

1) Sec.

Ear mar ks

Undi stri buted Adjustnents

Pr ovi si ons

8094 Prorate Prof Svcs

8101 Cost Gowth IT

8126 Prorate Mgnt Efficiencies

8044 Prorate |Indian Lands

FY 2004 Appropriated Anmount
Emer gency Suppl enent al

2.

5.

©® N

a.

Emer gency Suppl enental Fundi ng Carryover

b. FY 2004 Energency Suppl emental App. Act (P.L.108-106)
1) DCTS — On-site Tech Support; S/ W Maint.

2) RNOSC Augnent ees

3) Iraq Comm Backbone-Phase |1V Requirenents

3. Fact-of-Life Changes

a.

L

b.

Functional Transfers

1) Transfers In
a) Civilian Pay alignnment to actual manpower dist.
Basel i ne Fundi ng
4. Reprogrammings (requiring 1415 Actions)
Revi sed FY 2004 Estimate
ess: Enmergency Suppl emental Fundi ng
Normal i zed Current Estimate for FY 2004
Price Change
Functi onal
Ot her Transfers (non-Functional Transfers)
Program | ncr eases
a. Annualization of New FY 2004 Program

Transfers

One-Time FY 2005 Costs

c. Program Gowh in FY 2005
1) CA4I FTW — Regi onal Network Operations Support Center (RNOSC)- CONUS
wor kl oad continues to grow as a result of increased support to the
Conbat ant Command Field O fices.

DI SA

Total s
174, 315
-23,792

- 6,500

-1, 008
-15,091
- 555

- 638
150, 523

9,515

4,930
2,235
2, 350
17,990

17,990
178, 028

178, 028
-9, 515
168, 513
3,117

10, 683

1, 244
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C. Reconciliation of Increases and Decreases: (Doll ars in Thousands)
Total s

2) NCES - Funding for sustainment of Net Centric Enterprise
Services core enterprise services inplenmented in FY 2004. 4,476
3) Increase reflects the need to operate and nmintain an increased
nunber of Defense Col |l aboration Tool Suite sites in order to
support the warfighter. 4,963
10. Program Decreases -3,271
a. One-Tine FY 2005 Costs -
b. Program Decreases in FY 2005
1) C4I FTW — Program decrease funds a portion of the energent
Fact-of-life requirenents for world-wi de daily DI SA operati ons:

a) Growi ng physical security and specialized professional support. -1, 399
b) Decreased | evel of effort in support of the NETCOP. -1,872
FY 2005 Budget Request 179, 042

IV. Performance Criteria and Eval uation Summary:

C2 Transformation Initiative (C2T): Report the nunbers of segnent test successes and failures. Failure
information is provided to the engineers who then nake the decision whether or not to waive a segnent. Metrics
are also collected on the nunber of tests perfornmed and the tine it takes to performeach test. Program Manager
custoner satisfaction is nmeasured by increases/decreases throughput. Shortfalls in Program Manager expectations
are addressed by increasing capability and/or capacity, which is nore finite and | ess subjecti ve.

CAl FTW M ssi on Support: ACQ uses performance nmeasurenents to track both outputs and outcones. The principle
metrics used are:
Acqui sition Leadtinme: This nmetric is key to deternmi ning process inpedinents in the procurement process.
Wth Acquisition Planning Execution (APEX) engi neering support, the agency will have, for the first tine,
the ability to capture total acquisition |leadtinme, not just procurenment award |eadtine. The systemis
al so capabl e of providing a host of output related nmeasures in a nuch shorter tineframe than was
previ ously possible.
Interest Penalties and Di scounts Taken: Wth the deploynent of Wde-Area Wirkflow (WAWF), the Governnent
acceptance and paynent tinmeline will be significantly reduced. The result of this is fewer interest
penalties paid due to |late paynents and the ability to take advantage of early paynent discounts offered.
ACQ neasures both interest penalties and discounts taken agai nst the nunber of WAWF transactions.
Ent erpri se Busi ness Organi zati onal Resistance to Change: ACQ will periodically conduct |nplenentation
Hi story Assessnents to identify areas of resistance to change within ACQ as part of EBM
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IV. Performance Criteria and Eval uation Summary: (continued)

Sponsor Assessnment and an | ndividual Readi ness Assessnent: Sponsor Assessnents will be periodically
conducted to determ ne the level and type of conm tnment of key sponsors whose support is required for
successful inplenentation of EBMinitiatives. The results of the sponsor assessnment will identify

behavi ors the sponsor can use to show conm tnent.

The Chief Financial Executive/Conptroller’s ultinmate goal is to obtain an unqualified opinion on its financial
statenents. The tineline for acconplishing this goal is: FY 2004 - Qualified Audit Opinion; FY 2005 -
Unqual i fied Audit Opinion

The Manpower, Personnel, and Security Directorate perfornmance nmeasures provide:

1) highly-qualified personnel capable of perform ng current and future DI SA m ssions; 2) custoner-focused

organi zation that is effectively-led, anticipates requirenents, and naxinm zes its capabilities; 3) safe, secure,
and motivating environnent for DI SA enpl oyees; 3) automated environnment with accurate, tinely, valid, and
integrated data; 4) partnership with rmanagenment to provide innovative solutions, products, and services.

The intent of each Field Ofice/Commands is: (1) To be their customer's advocate to DI SA; (2) To advise and
assi st the custoner to carry out his mssion; and (3) To provide technical assistance and nmanagenent support in
pl anni ng, systens engineering, inplenentation in DI SA's core products and services. The performance is neasured
by the annual assessnment of Defense Agencies by the Joint Staff.

The Standards and Interoperability programis neasured by the ability to produce, pronulgate, inplenent, and

maei ntain standards and i nteroperability assessnments via supporting applications and processes. The prinmary
measure of effectiveness lies in the identification of standards early on in the devel opnent of information
systens (at M| estones A and B) leading to a successful interoperability test certification (at M| estone C
Tracking of this metric is an indicator of the successful devel opment, rel evance and inpl enentation of

i nformation technol ogy standards early on in a system s devel opmental process. As standards are devel oped they
are maintained in on-line support applications for accessibility and use throughout DOD. Metrics are nmintained
on overall uptime, application failures, user accessibility and trouble tickets. Additionally, nmetrics are

mai nt ai ned in nmeeting standards support application capability inprovenent target dates and baseline rel ease
dates to include overall speed of service and transaction tine.

The NCES Program Office activities support DISA Strategic Goals 1, 2, 3, and 5. Strategic Goal #1: “Provide
infrastructure which neets Warfighter’s requirenments to support effective joint operations.” Strategic Goal #2:
“Support easy sharing of high quality information to support DoD interoperability.” Strategic Coal #3:
“Informati on resources are secure.” Strategic Goal #5: “IT is used to maxi num advantage at |east cost to satisfy
custoners.”
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V. Personnel Summary:

(Act ual s) Change

FY 2003 FY 2004 FY 2005 FY 04/ FY 05

Mlitary End Strength Tot al 306 394 394 0
Oficer 99 156 156

Enlisted 207 238 238 0

Civilian End Strength Tot al 701 992 992 0

USDH 680 965 965 0

FNDH 0 0 0 0

FNI H 5 5 5 0

Rei nbur sabl e 16 22 22 0

MIlitary Workyears Total 306 394 394 0

Oficer 99 156 156 0

Enlisted 207 238 238 0

Civilian Wbrkyears Tot al 691 961 961 0

USDH 671 936 936 0

FNDH 0 0 0 0

FNI H 5 5 5 0

Rei nbur sabl e 15 20 20 0

DI SA
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671
673
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699
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912
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920
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932
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987
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989
999
9999

DEFENSE | NFORMATI ON SYSTEMS AGENCY

Operation and Mai nt enance,

Fi scal Year (FY) 2005 Budget

VI. PRI CE AND PROGRAM CHANGES ($ i n Thousands)
Executive, General and Special Schedul es

Wage Board

Benefits to Former Enpl oyees

Total Gvilian Personnel Conpensation

Travel of Persons

Total Travel

Conmmuni cations Services (DWCF) Tier 2

Def ense Fi nance and Accounting Services (DFAS)
Conmmuni cations Services (DWCF) Tier 1

Cost Rei nbursabl e Purchases

Total Purchases

Commerci al Transportation

Total Transportation

Rental Payments to GSA Leases (SLUC)
Purchased Wilities (non- DACF)

Pur chased Communi cati ons (non- DACF)

Rents (non- GSA)

Post al Services (USPS)

Supplies and Materials (non- DINCF)

Printing and Reproduction

Equi prent Operation and Mi ntenance by Contract
Facility Operation and Maintenance by Contract
Equi prent Pur chases (non- DACF)

Contract Consultants

Managenent and Prof essi onal Support Services
Engi neer i ng and Techni cal Services

Local | y Purchased Fuel (non-DWCF)

QG her Intra-governnental Purchases

QG her Contracts

Q her Costs

Total O her Purchases

Total Activity Goup

DI SA -

FY2003
Act ual

70, 717
160
500

71,377

4,503
4,503
171
8, 060
231
1,500
9, 962
231
231

16, 642
469
615
113
221

2,620
252
32,673
4,529
7,951
100
292
2,965
6
2,902

16, 256
307

88, 913

174,986

71

Def ense- Wde

Esti mat es
Activity 4: Adm nistration and Service-Wde Activities
Activity: Conbatant Comranders Support and Operations
Change FY2003/ FY2004

Price
Gow h

2,334
5
0
2,339

34

425

59

103

39

38
211

1,219
4, 765

Program

Gowth
15, 867
21
(500)
15, 388
(237)
(237)
802

(1, 665)
(231)
(1, 500)
(2,594)
160

160

(14, 214)
(73)
(23)
568

224

307

173
2,792
573

(4, 265)
(101)
(296)
(2,781)
(6)
(572)
(5, 950)
(311)
(23, 955)
(11, 238)

FY2004
Estinat e

88, 918
186

0

89, 104
4,325
4,325
973
7,540
0

0
8,513
394
394
2,711
402
600
682
445
2,961
428
35, 890
5,161
3,789

223

2,368
10, 517

66, 177
168, 513

Change FY2004/ FY2005

Price Program FY2005
Gowh Gowh Estinate

1,867 (3,198) 87, 587
4 2 192

0 0 0
1,871 (3, 196) 87,779
56 315 4,696
56 315 4,696
0 (79) 894
324 821 8, 685
0 0 0

0 0 0
324 742 9,579
5 (142) 257

5 (142) 257
41 (42) 2,710
5 (93) 314

8 (21) 587

9 8 699

0 6 451
38 160 3, 159
6 1 435
467 7,754 44,111
67 467 5, 695
49 (80) 3, 758
0 0 0

0 0 0

3 902 1,128

0 0 0
31 260 2, 659
137 371 11, 025
0 0 0

860 9, 694 76, 731
3,117 7,412 179, 042
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I. Description of Operations Financed:

This Activity includes DISA's work in the areas of Joint Testing, Spectrum Managenent and General Engi neering.

The initiatives included are Common Operating Environnment (COE); the Chief Technology Ofice (CTO); Defense
Spectrum O fice (DSO; and Joint Spectrum Center (JSC).

The Conmon Operating Environnment (COE): COE provides the foundation infrastructure to allow for interoperability
of conmmand and control systens and rel ated capabilities across the Departnent of Defense. The COE' s Common
Operational Picture is used to provide situational awareness to commanders at all echelons fromtactical to
strategic. Civilian personnel funding continues through FY 2009 to support COE custoners as they transition to
NCES. The CCE is nearing the end of its life cycle and is thus in a sustainnent node. The Assistant Secretary
of Defense, Network Information Integration (ASD-NIl) O fice has issued guidance to the mlitary departnents,
services, and defense agencies requiring that they prepare plans to transition legacy |IT systens, including
those based upon the Commmon Operating Environment, to the @obal Information Gid s joint, net-centric
environnment. As part of this transition, ASD-NII directed that DI SA prepare an Analysis of Alternatives for

G obal Information Grid Enterprise Services (A GES). That analysis will be delivered in 2Q FY 2004. It is
anticipated that one alternative will be chosen for inplenmentation by the Net Centric Enterprise Services (NCES)
program COE s 125 custoners are participating in the definition of requirenments and anal ysis of alternatives
for GG ES. Their participation will ensure that the transition to a net-centric environnment is fully
coordinated with and supported by their current and future IT investnents.

The Chi ef Technology O ficer (CTO), as the primary senior technical advisor to the Director DI SA is responsible
for ensuring the excellence and continued inprovenent of DI SA supplied technol ogy, recognizing opportunities to
i ncrease effectiveness, decrease cost, use existing capabilities for novel solutions, and to technologically
position the agency to address unforeseen requirenents. The purpose of these activities is to identify, create,
and i npl ement technol ogy to provide Conmbatant Commanders, Joint and Conbi ned Task Forces, Services, and DoD and
non- DoD agencies with a proven, superior and adaptable conmand and control capability. The CTO is supported by
interdisciplinary teams who identify, assess, evaluate, and denonstrate capabilities built from comercial and
governnment off-the-shelf technol ogies, services, and products. The enphasis of these efforts is to identify
cost-effective solutions for operational requirenments using both nmature and energi ng technol ogi es.

The Defense Spectrum Office's (DSO mission is to provide integrated strategies, policies, processes and

practices to achieve global spectrum access for national security obligations. DSOw Il primarily assist the

Deputy Assi stant Secretary of Defense for Spectrum Space, Sensors and Command, Control and Communi cations with:
| mproving El ectromagnetic (EM spectrum nanagenent and El ectronmagnectic, Environnental Effects (E3)
busi ness processes by institutionalizing a uniformand standard comon cost process that allows for
queries on the transfer, sale or auction of federal spectrum enhancing the current warfighter analysis
requi renents tool to allow for Conbatant Comrander contingency planning; updating spectrum supportability
roles and responsibilities throughout the spectrum managenent comunity; and enhanci ng acqui sition and
requi renents processes to assure spectrum access.

DI SA
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I. Description of Operations Financed: (continued)

I nproving EM spectrumutilization through technol ogical innovation by devel oping an emergi ng technol ogy
awar eness program and recomendi ng policies and strategies that support the effective and efficient
insertion of energing technol ogi es.

Pronmoti ng EM spectrum and E3 awareness and education through outreach progranms on spectrumrel ated

devel opnents anpbng the various organi zati ons perform ng, supporting or funding these devel opnents.
Advocating and defending DoD s EM spectrum needs in national and international EM spectrum foruns by
devel opi ng and executing realistic allocation/reallocation/ strategies; preparing DOD for the Wrld Radio
Conmmuni cati ons (WRC)-2007 Conference; and integrating enabling technology issues in national and
international policy devel opnent and execution

The result of these efforts is nore efficient and effective use of spectrum which is a prerequisite to neeting
the high bandwi dth requirenents supporting novenent of inmgery and intelligence as well as providing
col | aboration capabilities and shared situational awareness on the tactical battlefield.

The Joint Spectrum Center (JSC) ensures that DOD nekes effective use of the el ectronmagnetic spectrumin support
of national security and mlitary objectives. The JSC serves as the DOD technical center of excellence for

el ectromagnetic spectrummatters and is tasked to ensure DOD systens and equi pnment function w thout suffering or
causi ng unaccept abl e performance degradati on due to E3 or inadequate spectrum planni ng. Wthout proper spectrum
pl anni ng and E3 assessnents, weapons systens can be designed utilizing portions of the el ectronmagnetic spectrum
that are not designated for military use. This can lead to unintended interference between that systemand a
comercial systemlicensed to use the sane frequency which could result in operational constraints, or expensive
redesi gn of the weapon system Joint and coalition forces have increased the need for E3 anal yses to ensure the
safety of personnel and equiprment, and the reliability of ordnance.

1. Force Structure Sunmary:

In FY 2004, NCES will begin the transition of COE capabilities to a joint, net-centric environnent as part of
NCES Increment 1. Beginning in FY 2007 and continuing through FY 2009, COE efforts will be linmted to providing
transition support to the 125 Programs of record which are the COE's custoner base. During the transition to a
net-centric environnment, COE custoner requirenments for CCE sustainment services, including mssion critica
operational support, will continue. These requirenents include cross-program inter-service/inter-agency support
for resolution of critical engineering issues, information assurance vulnerability analysis (l1AVA), and conputer
i nci dent emergency response. Ot her services provided by the project office include trouble shooting, integration
and testing support, patch releases for critical software failures, information assurance/conputer security

i ntegration support, software configuration managenment, and software asset distribution services.

DI SA
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Il. Force Structure Sunmary: (continued)

The CTO s permanent staff is augnmented by conpetitively selected high-perform ng nenbers of the DI SA technica
staff serving six-nmonth rotational assignnents on the “D-Force.” The CTO s permanent staff provides the

| eadership for cross-program quick response projects to identify, assess, and eval uate energi ng technol ogi es.
It also provides structured, on-the-job training to D-Force nenbers. The CTO s staff and the D-Force forma
flexible and agile interdisciplinary team which engages in quick response efforts to carry out the m ssion of
the CTO. Wth support fromthe D-Force, the CTO s staff designs and engages in analytical studies of
technologies. It also devel ops and denonstrates “proof of concept” prototypes using conmercial and gover nnent
of f-the-shel f products and services in a fast-paced, quick response environnent.

The DSO wi Il investigate and exploit new methods of using and managi ng spectrumefficiently. To achieve this
end, requires synergy anong the players (DOD, FCC, Congress, |ndustry and Academ a) and research and devel opnent
of technol ogies, tools and policy to support efficient and uni npeded use of spectrumand nitigation of risks to
warfighters. Shifting priorities, fluid market conditions, technol ogical advances, the political climte, and
national security issues all have a bearing on the DSO s ability to neet the Departnment's goals. The DSO wil |
focus on:

Nat i onal Advanced W rel ess System Decision. Provide DI SA and DOD an anal ysis that includes validation of

DOD requirenents; an assessnent of the business plan/consunmer demand and willingness to pay for the

services; plus a description of the use of existing and avail able spectrum for these services.

I npl emrent ati on of the approved DOD El ectronagneti c Spectrum Managenent Strategic Plan which sets forth

DOD' s plan for the efficient use and managenent of spectrum through 2020.

Warfi ghter Spectrum Requirenents Analysis Tool Il - Followon effort includes: evolutionary changes based

on requested i nprovenents; expanded equi pnent section to include recent and projected programs and systens

and continue to examne links to other service-devel oped systens.

Spectrum Supportability - Overhaul of the spectrumcertification process. Adequate and coordi nated DOD

position preparation for WRC- 2007.

I nternational Tel ecomunications Union (ITU) WRC-2007 and Beyond - Coordi nated DOD preparation; NI policy

vs. not hing; adequate resources.

Nat i onal Spectrum Strategies - Devel opnent/inplenentati on of a DOD spectrum strategy and foundation for a

nati onal spectrum strategy.

JSC fulfills its mssion by providing a nyriad of products and services such as: operational support to the

war fi ghter; electromagnetic spectruminformation systens and anal ytical tools for DOD Conponents and Feder al
Agenci es; and el ectromagneti c anal yses and assessnments for DOD Conponents, Federal Agencies and, when in the
interest of national security, private industry. JSC utilizes operations and mai ntenance funds to popul ate and
mai nt ai n extensi ve EM envi ronmental and equi pnment characteristics databases, software progranms and nodel s.
These dat abases and tools provide the technical foundation for all analysis perfornmed by JSC and, for exanple,
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Force Structure Summary: (conti nued)

11 million frequency assignnents,

17,000 ordnance pl atfornms,

JSC al so provides highly qualified frequency nmanagers to deploy during contingencies in support of
Conbat ant Commands and Joi nt Task Force Conmanders.
frequency interference (including Hazards of Electronagnetic Radiation to Ordnance (HERO,

JSC depl oys technical

Spect rum Managenent and Engi neeri ng

and over 73,000 tactical equipnent
experts to anal yze incidents of

Fuel s (HERF), and

FY 2004 FY 2004 FY 2004 FY 2005

Presi dent's Appropri ated Revi sed

Personnel (HERP)), deternine causes, and reconmend nethods of resol ution.
I'll. Financial Summary ($ in Thousands):
FY 2003
A Subactivity G oup: Act ual s
1. Common Operating Environnment 24,296
2. Joint Spectrum Center 13,548
3. Defense Spectrum O fice 12,531
Tot al 50, 375
Suppl erental i ncluded in Total: 24

.Reconciliation Summary:

1. Basel i ne Funding
a) Congressiona
b) Congressiona

Adj ustnents (Distributed)
Adj ustnents (Undi stri buted)
c) Congressional Adjustnents (General Provision)
d) Congressional Earnmark
Appropri ated Anmount
Approved Transfers
Pri ce Change
Pr ogr am Changes
Current Estimates

oUukwn

DI SA

Budget Anount Esti mate Estinate
18, 795 18,280 18,475 13,477
13, 705 13,640 13,414 14,152

9, 409 8, 504 8,740 10,215
41, 909 40,424 40,629 37,844
Change Change
FY 2004/ FY 2004 FY 2004/ FY 2005
41, 909 40, 629
-1, 485 -
40, 424 -
205 -
- 637
- -3,422
40, 629 37,844
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Joi nt Test,

C. Reconciliation of |Increases and Decreases:

FY 2004 President’s Budget

1. Congressional adjustnents
a. Distributed Adjustnents
b. Undistributed Adjustnents
c. Ceneral Provisions

1) Sec. 8094 Prorate Prof Svcs

2) Sec. 8101 Cost Gowh IT

3) Sec. 8126 Prorate Mgmt Efficiencies

d. Earmarks
FY 2004 Appropriated Ampunt
2. Emergency Suppl enment al
3. Fact-of-Life Changes
a. Functional Transfers
1) Transfers In

a) Civilian Pay alignnment to actual

Basel i ne Fundi ng

4. Reprogrammings (requiring 1415 Actions)

Revi sed FY 2004 Estinmte

5. Less: Energency Suppl enmental Funding
Norrmal i zed Current Estimate for FY 2004

Pri ce Change

Functional Transfers

Ot her Transfers (non-Functional
Program | ncr eases

©CoNo

Transfers)

Annual i zati on of New FY 2004 Program

One-Time FY 2005 Costs
Program Growth in FY 2005

(FY) 2005 Budget Estimates

Spect rum Managenent and Engi neeri ng

(Dol lars in Thousands)

manpower distribution.

1) Contract support for increasing DSO JSC requirenents.

10. Program Decreases
a. One-Time FY 2005 Costs
b. Program Decreases in FY 2005

1) Joint Test and Eng. — Sustainnent of COE capabilities to NCES.

FY 2005 Budget Request

DI SA

Total s

41, 909

-1, 485
- 445
- 840
- 200

40, 424

205

205
40, 629

40, 629

40, 629
637

1,884

1,884
-5, 306

-5, 306
37, 844
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V. Performance Criteria and Eval uati on Sunmary:

COE's netrics include:
I nformati on Assurance Vulnerability Alerts (1 AVA) are responded to on-tinme. (95%

Software Troubl e Reports are responded to at negotiated service levels (as neasured by tinme to cl ose
tickets). (90%

The CTO s efforts support DI SA Strategic Goals through Strategic Goals 1 through 5.

#1. “Provide infrastructure which neets Warfighter’s requirenments to support effective joint operations.”
#2: “Support easy sharing of high quality information to support DoD interoperability.”
#3: “Information resources are secure.”
#4: “Personnel are available, well qualified, and able to inprove their professional skills.”
#5: “IT is used to maxi mum advantage at | east cost to satisfy custonmers.”
CTO s netrics include:
Ten D-Force Menbers will conplete their six-nonth rotational assignnent including presentation /
dermonstration of their project to the DI SA Vice Director. (100%
CTO staff will conplete technol ogy assessnments / denonstrations in accordance with the cost, schedule, and

performance requirenents as negotiated with the sponsor and/or custoner. (90%

DSO s goal is to develop and execute realistic allocation/reallocation strategies to ensure balanced utilization
of spectrum anmong national security, public safety and national econom c opportunities. Position DOD to respond
to international spectrum managenent issues; propose actions necessary to enhance DOD s gl obal access to the
spectrum for current and future use. Leverage enabling technol ogy to ensure spectrum nanagenent policies and
procedures do not inhibit the use of energing spectrum dependent technol ogies having mlitary val ue.

JSC s goal is to fulfill all requests to assist the Conbatant Commanders and Joint Task Force Conmanders on

oper ational spectrum managenent matters during contingencies and operations, responding within 24 hours. The
JSC' s goal for spectrum nanagenment information systems and tools is to continue inproving DoD frequency
assignment and spectrumcertification data quality (accuracy, conpleteness, and currency), data maintenance
efficiency, and data accessibility each year. JSC is devel oping a Database Transformation Plan to migrate data
to more efficient servers, expand data sources, inprove custonmer access to information and to reduce out-year

mai nt enance costs. Additionally, the Joint Staff has tasked JSC to devel op docunentation for a suite of tools to
manage future spectrumissues as the DOD transforns.

DI SA
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Activity:

V. Per sonnel Summary:

Mlitary End Strength Total
Oficer
Enli sted

Civilian End Strength Tot al
USDH
FNDH
FNI H
Rei mbur sabl e

Mlitary Wrkyears Tota
Oficer
Enli sted

Civilian Wrkyears Tota
USDH
FNDH
FNI H
Rei mbur sabl e

DEFENSE | NFORMATI ON SYSTEMS AGENCY

Operation and Mai nt enance,

Fi scal Year (FY) 2005 Budget

Def ense- W de

Esti mat es

Joint Test, Spectrum Managenent and Engi neeri ng

(Actual s)
FY 2003

25
19

238

238

25

19

197
197

DI SA

FY 2004

22
15

81

73

22

15

79
72

FY 2005

22
15

81

73

22

15

79
72

Change

FY 04/ FY 05

O O O O o o

o

o

O O O O o



Vi .
101
103
106
199
308
399
671
673
677
699
771
799
912
913
914
917
920
922
923
925
934
987
989
999
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PRI CE AND PROGRAM CHANGES ($ in Thousands)
Executive, General and Special Schedul es
Wage Board

Benefits to Forner Enployees

Total Civilian Personnel Conpensation
Travel of Persons

Total Travel

Conmuni cati ons Services(DWCF) Tier 2

Def ense Finance and Accounting Services (DFAS)
Conmuni cations Services (DWCF) Tier 1
Total Purchases

Commerci al Transportation

Total Transportation

Rental Payments to GSA Leases (SLUC)
Purchased Uilities (non-DWCF)

Pur chased Communi cati ons (non- DWCF)

Postal Services (USPS)

Supplies and Materials (non-DWCF)

FY2003 Price Program

Actual G owth

12, 601
1

86

12, 688
752
752
120
338

23

481

3

3

0

2

12

16

40

Equi pnent Operation and Miintenance by Contract 13,678

Facility Operation and Mi ntenance by Contract
Equi prrent Pur chases (non- DWCF)

Engi neering and Technical Services

Ot her Intra-governnmental Purchases

Ot her Contracts

Total O her Purchases

9999 Total Activity G oup

26

528
2,479
1, 053
18, 617
36, 451
50, 375

DI SA

416 (1,032)
0 (1)
0 (86)
416 (1,119)
10 (173)
10 (173)
0 2
48 (46)
0 (23)
48 (67)
0 (3)
0 (3)
0 2,106
0 (2)
0 23
0 1
1 8
178 (6, 787)
0 847
7 410
32 (1,851)
14 643
242 (4, 730)
474 (9, 332)

948 (10, 694)

Change FY2003/ FY2004

FY2004 Price Program
GowhEstimate Gowmh Gowh Estimate

11, 985
0

0

11, 985
589
589
122
340

462

2,106
0

35

17

49
7,069
873
945
660
1,710
14,129
27,593
40, 629

252
0
0
252

92
11
12
9
22
184
363
637

121
0

0
121
19
19
(17)
(6)

(23)

(65)

0

16

1

13

(5, 325)
15

28

436

10
1,331
(3, 540)
(3, 422)

Change FY2004/ FY2005

FY2005

12, 358
0

0

12, 358
616
616
105
349

454

2,073
0

51

18

63

1, 836
899
985
1,105
1,742
15, 644
24,416
37, 844
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l. Description of Operations Financed:

The Conbat Support/El ectronic Commerce Activity group consists of three subactivities: the dobal Combat
Support System (GCSS), the DI SA Continuity of Operations and Test Facility (DCTF), and El ectronic Commerce (EC).

G obal Conbat Support System GCSS is an initiative that provides end-to-end information interoperability across
and between conbat support functions and conmand and control functions. GCSS, in conjunction with other G oba
Information Gid (G G elenments including dobal Command and Control System d obal Command and Control System
Def ense I nformation System Network, Defense Message System Defense Enterprise Computing Centers — Detachnents
(DECC-D), and Conbat ant Commands/ Servi ce/ Agencies information architectures, will provide the information
technol ogy capabilities required to nove and sustain joint forces throughout the spectrumof mlitary
oper ati ons.

Per Chairman of the Joint Chiefs of Staff Instruction (CICSI) 6723.01, within the GCSS Family of Systens (FOS),
DISA is responsible for two main efforts. The first is System Architecture and Engi neering for the GCSS FOS and
the second is for devel opnent, integration, fielding, and operation and mai ntenance of G obal Conbat Support
System ( Conbat ant Commands/ Joi nt Task Force) (GCSS (CC/JTF)). GCSS (CC/JTF) provides Conmbat Support situationa
awareness to the joint warfighter by integrating CS information into the Command and Control (C2) environnment
and comruni cati ons between the forward depl oyed el ements and the sustaining bases, ultimately resulting in

signi ficant enhancenent of conmbat support to the joint warfighter and increased access to infornation as well as
the integration of information across conmbat support functional areas. GCSS (CCJTF) is fielded as a GCCS

nm ssion application providing decision makers with conbat support data, and conmand and control infornation on
the sane workstation. GCSS (CC/JTF) uses web-based technology to neet the Focused Logistics tenets of Joint

Vi sion 2020 and inplenents the vision of Network Centric Warfare.

DI SA Continuity of Operations and Test Facility: DCTF s mssion is to provide a know edgeabl e, responsive
wor kforce with flexible enterprise, network, mainfrane, and client- server environnments to support DI SA s

transformation in net-centricity, Conmand and Control, Conbat Support, and several Comrunities of Interest
(ca).

EBusi ness: DOD Directive 8190.2 states that the DOD Chief Information Oficer (ClO shall provide direction and
oversight to the Departnment’s El ectronic Business/El ectronic Cormerce (EB/EC) effort. Working under the DOD

ClO s direction and oversight, DI SA's eBusiness efforts support, facilitate and accelerate the application of
paperl| ess el ectroni c business practices and associated information technol ogies to i nprove and enhance DOD s
busi ness processes. Initial efforts focused on inplenmenting eBusi ness applications to support the paperless
contracting life cycle, including developing an infrastructure and architecture to support el ectronic business.
The ebusiness vision is to develop, inplenent and sustain conmon enterprise-wi de solutions that support
strategic informati on exchange in the DOD narket pl ace.

DI SA
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l. Description of Operations Financed: (continued)

EBusi ness delivers applications which provide users the capabilities to reengi neer their business processes,
meki ng them nore efficient, |ess paper intensive and allow ng functional business owners to migrate from nmanua
processes to nore efficient eBusiness solutions. The DOD is constantly pursuing ways to inprove and increase
the use of eBusiness practices and processes throughout the Departnment in order to work nore effectively and
efficiently in nmeeting its operational mnission requirements.

1. Force Structure Sunmary:

In FY 2005, GCSS (CC JTF) will use O&M funding to naintain and support fielded capabilities at the Conbatant
Commands and supporting Conponent Headquarters. This includes providing systemupgrades and rapid fixes to the
Conmbat ant Commands i n support of current operations, e.g Operation Enduring Freedom and the d obal War on
Terrorism |In addition, O&M funding will be used for hel pdesk and probl em resol ution support, renote system

adm ni stration, hardware and software |licenses and mai ntenance. O&M funding will also provide onsite
functional and technical support to assist users with new capability increments provided by GCSS (CC/JTF) and to
support exercises and denonstrations as directed by the Joint Staff. DCTF | everages |IT resources and workforce
capabilities to performsecurity, stress and integration testing of DoD software systens; and to verify
conmpliance of C2 systens and prototypes with DoD/ Dl SA standards; to provide a continuity of operations, back-up,
and recovery capability.

As part of a restructuring of eBusiness that began in FY 2004 and continues in FY 2005, procurenent resources
have been realigned to O&M to support the sustainnent of eBusiness applications. eBusiness has severa
operational applications/infrastructures supporting the paperless contracting life cycle, including:
- Electronic Docunent Access (EDA), a web-based application providing on-line access of post award
contractual docunents, paynent vouchers, and governnment bills of |ading
Central Contractor Registration (CCR), a web-based systemthat is the primary repository for vendor data
required in order for vendors to conduct business with the DOD. CCR has becone part of the Federa
eGovernnent integrated acquisition environnment initiative for deploynent across the Federal CGovernment
under the business partner network unbrella.
W de Area Work Fl ow (WAWF) —Recei pts and Acceptance, allows vendors to create electronic i nvoi ces and
receiving reports. WAWF creates a virtual folder that enables the vendor, the receiver, and the bill payer
to work together to ensure pronpt paynment of vendor invoices.
Def ense El ectroni ¢ Busi ness Exchange (DEBX), an infrastructure provides translation and transportation of
transaction sets anong | egacy and new systens that need to interface with each other, enabling
interoperability anpbng these systems; conbi nes gateway and network entry point functions into a single
environment; and provides an enhanced audit trail of transactions to ensure end-to-end reliability and
audi bility.

DI SA
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1. Force Structure Sunmary: (continued)

Federal Technical Data Solutions (FedTeDS) part of the Federal eGovernnent |Integrated Acquisition
Environment initiative for the Federal Governnment that allows authorized users to access sensitive
procurenent information. FedTeDS provides continued operational maintenance/ updates/support of FedTeDS

dat abase, FedTeDS. gov honepage, web
regi stration and search pages, FedTeDS tools dissenination nethods, configuration nanagenent, custoner

relations, etc. for vendor/ Governnent use.

I'll. Financial Summary ($in Thousands): FY 2004 FY 2004 FY 2004
FY 2003 President's Appropriated Revised FY 2005
A Subactivity G oup: Actual s Budget Anpunt Estimate Estimate
1. GCsS 13,670 11, 629 10, 818 10, 970 12, 295
2. DCTF- COOP 12,198 11, 611 11, 080 12, 483 13, 852
3. Electronic Commerce 14, 631 14,082 14, 080 13,784 18, 824
Tot al : 40, 499 37, 322 35,978 37, 237 44,971
Change Change
FY 2004/ FY 2004 FY 2004/ FY 2005
B. Reconciliation Sumary:
1. Baseline Funding 37, 322 37, 237
a) Congressional Adjustments (Distributed) -500 -
b) Congressional Adjustments (Undistributed) - -
c) Congressional Adjustnments (General Provision) - 844 -
d) Congressional Earmark - -
2. Appropriated Anpunt 35,978 -
3. Approved Transfers 1, 259 4,588
4. Price Change - 617
5. Program Changes - 2,529
6. Current Estinmates 37, 237 44,971
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C. Reconciliation of |Increases and Decreases: (Dol lars in Thousands)

FY 2004 President’s Budget 37, 322

1. Congressional adjustnents -1, 344
a. Distributed Adjustnments

1) Excessive Gowh -500

b. Undistributed Adjustnents -
c. General Provisions

1) Sec. 8094 Prorate Prof Svcs -

2) Sec. 8101 Cost Growmth IT - 750

3) Sec. 8126 Prorate Mynt Efficiencies - 94
d. Earnmarks -
FY 2004 Appropriated Anmpount 35, 978

2. Enmergency Suppl enent a
a. Emergency Suppl enental Funding Carryover -
b. FY 2004 Energency Suppl enental App. Act (P.L.108-106) -
3. Fact-of-Life Changes 1, 259
a. Functional Transfers (internal)
1) Transfers In

a)Civilian Pay alignnent to actual manpower di st 1, 259
Basel i ne Fundi ng 37, 237
4. Reprogramm ngs (requiring 1415 Actions) -
Revi sed FY 2004 Estimate 37, 237
5. Less: Energency Suppl enental Funding -
Normal i zed Current Estimate for FY 2004 37, 237
6. Price Change 617
7. Functional Transfers -
8. Other Transfers (non-Functional Transfers) 4,588
a. Transfers In
1) EBusiness — Transfer of PROC to inplenent eGov initiatives. 4,588
b. Transfers Qut
9. Program I ncreases 2,529

a. Annualization of New FY 2004 Program -
b. One-Time FY 2005 Costs -

c. Program Gowth in FY 2005: DCTF — Reflects increased costs for utilities
and facility operations; and required system S/ W upgr ades. 2,529

10. Program Decreases

a. One-Time FY 2005 Costs -
b. Program Decreases in FY 2005 -
FY 2005 Budget Request 44,971
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Fi scal Year (FY) 2005 Budget Esti mates
Activity 4: Adm nistration and Service-Wde Activities
Activity: Conbat Support and El ectronic Conmerce

V. Performance Criteria and Eval uati on Summary:

During FY 2005, in accordance with DI SA's perfornmance contract, GCSS (CC/JTF) will field capabilities that

i npl enent Joint Staff validated, approved and prioritized functional requirenents contained in the GCSS (CC/ JTF)
Phase 6 Requirenents Identification Docunent and translated into technical solutions with approved
cost/schedul e/ perfornance paraneters. In addition, GCSS (CC/JTF) will undertake devel opnent, integration
testing and fielding of capabilities within an approved capability increment plan. New capabilities include
deci si on support tools and integration of additional data sources and federated applications.

In FY 2005, the Conponent Acquisition Executive/ M| estone Decision Authority will provide GCSS (CC JTF) with a
M | estone B/ C Decision for Phase 6 and provide fielding decisions per capability increnent. Capability
increnments will be fielded to existing fielded sites to include CENTCOM the NMCC, EUCOV, SOCOM SOUTHCOM

PACOM STRATCOM TRANSCOM, NORTHCOM and JFCOM  GCSS (CC/ JTF) Phase 6 capability increnents will provide users
wi th enhanced capability by providing access to additional conmbat support data sources and federated
applications. Single Sign On capability will enabl e ubiquitous access by users to GCSS (CC/JTF). This in turn
mnimzes time spent by users accessing disparate data sources by reducing the nunber of interfaces required to
conpl ete day to day operations and/or support current operations. GCSS (CC/JTF) acconplishes this through a
Netcentric vision, by providing integrated nechanisns (e.g. GCSS Portal and single sign on) for accessing conbat
support dat a.

The DCTF reports the nunbers of segnent test successes and failures. Failure infornation is provided to the
engi neers who then nmeke the deci sion whether or not to waive a segnent. Metrics are also collected on the
nunber of tests perforned and the tine it takes to performeach test. Program Manager custoner satisfaction is
measured by increases/decreases in DCTF capability and/or capacity, which is nore finite and | ess subjecti ve.
The DCTF will continue its mssion of providing mainframe and nmid-tier COOP support to Conputing Services into
FY 05 (and beyond if required). The DCTF will exercise this capability to nmitigate disasters and quickly
recover to insure effective continuation of DFAS, DLA, etc., essential functions, production and services.

I n supporting the pre-production/devel opnent phase of DI A prograns and DoD Conmunities of Interest (COs), the
DCTF configures, perforns, and reports results of tests and evaluations to the cogni zant PM and system engi neer.
The DCTF captures the nunmber of test failures and this is provided to the engi neers who make the decision to
field an application. Metrics are also collected on the nunmber of tests perforned and the tine it takes to
perform each test. The DCTF neasures increases/decreases in throughput to assess capacity and/or capability.

El ectroni c Busi ness/El ectronic Commerce performance will be neasured by 1) the progression transitioning from
paper to paperless (i.e. how nmuch paper bought, nunbers of printers, percentage of paynments paid electronically,
etc.); 2) how El ectronic Business/El ectronic Conmerce (EB/EC) inpacts established business processes (i.e.
measures of lead tinme for business processes, reduction in cycle time, response tine for user requests, cost
reduction in personnel, nunber and percentage of manual transactions in all functional business areas, etc.);
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Activity 4: Adm nistration and Service-Wde Activities
Activity: Conbat Support and El ectronic Conmerce

V. Performance Criteria and Eval uati on Summary: (continued)

3) how we use new EB/ EC enabling technologies and infrastructures (i.e., utilize RO-like nmetrics as a

measur enent gui de, DEBX nunber of transactions and purchase anbunts, capacity, availability, speed of service
and reliability of EB/EC infrastructure, percentage of business conducted by non CCR contractors, nunber of
vendors accessing EDA, nunber of systems using PKI, etc.); and 4) use custoner-driven perfornmance neasures, such
as surveys.

Actual s Change
V. Per sonnel Summary: FY 2003 FY 2004 FY 2005 FY 04/ FY 05
Mlitary End Strength Total 9 16 16 0
Oficer 8 16 16 0
Enli sted 1 0 0 0
Civilian End Strength Tot al 200 152 152 0
USDH 200 152 152 0
FNDH 0 0 0 0
FNI H 0 0 0 0
Rei mbur sabl e 0 0 0 0
MIlitary Wrkyears Tot al 9 16 16 0
Oficer 8 16 16 0
Enli st ed 1 0 0 0
Civilian Wrkyears Tot al 195 147 147 0
USDH 195 147 147 0
FNDH 0 0 0 0
FNI H 0 0 0 0
Rei mbur sabl e 0 0 0 0

DI SA



VI. PRI CE AND PROGRAM CHANGES ($ i n Thousands)
Executive, Ceneral and Special Schedul es

101
103
106
199
308
399
671
677
699
771
799
912
913
914
920

922

923
925
931

932
934
987
989
999
9999

DEFENSE | NFORVATI ON SYSTEMS AGENCY
Operation and Mai nt enance,
Fi scal Year

Wage Board

Benefits to Forner Enpl oyees

Total Civilian Personnel Conpensation
Travel of Persons

Total Travel

Communi cati ons Services(DWCF) Tier 2
Communi cations Services (DWF) Tier 1
Total Purchases

Commer ci al Transportation

Total Transportation

Rental Paynents to GSA Leases (SLUQ)
Purchased Wilities (non-DWCF)

Pur chased Conmuni cati ons (non- DWCF)
Suppl i es and Materials (non- DWCF)

Equi prent Operation and Mi ntenance by
Contr act

Facility Operation and Mintenance by
Contr act

Equi prent Pur chases (non- DWCF)
Contract Consultants

Managenent and Prof essi onal Support
Servi ces

Engi neering and Technical Services
CQ her Intra-governnmental Purchases
O her Contracts

Total O her Purchases

Total Activity G oup

Def ense- W de

(FY) 2005 Budget Esti mates

Activity 4: Adm nistration and Service-Wde Activities
Activity: Conbat Support and El ectronic Conmerce

Change FY2003/ FY2004

FY2003 Price
Act ual Gowh
14, 906 492
52 2

103 0
15, 061 494
351 5
351 5

30 0

257 0
287 0

1 0

1 0

1 0

505 7
266 3
138 2
18, 937 246
2,657 35
1,538 20
8 0

13 0

226 3
446 6

64 1
24,799 323
40, 499 822

DI SA

Program

G owth
1, 302
(54)
(103)
1, 145
9

9

0
(257)
(257)
(1)
(1)
(1)
(11)
(259)
(12)

(2, 895)

(1,173)
(531)
(8)

166
(229)
(199)

172

(4, 980)

(4, 084)

FY2004

Estimate

16, 700
0

0

16, 700
365
365

30

30

o

501
10
128

16, 288

1, 519
1, 027

179

0

253
237

20, 142
37, 237

Change FY2004/ FY2005

Price
G owt h

351
0
0
351

N O NO OO O O o U’

212

20
13

o

W wonN

262
617

Program

Gowh
167

0

0

167

34

34

(2)

(2)

(68)
(10)
125

6, 359

172
(3)

(3)

341
6,917
7,117

FY2005
Estimate

17, 218
0

0

17, 218
404
404

28

28

o

440

255

22, 859

1,711
1, 037

178

260
581

27,321
44,971
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Fi scal Year (FY) 2005 Budget Esti nates
Activity 4: Administration and Service-Wde Activities
Activity: DOD Information Services

l. Description of Operations Financed:

The DOD I nformation Services Activity G oup supports DI SA by providing oversight, policy, and customer service
for information systens in order to respond quickly and effectively to changes in technol ogy, environment, and
requi renents. The subactivity group, Information Technology (IT) Services, has four goals that principally
support the overall DI SA goal of high quality information sharing and interoperability within DOD: (1) ensuring
there is a comon infrastructure and nechani smfor electronically and readily distributing informtion assets to
DOD users; (2) providing customer support to the worl dwi de Defense Information Systens Network (DI SANet) as an
integral part of the DI SA information systems (DI SA-1S), including data, video, and voice; (3) devel oping and
inplementing IT policy; and (4) creating the environnent for agency transfornmation.

The Chief Information Officer (CIO directs IT policy devel opnent and pronulgation in DI SA and provi des Agency
oversight for IT systens. The ClIO | eads the Agency in devel oping enterprise architecture and internal IT
Enterprise applications; conducting IT capital investment planning, naintaining records nanagenent, and
reviewi ng informati on assurance to include the accreditation of DI SA information systens. ClOis also
responsi bl e for |eading, advising, and facilitating the transformation of DI SA into a know edge- enabl ed,
process-oriented, and custoner-focused organization

Knowl edge Managenent (KM is both a DI SA transformation initiative and a Governnent-wide initiative related to

t he managenent of human capital. The President’s Managenent Agenda in FY 2002 required organizations to “..adopt
i nformation technol ogy systens to capture some of the know edge and skills of retiring enployees.” KMis a DI SA
transfornmation initiative that will help generate, capture, integrate, and dissem nate information and know edge

that is relevant to DISA's nmission. The DISA KM Programis supported by a formal managenent structure and a set
of interrelated initiatives that are supported by senior |eadership and are being actively pursued.

DISA I T Services include technical engineering, software applications support, network nonitoring and
managenent, and infrastructure support for the DIl Asset Distribution System (DADS), Joint Defense Information
Infrastructure Control System Deployed (JDIICS-D), and Enterprise Software Licensing.

DADS is a web based software distribution architecture that provides a common infrastructure and nmechani sm for
electronically and readily distributing Gobal Information Gid information assets to DoD users. DADS provides
gl obal access to the Common Operating Environnent, G obal Command and Control System Army Conmon Operating
Environment, Air Force Conmon Operating Environnment, Conposite Health Care System and Information Security
software rel eases. DADS is used at over 60 sites worl dwi de.

The JDI I CS-D project provides a network managenment capability for depl oyed Defense Information System Network

(DISN), including network nmonitoring, managenment, and trouble ticketing for the DI SN Depl oyed Bl ock and supports
t he Conbatant Conmanders Joi nt Task Force and Conponent Conmanders in deliberate/crisis action planning and

DI SA
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Activity: DOD Information Services

l. Description of Operations Financed: (continued)

contingency exercise execution. JDIICS-Dis an integrated suite of state-of-the-art COTS software and COTS
tools. A total of 41 JDIICS-D systens are fielded and under the jurisdiction of the Conbatant Commanders.

Enterprise Software Licensing includes a large, nulti-user license for Oracle database software. Effort

i ncludes requirements determnination, contract award, contract adm nistration, software distribution, maintenance
of data on software |icense usage, and inventory of all associated software.

Il. Force Structure Summary:

The Cl O operates and maintains DI SA's Information Systens Center, including automated infornmation networks,
nmessage centers, voice (tel ephone) systens, video teleconferencing systens, and other DI SA infornmation support
centers. Funds provide operational network support in both the classified and unclassified environnents for
over 8,000 DI SA enpl oyees and contractors in 35 | ocations worldw de (8 National Capital Region (NCR)

15 Continental United States, and 12 Qutside the Continental United States). This entails all aspects of

pl anni ng, procuring, systems integration, installation, and operation and nai ntenance of the |ocal area networks
in support of DISA internal/external customers including OSD and the Joint Staff.

In FY 2004, KM Phase 1 and Phase 2 efforts will be maintained while noving to Phase 3. Phase 3 KMefforts wll
i ncl ude assessing the inpact of events, devel opi ng additional operational capabilities, and migration of porta
prototype to production operation on both the unclassified and classified environments. The funds will provide
for internal/external |essons |earned, decision support/problem solving, operational architecture devel opnent,
cost/risk analysis, surveying custoner/user/enployee satisfaction, functional performance nmetrics, and business
process reengi neering.

Acconpl i shments for all years include continued efforts for the highest |evel of operational support for DI SA
information systens. Acconplishnents for FY 2004 and outyears will include continued, high-level, operationa
support for DISA's information systens; continued work on enclave security inplenentation and managenent;

compl eti on of W ndows 2000 migration in FY 2004; continued work on Information Assurance Vulnerability Alert
conpl i ance; continued research and advi sory services; continued version upgrades of DI SA's Managenent

I nformati on System W ndows/ Exchange 2003 in FY 2005; Enterprise Data and d obal Exchange (EDGE) User interface
upgrades in FY 2005 and FY 2008-2009; EDGE user functions devel oped in FY 2005-2006 and FY 2008-2009; EDGE

I ntegration, program and custonmer perspectives in FY 2006-2007 and FY 2009-2010; EDGE neasures of performance in
FY 2007-2008; EDGE Hardware/software: full-scale deploynent in FY 2004-2005, classified environnment in FY 2005,
and SClI environnment in FY 2007-2008; continuous EDGE Hel p Desk; KM comruni cati ons/outreach/culture beginning in
FY 2005; and KM Franewor k begi nning in FY 2005.
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Activity: DOD Information Services

. Financial Summary ($ in Thousands):

FY 2004 FY 2004 FY 2004
FY 2003 President's Appropriated Revised FY 2005
Subactivity G oup: Act ual s Budget Anpunt Estimate Estimate
DOD I nformation Services 58, 652 52,567 50, 988 51, 355 53, 006
Change Change
FY 2004/ FY 2004 FY 2004/ FY 2005
Reconci liation Summary:
Basel i ne Fundi ng 52, 567 51, 355
a) Congressional Adjustnents (Distributed) -500 -
b) Congressional Adjustnments (Undistributed) - -
c) Congressional Adjustnents (General Provision) -1,079 -
d) Congressional Earmark - -
Appropri ated Anpunt 50, 988 -
Approved Transfers 367 808
Price Change - 843
Program Changes - -
Current Estimates 51, 355 53, 006
Reconciliation of |Increases and Decreases: (Dol lars in Thousands)
Total s
2004 President’s Budget 52, 567
Congr essi onal adjustnments 1,579
a. Distributed Adjustnents
1) Excessive Gowth -500
b. Undistributed Adjustments
c. General Provisions
1) Sec. 8094 Prorate Prof Svcs
2) Sec. 8101 Cost Gowh IT -1, 000
3) Sec. 8126 Prorate Mgnt Efficiencies -79
d. Earnmarks
2004 Appropriated Ampunt 50, 988

DI SA
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C. Reconciliation of Increases and Decreases: (continued) (Dol lars in Thousands)
Total s

2. Enmergency Suppl enent a
a. Emergency Suppl enental Funding Carryover -
b. FY 2004 Energency Suppl enental App. Act (P.L.108-106) -
3. Fact-of-Life Changes 367
a. Functional Transfers (internal)
1) Transfers In

a) Civilian Pay alignnment to actual manpower di st 367
Basel i ne Fundi ng 51, 355
4. Reprogramm ngs (requiring 1415 Actions) -
Revi sed FY 2004 Estimate 51, 355
5. Less: Energency Suppl enmental Fundi ng -
Normal i zed Current Estimate for FY 2004 51, 355
6. Price Change 808
7. Functional Transfers -
8. Other Transfers (non-Functional Transfers) -
9. Program I ncreases 843
a. Annualization of New FY 2004 Program -
b. One-Tine FY 2005 Costs -

c. Program Gowh in FY 2005
1) Programincrease for DI SANet infrastructure. 843
10. Program Decreases -
FY 2005 Budget Request 53, 006

IV. Performance Criteria and Eval uation Summary:

Chief Information Oficer: Perfornance criteria following is linked to Strategic Goal 1: To provide flexible,
reliable, affordable, integrated information infrastructure required by the Warfighter and others to achieve
hi ghest levels of effectiveness in joint and conbi ned operations.

DI SA I nternal Network Systens Support: Includes Network Operations System Administration and Customer Support
Services, Ml Messagi ng (Network Mail Services, Message Center, Wrldw de On-Li ne System Repl acenent, Defense
Message System Communications Connectivity for DI SANet and NCR Tel ephone Systems and Services, DI SANet Contro
Center, and Systens |Integration.

Techni cal support services are neasured by: (1) custoner satisfaction surveys and (2) trouble ticket closure
statistics and percent of trouble reports resolved on the spot during initial custoner calls. Performance areas

DI SA
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IV. Performance Criteria and Eval uation Summary: (continued)

are Hel pdesk Support, Desktop Services, Network Access, Network Applications, and WEB Services. Customer
satisfaction surveys indicated a 90% rating for Good or Excellent technician know edge, 95% rating for Good or
Excel l ent technician courtesy, 91%rating for service done in a tinely fashion, and 89% Good or Excellent
overall service experience.

Dl SANet performance is neasured by automated systens, which conpute systemreliability and availability.

Tar get Resul ts
Network availability and reliability 99% 97. 5%
WEB site availability 99% 99%
Key applications availability 95% 95%
NCR e-mai | response tinme 98% 100%
WAN e-nmil response tine 90% 85%

EDGE Knowl edge Managenent Portal: The EDGE is a web-based tool designed to make it easier for DI SA personnel to
find the information they need to do their jobs and to sinplify the tasks perfornmed in the course of their
official duties. In the future, the EDGE will serve as the single point of access to all information related to
the DI SA enterprise by providing an underlying infrastructure and set of processes that facilitate the
integration of information and know edge.

EDGE Mal function Report — Percentage of EDGE nml functions per nunber of EDGE Users. Measures are conpiled from
users contacting the EDGE Hel p Desk. The goal is based upon a 97% efficiency rating during non-rel ease peri ods
— nmeani ng the nunber of malfunctions per month will be equal to 3% of all EDGE users. New releases caused the
two spikes in activity. There are nore neasures planned, but data has not been collected due to the early phase
of the project. Exanples of additional nmeasures follow Percentage of Requirements Conpleted by Category; Count
of the nunber of hits per portlet per unit time; and Number of active discussion foruns per unit tinme.

Asset and Network Managenment: DADS is engineered to operate with an initial download success rate of 95% an
acceptabl e rate based on operational experience which indicates that 1 in 20 downloads will fail. Releases wll
be devel oped and depl oyed throughout each fiscal year based on custonmer requirenents. The DADS program plans to
rel ease new versions of the systemduring June and October of each fiscal year. Level Three hel p desk issues
will be addressed within one working day.

JDIICS-D will deliver 1 release per year. This release is based upon the need to synchronize JDIICS-D
mai nt enance with the Joint Network Managenent System program

DI SA
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IV. Performance Criteria and Eval uation Summary: (continued)

Enterprise Software Licensing: Agency responsibility consists of deternmining requirenments, devel oping an
i nt eragency support agreenent with the Integrated Conputer Assisted Software Engineering Special Program O fice
at Maxwel |l AFB, and MIlitary Interdepartnental Purchase Request the funds for contract payment to them

V. Per sonnel Summary:
(Act ual s) Change
FY 2003 FY 2004 FY 2005 FY 04/ FY 05

16 17 17 0

Oficer 8 9 0
Enli st ed 0
185 178 178 0

USDH 172 161 161 0
FNDH 0 0 0 0
FNI H 0 0 0 0
Rei mbur sabl e 13 17 17 0
16 17 17 0

O ficer 8 9 9 0
Enl i st ed 8 8 8 0
205 171 171 0

USDH 193 156 156 0
FNDH 0 0 0 0
FNI H 0 0 0 0
Rei mbur sabl e 12 15 15 0

DI SA



DEFENSE | NFORMATI ON SYSTEMS AGENCY

Operation and Mai nt enance,
(FY) 2005 Budget

Fi scal Year
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Activity 4: Administration and Service-Wde Activities

Activity:

VI. PRI CE AND PROGRAM CHANGES ($ in Thousands)
101 Executive, General and Special Schedul es
103 Wage Board
106 Benefits to Fornmer Enployees
199 Total Civilian Personnel Conpensation
308 Travel of Persons
399 Total Travel
671 Conmuni cations Services(DWCF) Tier 2
699 Total Purchases
912 Rental Paynents to GSA Leases (SLUC)

914 Purchased Conmuni cati ons (non- DWCF)

920 Supplies and Materials (non- DWCF)

921 Printing and Reproduction

922 Equi pnent Operation and Mai ntenance by Contract
923 Facility Operation and Mintenance by Contract
925 Equi pment Purchases (non- DWCF)

931 Contract Consultants

987 O her Intra-governnental Purchases

989 Ot her Contracts

999 Total Ot her Purchases

9999 Total Activity G oup

FY2003
Act ual

17, 439
67

139

17, 645
85

85

1, 899
1, 899
17
2,322
452

18

22,541

140
7,138
107
3,513
2,775
39, 023
58, 652

DI SA

DOD | nfornmati on Servi ces

Change FY2003/ FY2004 Change FY2004/ FY2005

Price Program FY2004 Price Program FY2005
Gomh Gowth Estimate Gowh GowhEstimte

575 1,062 19,076 401 180 19, 657
2 528 597 13 16 626

0 (139) 0 0 0 0

577 1,451 19,673 413 197 20, 283

1 97 183 2 (2) 183

1 97 183 2 (2) 183

0 (237) 1, 662 0 (266) 1, 396

0 (237) 1, 662 0 (266) 1, 396

0 2,198 2,215 33 (108) 2,140

30 1,031 3,383 44 (60) 3, 367
(129) 329 4 35 368

0  (18) 0 0 0 0

293 (5,483) 17,351 226 407 17,984

2 (142) 0 0 0 0

93 (3, 920) 3,311 43 678 4,032

1 (79) 29 0 (0) 29

46 (3, 358) 201 3 (3) 201

36 207 3,018 39 (34) 3,023
507 (9,693) 29,837 392 915 31, 144
1,085 (8,382) 51,355 808 843 53,006
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Budget Activity 4: Adm nistration and Service Wde Activities
Activity: Agency Managenent

l. Description of Operations Financed:

DODD 5100. 73, Maj or Departnment of Defense Headquarters Activities, 13 May 1999, designates Defense Information
Systens Agency (DI SA) as a Defense-W de Managenent Headquarters Activity. Managenent Headquarters is
responsi bl e for overseeing, directing, and controlling DI SA activities. DISA activities include both those
funded with appropriated funds and Defense Working Capital Funds (DWCF). The Managenent Headquarters staff
provi des the | eadership for inplenmenting DI SA's Transformati on Roadmap, provi des Agency-w de policy guidance;
reviews and eval uates overall program performance; allocates and distributes Agency resources, and conducts md
and | ong-range pl anni ng, programr ng, and budgeting. |Inasmuch as Agency Managenent deals with planning (both
strategi ¢ and operational), overseeing, controlling, and directing DI SA activities, Managenent Headquarters
outputs and products prinmarily consist of policies, guidelines, and procedures in support of information
technology (I T) related products and services, such as |ong haul comruni cations, conmand and control and comnbat
support systens, conputing services, and other warfighter capabilities delivered through the w de variety of
mej or system acqui sitions for which the Agency is responsible. The activities include technical and

adm ni strative support essential to the operation of DI SA. Additionally, Managenment Headquarters accounts for
Agency-wi de congressionally mandated functions, such as the Equal Enploynment Opportunity O fice and the

I nspector General.

1. Force Structure Sunmary:

Supporting outputs and products include: performance budgets that docunent the annual outputs and |long-term
outcones of the work DI SA perfornms with the resources it receives; the Agency Bal anced Scorecard (BSC) that
establishes corporate-level performance netrics and a managenent franework to hel p DI SA nmanagers bal ance
investnment priorities against risk over time; the DISA Strategic Plan that provides the framework for DI SA
organi zations to develop their appropriate |evel goals, objectives, and performance neasures to ensure the link
with overall Agency goals and objectives and unity of purpose; the DI SA 500 Day Action Plan that highlights the
hi ghest priorities of DISA' s custoners to ensure that DI SA provides Conbatant Comranders, Services, Agencies,
the Joint Staff, OSD, and others with world-class information products and services; and annual Program Pl ans
and | n-Process Reviews that assist DI SA | eaders in ensuring good stewardship of the resources DI SA receives.

Custoners that benefit fromthe above outputs include not only internal DI SA managers and staff, but also
external custoners and their staffs, such as OSD (NI, PA&E, Acquisition, Technol ogy and Logistics (AT&L),
Comptroller), the Commander in Chief, the Joint Staff, the Conbatant Commanders, commanders of Joint Task
Forces, the military departnents, the DOD I nspector General, other Defense agencies, the General Accounting
Ofice, the Ofice of Managenent and Budget, other federal agencies outside the DOD, and Congressiona

Commi ttees and their staffs.
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1. Force Structure Sunmary: (continued)

During FY 2005, Operation and Mai ntenance funds provide for civilian salaries and the operating costs associ at ed
wi th Headquarters Managenent and adninistrative services to include transformation activities identified to and
by OSD. Included are funds for the nandated repaynent of Agency disability conpensation costs assigned to the
Agency by the Department of Labor as well as funds for direct administration support such as general office
supplies, equipnment, and equi pnment maintenance as they relate to the Director, DI SA. FY 2005 initiatives
include Internet access to IT research notes and strategic reports on enterprise network strategies, information
security strategies, and IT industry trends and strategic direction

1. Fi nancial Sunmary ($ in Thousands):

FY 2004 FY 2004 FY 2004
FY 2003 President's Appropriated Revised FY 2005
A. Subactivity G oup: Actual s Budget Anmount Estimate Esti mat e
Agency Managenent 27,911 26, 755 26,738 24,169 24,966
Change Change
FY 2004/ FY 2004 FY 2004/ FY 2005

B. Reconciliation Summary:
1. Basel i ne Funding 26, 755 24,169
a) Congressional Adjustments (Distributed) - -
b) Congressional Adjustnents (Undistributed) - -

c) Congressional Adjustments (General Provision) -17 -

d) Congressional Earnmark - -
2. Appropriated Anpunt 26, 738 -
3. Approved Transfers -2,569 -
4. Price Change - 449
5. Program Changes - 347
6. Current Estinmates 24,169 24, 965

DI SA
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C. Reconciliation of |Increases and Decreases:

FY 2004 President’s Budget

1. Congressional adjustnents
a. Distributed Adjustnents
b. Undistributed Adjustnents
c. General Provisions

1) Sec. 8094 Prorate Prof Svcs
2) Sec. 8101 Cost Gowh IT
3) Sec. 8126 Prorate Mynt Efficiencies

d. Earnmarks
FY 2004 Appropriated Anmpount
2. Energency Suppl enent a

a. FY 2004 Energency Supplenmental App. Act (P.L.108-106)

3. Fact-of-Life Changes

a. Functional Transfers (internal)

1) Transfers In
2) Transfers Qut

a) Civilian Pay alignment to actual manpower distribution

Basel i ne Fundi ng

4. Reprogranmm ng (requiring 1415 Actions)

Revi sed FY 2004 Esti mate

5. Less: Energency Suppl enmenta
Normali zed Current Estinate for
Price Change

Functional Transfers

© 00~NO®

Program | ncr eases

Fundi ng
FY 2004

O her Transfers (non-Functional Transfers)

a) Annualization of New FY 2004 Program

b) One-Tine FY 2005 Costs

c) Program Growth in FY 2005

1) Civilian Pay increased to reflect nore accurate cost projection
based on actual expenditure history.

10. Program Decreases
a. One-Tine FY 2005 Costs

b. Program Decreases in FY 2005

FY 2005 Budget Request

DI SA

(Dol lars in Thousands)

Total s
26, 755
-17
-17
26, 738
2,569
-2,569

24, 169

24, 169

24,169

449

347

347

24, 965
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IV. Performance Criteria and Eval uati on Sumary:

DISA is the central manager of the G obal Information Gid (GG and is responsible for planning, devel oping
and supporting C41 for the President, Vice President, Secretary of Defense and the Chairman of the Joint Chiefs
of Staff under all conditions of peace and war. |In FY 2005, Agency Managenent support to DI SA is acconplished
for less than 2 percent of total DISA TOA (1.6% of $1.547 billion). This mninmal funding | evel supports 187
direct civilian work years and 52 military in FY 2005 as Headquarters manpower neets the statutory requirenents
| evied on the Agency, neets increased oversight reporting requirements, and oversees, directs, and controls
activities related to the acconplishnment of the DI SA mission. Also, given the responsibilities DI SA has in
overseeing a $3.4 billion Defense Wrking Capital Fund operation, Agency governance represents |ess than 1% of
the total resources nmanaged.

Exanpl es of managenent procedures in place to evaluate the overall perfornance of the organization include:

1. Annual Managenent Control Certification. |In keeping with the Federal Managers’ Financial Integrity Act, and
as required by OSD, basic Managenment Controls are incorporated into the strategies, plans, guidance, and
procedures that govern agency prograns and operations. The evaluation of the adequacy of DI SA nanagenent
controls requires an agency-wi de effort. An annual statenent of assurance is prepared that includes material
weakness statenments, if any.

2. Triannual Reviews of conmitnent and obligation transactions are held to determ ne the accuracy and the status
of such accounting transactions as required by DOD Financi al Managenent Regul ations. |n addition, DI SA staff
conducts monthly reviews of their financials to include the identification of requisitions/authorization
docunents with undelivered bal ances.

DI SA
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Personnel Summary:

Mlitary End Strength Total
O ficer
Enli sted

Civilian End Strength Tot al
USDH
FNDH
FNI H
Rei mbur sabl e

Mlitary Workyears Tot al
O ficer
Enli sted

Civilian Workyears Total
USDH
FNDH
FNI H
Rei mbur sabl e

Def ense- W de

Activity: Agency Managenent

(Act ual s)
FY 2003

DI SA

40
28
12

218
218

40
28
12

222
222

FY 2004 FY 2005

52
37
15

194
194

o

52
37
15

187
187

o

52
37
15

194
194

52
37
15

187
187

Change

FY 04/ FY 05

o O O O O

o O O

O O O O O
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VI. PRI CE AND PROGRAM CHANGES ($ in

Thousands)

Executive, General and Speci al
101 Schedul es

ts to Former Enpl oyees

106 Benefi
111 Di sabi
Tot al

lity Conpensation
Civilian Personnel

199 Conpensati on

308 Travel
399 Tot al

of Persons
Tr avel

671 Conmuni cations Services(DWCF) Tier 2
Communi cati ons Services (DWCF) Tier

677 1

679 Cost Rei nbursabl e Purchases

699 Tot al

Pur chases

913 Purchased Utilities (non-DWCF)

917 Post al

Servi ces (USPS)

920 Supplies and Materials (non- DWCF)

921 Printing and Reproduction

Equi pnment Operation and Mi nt enance
922 by Contract

Facility Operation and Mi nt enance
923 by Contract

925 Equi pnent Purchases (non- DWCF)

987 Ot her Intra- governmental

989 O her
998 O her
999 Tot al
9999 Tot al

Contracts

Cost s

O her Purchases
Activity G oup

Pur chases

FY2003
Act ual

24,192
154
1, 607

25, 953
335
335

40

42

407

183

26

456

57

437

23

1, 590
27,920

Change

FY2003/ FY2004

Price
G owth

798
0
0

798

[@ TN

N O U1 OO OO o

o o - OO O

20
822

DI SA

Program
Gowth

(5, 001)
(154)
311

(4, 844)
300
300
(40)

4
(2)
(38)
(1)

2

23

22

(16)

(26)
(85)
230
(169)
29

9
(4,573)

FY2004
Estimate

19, 989
0
1,918

21, 907
639
639

0

N O O B

435
22

169

0

377
288
274

52
1,619
24,169

Change FY2004/ FY2005

Price
G owth

420
0
0

420

o

N O O OO O o o

= A b 01 O

21
449

Program

G ow h

198
0
114

312
34
34

0

(4)

(4)

= W O O

(1)
(12)

348

FY2005
Esti mate

20, 607
0
2,032

22,639
681
681

0

N O O O O

444
23

175

390
291
280

41

1, 646
24, 966



